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Martin Dojcar

PREDHOVOR

Foreword

Bezpecny priestor patri medzi celospolocenské vyzvy primar-
neho vyznamu najma v stvislosti s hrozbou rizikového spravania
populacie v jeho réznych podobach a prejavoch. Spomedzi nich
v slovenskej spolo¢nosti zvlast rezonuju hrozby ideologizacie, na-
zorovej polarizdcie, radikalizacie ¢i internetovej bezpecnosti po-
pulacie, zvlast ohrozenych skupin deti, mladeze a seniorov.

Dna 2. oktobra 2025 sa na Trnavskej univerzite v Trnave konala
konferencia Bezpecné spolocenstvo a prevencia rizikového sprava-
nia, ktora reagovala na aktudlnost tejto vyzvy komplexnym spdso-
bom tak, Ze prepojila prezentdciu najnovsich vyskumnych zisteni
najma z oblasti psycholdgie a sociolégie s pésobenim profesiona-
lov tohto zamerania a predstavila ich zaujemcom o tuto problema-
tiku. Podujatie bolo zvlast adresované pedagégom a profesionalom
z pomahajucich profesii, rovnako ako studentom pedagogickych
a vychovavatelskych $tudijnych programov.

Konferencia sa uskutoc¢nila pod organiza¢nou taktovkou kated-
ry pedagogickych studii Pedagogickej fakulty Trnavskej univerzity
v Trnave a cirkevného odboru Ministerstva kultary Slovenske;j re-
publiky ako desiaty spolo¢ny konferen¢ny projekt oboch institucii
zastupenych docentom Martinom Doj¢drom za Pedagogicku fa-
kultu Trnavskej univerzity a doktorkou Luciou Greskovou za cir-
kevny odbor MK SR. Zastitu nad podujatim prevzalo Ministerstvo
skolstva, vyskumu, vyvoja a mladeze, ktoré na podujati zastupovali
Statny tajomnik Robert Zsembera a tajomnicka ministra, Dagma-
ra Al-Khaldi Micekova. Zaujem hostujticej Trnavskej univerzity
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v Trnave podielat sa na rieseni tejto spolocenskej vyzvy deklaroval
jej rektor, profesor Milo$ Lichner tym, Ze udelil konferencii svoju
zastitu.

Zbornik Bezpecné spolocenstvo a prevencia rizikového sprava-
nia je dal$im z plodov dlhodobej spoluprace medzi Pedagogickou
takultou Trnavskej univerzity v Trnave a cirkevnym odborom Mi-
nisterstva kultury Slovenskej republiky. Tradicia spoluprace medzi
oboma verejnym institiciami je odrazom spolocenskej potreby po
interdisciplinarite a transinstitucionalnom pristupe ku komplex-
nému rie$eniu vyznamnych socio-kultirnych vyziev sicasnosti.



Matus Grezo

IDENTIFIKACIA S POLITICKOU IDEOLOGIOU
A POLARIZACIA NAZOROV NA SLOVENSKU

Identification with Political Ideology and Opinion Polarization
in Slovakia

Abstract

The study examines the psychological mechanisms of ideological
polarization in Slovakia. Its aim was to analyze how identification
with an ideology (liberalism vs. conservatism) relates to perceived
threat from the opposing group and to polarized attitudes on con-
tentious topics. The research (N = 1008) showed that among lib-
erally identified individuals, the relationship between ideological
identification and attitudes was direct, whereas among conserva-
tives it was mediated by perceived threat from liberals. Identifica-
tion with liberalism was more strongly associated with polarized
opinions than identification with conservatism, suggesting that
liberal identity has a more coherent value structure and leads to
more pronounced views, while the conservative group is psycho-
logically more differentiated. Perceived threat from ideological
opponents represents an important, though not universal, mecha-
nism in the formation of polarized attitudes.

Keywords
Polarization, intergroup value protection, threat, defensive reac-
tions.



Uvod

Polarizacia v sucasnosti predstavuje jeden zo zasadnych spo-
locenskych problémov zapadnych krajin. V poslednych ro-
koch sa v tychto krajinach coraz castejsie objavuju pripady, v kto-
rych bezné nazorové rozdiely ¢asto prerasta do hlbo-kych medzi-
skupinovych konfliktov zalozenych na nepriatelstve a hostilite.
Incidenty s politickym ¢i ndbozenskym motivom - od utokov na
verejnych zhromazdeniach po nasilie vo¢i mensinam - poukazuju
na to, Ze spolocenska polarizacia sa stava nielen kultirnym, ale aj
bezpecnostnym problémom. Podobné pripady mozno pozorovat aj
na Slovensku, kde tragické udalosti, ako strelba pred bratislavskym
podnikom Teplaren v roku 2022 ¢i atentat na premiéra Roberta
Fica v roku 2023 odhalili, Ze polarizacia zalozend na ideologickych
nezhodach moze prerast do extrémnych foriem agresie. Rastuca
polarizacia sa navyse netyka len nasilia, ale aj kazdodennych debat
v medidlnom prostredi, ktoré ¢asto odhaluju emocionalne nabité
reakcie presahujuce logicku argumentaciu a smerujtice k démoni-
zécii oponenta.

V spolo¢enskom diskurze Slovenska polarizacia nadobuda oso-
bity charakter. Ideologické tabory tu nie su len odrazom klasické-
ho delenia na ,lavicu® a ,,pravicu®, ale ¢asto vyjadruju hodnotové
konflikty medzi liberdlnym a konzervativhym svetondzorom -
teda medzi otvorenostou voci zmendm a snahou o zachovanie
moralneho a kultdrneho poriadku (Norris a Inglehart 2019). Tato
dynamika sa prejavuje v postojovych sporoch o LGBTQ+ prava,
postojoch k cudzincom a ute¢encom, ¢i zahrani¢no-politickou
orientaciou Slovenska, ktoré sa stali centrdlnymi osami nazorovej
polarizécie slovenskej spolo¢nosti (Stétka a Mihelj 2024; Guasti
a Bustikova 2023; Hajdu 2022).

V polarizujucich témach sa prislu$nost k roznym ideologickym
skupinam casto stava zdrojom socidlnej identity, urcujicim spo-
sob, akym jednotlivci vnimaju svet, hodnotia moralne ¢i kultirno-
etické dilemy a interpretuju spravanie inych (Iyengar a Westwood
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2015; Finkel et al. 2020). Riziko spociva predovsetkym vtedy, ked
v spolo¢nosti nastava posun od nazorovych nesthlasov k ,,obra-
ne vlastnej skupinovej identity®, ¢o literatira ¢asto oznacuje ako
afektivna polarizacia alebo polarizacia zalozena na identite (Ma-
son 2018; Druckman a Levendusky 2019). Tato forma polarizacie
nevznika preto, Ze ludia maju odlisné nazory, ale preto, Ze tieto
nazory sa spajaju s ich pocitom prislu$nosti, hodnotami a identi-
tou (Jost et al. 2009). Je preto nevyhnutné skimat psychologické
mechanizmy, ktoré vedu od nazorovych rozdielov k afektivnej po-
larizacii, kde sa skupiny zac¢inaji vnimat nie ako oponenti, ale ako
nepriatelia.

S cielom pochopit psychologické mechanizmy polarizacie me-
dzi konzervativne a liberalne identifikovanymi ludmi sme v tejto
studii skamali, ako identifikacia s ideologickymi ramcami libe-
ralizmu a konzervativizmu stvisi s vnimanou hrozbou zo strany
opacnej skupiny a s vyhranenymi postojmi voci klucovym kul-
tarno-politickym témam na Slovensku. Ustrednym teoretickym
ramcom $tudie je tzv. Integrated Value Protection Model (IVPM)
od van Zomerena a kol. (2024), ktory chape vnimanu hrozbu ako
sprostredkujuci faktor medzi identitou a potrebou chranit svoje
hodnoty a presvedcenia. Cielom tejto $tudie je overit, ¢i tento me-
chanizmus funguje aj v slovenskom kontexte, konkrétne pri iden-
tifikacii s konzervativnymi a liberalnymi hodnotami. Skimame, ¢i
vyssia identifikacia s ideoldgiou zvys$uje pocit hrozby voci ludom
z opacného ideologického tabora a ¢i tento pocit hrozby nasledne
predikuje vyssiu nazorovu polarizaciu na spoloc¢ensky polarizuji-
ce témy.

1 Ideologicka identita ako zdroj polarizacie

Problémy stvisiace s polarizaciou zacinaju ¢asto vznikat vtedy,
ked sa ideologické presvedcenia internalizuju ako sucast osobnej
identity, a tym za¢nu formovat sposob, akym jednotlivci vnima-
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ju seba a druhych (Devine 2015). Ked sa ideologia stava sucastou
identity, hodnotové presvedcenia prestavaju byt len kognitivnymi
usudkami a nadobuidaju emocionalnu, moralnu a normativnu po-
vahu.

Vyskumy ukazuju, Ze ked sa postoje premenia na moralne pre-
svedcenia, stavaju sa takmer imunne voci racionalnym protiargu-
mentom. Skitka (2010) vo svojej tedrii moralneho presvedcenia
(angl. moral conviction) uvadza, Ze moralne zakorenené nazory
aktivuju silné emocionalne odpovede, ako je hnev ¢i pohorsenie,
a su sprevadzané nizkou toleranciou k odlisnym nazorom. Ked sa
ideologia stava sucastou identity, objavuje sa motivované usudzo-
vanie (angl. motivated reasoning), prostrednictvom ktorého jedin-
ci prijimaju, spracovavaju a interpretuji nové informdcie tak, aby
potvrdzovali ich existujuce presvedcenia. Taber a Lodge (2006)
preukazali, Ze Iudia hodnotia doékazy v prospech svojho postoja
ako presvedcivejsie, kym nesuhlasné argumenty podrobuju pris-
nejsej kritike. Takéto selektivne spracovanie vedie k upeviovaniu
nazorov namiesto ich korekcie. Tento jav bol opakovane potvrde-
ny aj v ramci tzv. identity-protective cognition (Kahan 2017), ktora
zdoraziuje, Ze jednotlivci brdnia svoju socidlnu identitu prostred-
nictvom selektivneho prijimania informacii - odmietaju poznatky,
ktoré by mohli ohrozit hodnoty alebo status ich skupiny. Empiric-
ké studie navyse potvrdzuju, Ze silne ukotvena ideologicka identita
vedie k viac vyhranenym a rigidnym az dogmatickym postojom
(Lammers et al. 2017; Conway I1I et al. 2016).

2 Vnimana hrozba ako ustredny faktor vysvetlujuci
polarizaciu

Literatura naznacuje, Ze jednym z klucovych psychologickych
mechanizmov polarizicie je vnimana hrozba. Ustrednym mode-
lom prezentovanej studie je model IVPM od van Zomerena a kol.
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(2024). Ten poskytuje ramec, ktory vysvetluje, ako identifikacia
s hodnotami a skupinovou prislusnostou ovplyviuje emocionalne
a behavioralne reakcie na skupiny opa¢nych ndzorov, tzv. ,,outgro-
up”. Model vychddza z predpokladu, Ze jednotlivci maja zakladna
psychologicku potrebu zachovat svoju identitu a socialne zakot-
venie (angl. social embeddedness), ¢o im poskytuje pocit bezpecia
a predvidatelnosti.

Podla IVPM ludia neustale sleduji spravanie ¢lenov outgroup
a hodnotia, ¢i ohrozuje ich vlastné socidlne zakotvenie alebo hod-
noty skupiny. Ak je spravanie outgroup vnimané ako porusenie
tychto hodnot, vznika pocit hrozby, ktory aktivuje obranné me-
chanizmy. Tymito obrannymi reakciami moézu byt hnev, potreba
potrestat clenov druhej skupiny, moralizovanie vlastnych presved-
¢eni, prehlbenie identifikcie s vlastnou skupinou, alebo kolektivna
akcia. Tieto reakcie vSak zvycajne vyvolavaju zrkadlové odpovede
na druhej strane, ¢im vznika zacarovany kruh vzdjomného ohro-
zovania. Kazda skupina interpretuje obranné spravanie tej druhej
skupiny ako naru$enie ich socidlneho zakotvenia, ¢im sa dalej pre-
hlbuje medziskupinova hostilita (van Zomeren et al. 2024).

Nase chapanie tohto modelu rozsirujeme o predpoklad, zZe
defenzivne reakcie sa nemusia obmedzovat len na emocionalne
alebo behavioralne odpovede. Predpokladame, ze mozu viest aj
k vyhranenosti postojov a presvedcéeni - teda k zretelnému posu-
nu smerom k vyhranenej$im pozicidm a ndzorom v spolocenskych
otazkach. Inymi slovami, jednym z moznych spdsobov, ako ludia
»brania svoje hodnoty® je upevnenie vlastnych nazorov.

3 Asymetria liberalnych a konzervativnych
mechanizmov

Hoci predoslé spominané teoretické vychodiskd naznacuju, ze
identifikacia s ideolodgiou a vnimana hrozba st podstatou polari-
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zacie, literatura taktiez naznacuje, Ze mozu mat roznu dynamiku
v ramci roznych ideologickych skupin (Federico a Malka 2018; Jost
2021). Zschirnt (2011) poukazuje na to, Ze konzervativna identifi-
kacia ¢asto vznika ako reakcia na liberalizujuce spoloc¢enské prudy
a na ,ohrozenie“ tradi¢nych hodnét, ktoré sa v spolo¢nosti deje.
Do velkej miery su tieto presvedcenia teda iba reakciou proti libe-
ralizmu a jeho skupinam, ktoré ho reprezentuju. V sulade s tymto
je Siroky subor prac, ktoré vnimaju konzervativizmus ako stibor
motivacnych mechanizmov, ktoré uspokojuju viaceré epistemické
a existencné potreby, ako napr. potrebu istoty (Jost et al. 2003).
Ked su tieto hodnoty povazované za ohrozené, konzervativna
identifikacia ma tendenciu spustit defenzivne procesy - posilne-
nie prislusnosti k vlastnej skupine, moralizovanie postojov a za-
chovanie status quo ako prostriedkov zvladania neistoty. Teéria
Cultural Backlash (Norris a Inglehart 2019) navyse dokumentuje
vzostup konzervativnych a autoritarskych postojov v mnohych za-
padnych demokraciach, pricom tento vzostup chape ako reakciu
na dlhotrvajucu liberalizaciu a progresivne spolocenské zmeny.
Norris a Inglehart (2019) argumentuju, Ze kultirne zmeny (napr.
v otazkach rodovych prav, migracie ¢i multikulturalizmu) vyvo-
lali spatnu reakciu u skupin, ktoré sa citili marginalizované alebo
ohrozené, ¢im sa posilnili konzervativne a populistické prudy.

Na druhej strane, liberalna identita sa podla vyskumov opiera
o uzsi vnutorny hodnotovy ramec a principy v porovnani s kon-
zervativnou identitou (Graham et al. 2009). Empirické zistenia
zaroven ukazuju, ze liberdlni jedinci vo vSeobecnosti prejavuju
vy$siu toleranciu voci neistote, komplexite a odli$nosti, ¢o znizuje
pravdepodobnost, ze spolocenské zmeny budu interpretovat ako
existencnu hrozbu (Jost et al. 2003; Carney et al. 2008; Thorisdottir
a Jost 2011). Na rozdiel od konzervativne orientovanych jednot-
livcov, ktorych presvedcenia castejsie plnia funkciu udrziavania
istoty (Duckitt a Sibley 2016), liberalna orientacia je uzsie spojena
s otvorenostou vo¢i novym skusenostiam, neistotam a socidlnej
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roznorodosti (Carney et al. 2008; Malka et al. 2014). Z hladiska
spracovania hrozieb to znamend, ze liberalne orientovani jednot-
livei nemusia reagovat primarne defenzivne — hrozbu nevnimaja
ako utok na svoje socidlne ukotvenie, ale skor ako morélne zlyha-
nie spolo¢nosti, ktoré si vyzaduje hodnotovu reakciu.

Zo spominaného je opodstatnené predpokladat, ze u konzer-
vativne identifikovanych jednotlivcov prevladaju ,reaktivne me-
chanizmy a za vyhranené postoje v ré6znych polarizujtcich témach
moze byt zodpovedny predovsetkym vnimany pocit hrozby zo
strany liberdlne orientovanych ludi. U liberdlne orientovanych jed-
notlivcov vSak mozu prevladat ,,interné“ mechanizmy - liberalna
identita moze suvisiet s viac vyhranenymi nazormi skor priamo
a nie prostrednictvom vnimaného pocitu hrozby. Aby sme tieto
odlisné psychologické procesy overili, v nasej praci skamame, ¢i
a do akej miery pocit hrozby sprostredkuje vztah medzi ideologic-
kou identifikaciou a vyhranenymi postojmi zvlast u ludi, ktori sa
identifikuju ako konzervativci, respektive liberali.

4 Metédy

4.1 Vzorka a procediiry

Do vyskumu sa zapojilo 1008 slovenskych dospelych ludi (53,1 %
zien) vo veku 18 az 90 rokov (M = 47.79, SD = 15.77). Vzorka bola
reprezentativna vzhladom na vek, pohlavie a regiéony. Podrobné
popisné charakteristiky vzorky vzhladom na vek a vzdelanie st
uvedené v Tabulke 1. Data boli zbierané v decembri 2024 prostred-
nictvom online dotaznika vytvoreného v prostredi Qualtrics.

Utastnici boli regrutovani prostrednictvom vyskumnej agentu-
ry Talk Online Panel, ktora vyuzila svoj vlastny online panel res-
pondentov podla predom stanovenych kritérii (reprezentativnost
vzhladom na vek, pohlavie, region). Ucastnici za participaciu boli
odmeneni podla interného systému odmenovania agentury. Data
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boli zbierané anonymne, pricom vsetci ucastnici vopred poskytli
informovany suhlas so zapojenim sa do $tudie. Po udeleni stuhla-
su respondenti najprv vyplnili sociodemografické otazky, polozky
mapujuce ich identifikaciu s konzervativnou ideoldgiou, liberal-
nou ideolégiou, a nasledne otazky dopytujtce sa na vnimany po-
cit hrozby zo strany konzervativne/liberdlne orientovanych Iudi.
V poslednej casti participanti vyplnili polozky mapujtce ich na-
zory na tri spoloc¢enské témy, ktoré sa javia ako polarizujuce slo-
vensku spoloc¢nost. Vsetky polozky boli prezentované v pevhom
poradi bez ndhodného striedania. Stadia bola schvalend Etickou
komisiou Centra spolocenskych a psychologickych vied Sloven-
skej akadémie vied.

Tabulka 1. Charakteristiky vyskumnej vzorky

Premenna Celd vzorka Muti (N = 473) Zeny (N =535)
(N =1008)

Vek 47.79(SD=15.77)  48.25(SD=15.70) 47.38(SD=15.83)

Uroven vzdelania

Zékladné 1.7 % 21% 1.3%

Stredoskolské bez maturity 11.9% 12.3% 11.6 %

Stredoskolské s maturitou 43.9 % 44.4 % 43.6 %

Vysokoskolsky bakalarsky titul 7.4 % 4.0 % 10.5%

Vysokoskolsky magistersky titul ~ 32.1 % 34.0% 30.3 %

Vysokogkolsky doktorat 3.0% 32% 2.8%

4.2 Ndstroje merania

Identifikacia s ideoldgiou. Identifikacia s ideoldgiou bola me-
rana adaptovanou verziou Ideological Social Identity Scale (Devine
2015), pévodne vyvinutou na hodnotenie psychologického pripu-
tania k ideologickym skupinam a jeho vplyvu na politické postoje
a spravanie. Skala bola upravena tak, aby reflektovala slovensky
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kontext a zameranie na konzervativnu a liberalnu ideoldgiu. Kon-
krétne, vSetkych 6 poloziek bolo administrovanych dvakrat, pri-
¢om prva sada sa dopytovala na mieru identifikacie s konzervativ-
nou ideolégiou (napr. ,,Ked niekto kritizuje ludi s konzervativnym
svetondzorom, pocitujem to ako osobny uitok.“) a druha na mieru
identifikdcie s liberdlnou ideolégiou (napr. ,,Uspechy liberdlov sii
mojimi uspechmi.”). Respondenti hodnotili mieru stuhlasu s jed-
notlivymi tvrdeniami na 7-bodovej Likertovej skale (1 = ,vobec
nestuhlasim® az 7 = ,,uplne suhlasim®). Polozky sa ststredili na vni-
manu prislusnost k ideologickej skupine, emociondlne priputanie
a vyznam ideologickej identity pre sebahodnotenie. Vyssie skore
indikovalo vyssiu identifikdciu participanta s konkrétnou ideold-
giou.

Vnimany pocit hrozby. Vnimany pocit hrozby bol hodnoteny
pomocou adaptovanej polozky vychadzajtcej z The Intercultural
Threat Scale (Ozer et al. 2021). Pre ucely tejto $tudie bola polozka
upravena tak, aby reflektovala vnimanu hrozbu vyplyvajtcu z ide-
ologickych rozdielov na Slovensku. Respondenti hodnotili svoj su-
hlas s dvomi tvrdeniami: ,,Kvéli ludom s konzervativnymi ndzormi
su slovenské mravy a hodnoty v ohrozeni“ a ,,Kvoli ludom s liberalny-
mi ndzormi st slovenské mravy a hodnoty v ohrozeni®. Participanti
odpovedali na 7-bodovej Likertovej $kale (1 = ,vdbec nesthlasim*
az 7 = ,uplne suhlasim®). Tento pristup umoznuje kvantifikovat
percepciu hrozby vyplyvajucu z odlisnych ideologickych skupin.
Vyssie skore indikovalo vyssi vnimany pocit hrozby z konkrétnej
ideologickej skupiny.

Postoje voci polarizujicim témam. Na meranie postojov voci
polarizujucim témam sme pouzili vlastne vytvoreny subor 12 po-
loZiek, ktoré sa tykaju troch $pecifickych sociopolitickych a kul-
turnych tém relevantnych pre slovensky kontext — postoje voci
LGBTQ+ komunite, postoje voc¢i cudzincom a uteencom, a za-
hrani¢nopoliticka orientdcia Slovenska (vid Tabulka 2). Vyvoj tejto
skaly bol zalozeny na pristupe, ktory koncipovali Traberom et al.
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(2023). Polozky boli konstruované ako 7-bodova ordindlna ska-
la s dvoma opa¢nymi pdlmi predstavujucimi extrémne liberalne
a konzervativne postoje, pricom stredna hodnota reprezentovala
nerozhodny postoj k danej téme. Zahrnutim opacnych liberalnych
a konzervativnych pohladov umoznuje skala identifikovat, do akej
miery je postoj participanta na konkrétnu tému vyhraneny. Cim
blizsie jednotlivec reagoval k tymto extrémnym opac¢nym pdlom,
tym vyhranenej$i bol jeho postoj. Z poloziek reprezentujtcich
konkrétnu tému sme pocitali priemerné skdre. Vyssie skore in-
dikuje viac konzervativny postoj a nizke skoére poukazuje na viac
liberalny postoj.

Tabulka 2. PoloZzky merajiice postoje voci polarizujicim témam

Postoje vo¢i LGBTQ+ komunite

Ludia z LGBTQ+ komunity st Ludia z LGBTQ+ komunity nie st
znevyhodnovani a ich prava obmedzované znevyhodnovani a nemaju obmedzené
a preto by $tét mal prijimat opatrenia na ich prava. Stat by tito tému nemal riesit.
zrovnopravnenie.

Adopcie deti zo strany LGBTQ+ komunity ~Adopcie deti zo strany LGBTQ+ komunity

by mali byt umoznené. by mali byt zakazané.
Registrované partnerstva pre fudi Stét by nemal prijat zdkon

s homosexudlnou orientaciou mali byt o registrovanych partnerstvach pre
u nas uz davno schvalené. homosexualov.

Postoje voci cudzincom a utecencom

Vsetci uteCenci z inych krajin, ktori ziadaji Nemali by sme prijimat ziadnych

na Slovensku o azyl, by mali byt prijimani. utecencov z inych krajin.

Bolo by spravne /obohacujtce, ak by Umeleckd obec na Slovensku by mala
umelecka obec na Slovensku prezentovala aj v prvom rade prezentovat nasu kultiru
kultary inych krajin.

Slovici by mali mat na Slovensku lepsie Slovensko by malo poskytovat rovnaké
prileZitosti (pracovné, ekonomické) nez moznosti (pracovné, ekonomické) pre
cudzinci. Slovakov aj pre cudzincov.
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Cudzincom by sme mali dovolit vyjadrovat
ich vlastné kultirne zvyky a tradicie a mali
by sme ich zaclenit do nasej slovenskej
kultary.

Mali by sme dohliadat na to, aby cudzinci
prispdsobovali svoje kulturne zvyky

a tradicie zivotu Slovakov a my sme si tak
zachovali nasu kultaru.

Zahrani¢no-politicka orientacia Slovenska

V Rusko-Ukrajinskom konflikte by sme
mali podporovat Ukrajinu a to vSetkymi
dostupnymi prostriedkami (vojensky,
ekonomicky, humanitarne).

Slovensko by malo ur¢ite zostat ¢lenskou
krajinou EU.

Slovensko by malo ur¢ite zostat ¢lenskou
krajinou NATO.

Slovensko by sa malo politicky orientovat
a nadvézovat partnerské vztahy iba

so zapadnymi krajinami (napr. USA,
Nemecko, Francuzsko).

Rusko je na$ nepriatel.

V Rusko-Ukrajinskom konflikte by
sme nemali podporovat Ukrajinu
ziadnymi prostriedkami (vojenskymi,
ekonomickymi, humanitarnymi).

Slovensko by malo ur¢ite vystupit z EU.

Slovensko by malo ur¢ite vystapit
zNATO.

Slovensko by sa malo politicky orientovat
a nadvézovat partnerské vztahy iba

s vychodnymi krajinami (napr. Rusko,
Cina).

Rusko je nas spojenec.

5 Vysledky

5.1 Deskriptivna statistika

Popisné statistiky hlavnych premennych st uvedené v Tabul-
ke 3. Priemerné skore identifikdcie s liberalnou ideolégiou bolo
M =3.44 (SD = 1.23), zatial ¢o identifikdcia s konzervativnou ideo-
légiou dosiahla M = 3.77 (SD = 1.21). Respondenti uvadzali mier-
ny az stredny pocit hrozby zo strany opozicnej ideologickej skupi-
ny, pricom pocit hrozby vyplyvajuci z konzervativnych postojov
dosiahol priemer M = 4.05 (SD = 1.90) a z liberdlnych postojov
M = 3.37 (S§D = 1.55). Priemerné hodnoty postojov k polarizu-
jucim témam naznacuju miernu tendenciu ku konzervativhym
nazorom vo vztahu k LGBTQ+ komunite (M = 4.47, SD = 1.85),
zahrani¢nopolitickej orientacii Slovenska (M = 3.49, SD = 1.68)
a cudzincom/utecencom (M = 3.27, SD = 1.39).
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Tabulka 3. Popisné Statistiky hlavnych premennych

Premennd M Medidn SD  Minimum Maximum Sikmost Strmost
Identifikacia s liberalnou 344 3.67 123 1.00 7.00 -14  -29
ideoldgiou

Identifikcia s konzervativnou 3.77 4.00 1.21 1.00 7.00 -06 .08
ideologiou

Pocit hrozby zo strany 405 4.00 1.90 1.00 7.00 -13 -1.03
konzervativcov

Pocit hrozby zo strany liberdlov 3.37 4.00 1.55 1.00 7.00 .16 -.55
Postoje LGBTQ+ komunite 4.47 4.67 1.85 1.00 7.00 -26 -97
Postoje k zahrani¢no-politickej 3.49 3.40 1.68 1.00 7.00 28 -.84
orientacii Slovenska

Postoje k cudzincom 327 325 139 1.00 7.00 33 -.36
a ute¢encom

Poznamka: N = 1008; M = priemer; SD = $tandardnd odchylka. Vietky premenné boli
merané na 7-bodovej skale.

Korelacie medzi hlavnymi premennymi st uvedené v Tabul-
ke 4. Vyssia identifikdcia s liberalnou ideoldgiou bola silne nega-
tivne korelovand s vyhranenymi konzervativnymi postojmi voci
LGBTQ+ komunite, silne negativne korelovana s ndzormi, ze
Slovensko by sa malo zahrani¢no-politicky orientovat smerom
k zapadnym krajindm a taktiez stredne silne pozitivne korelova-
na s otvorenym postojom voci cudzincom a utecencom. Naopak,
identifikdcia s konzervativnou ideolégiou ukazala mierne odlisny
vzorec vztahov s tymto tromi oblastami postojov. Tato identifikacia
ukdzala pozitivny stredne silny vztah s konzervativohymi postojmi
vo¢i LGBTQ+ komunite, avSak v pripade zahrani¢no-politicke;
orientacie a postojom k cudzincom a uteCencom sa preukazali
slabé vztahy. Zaujimavym a nepredpokladanym zistenim zaroven
je, ze identifikacia s liberalnou ideoldgiou silne suvisela s vy$sim
vnimanym pocitom hrozby zo strany konzervativcov a naopak
identifikdcia s konzervativnou ideolégiou slabo stvisela s vy$sim
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vnimanym pocitom hrozby zo strany liberalov. Tieto zistenia uka-
zuju, ze Iudia, ktori sa identifikuju ako konzervativci, vnimaju zo
strany liberdlov omnoho slabsi pocit hrozby, nez pocituju liberalne
identifikovani jednotlivci zo strany konzervativcov.

Tabulka 4. Korelacie medzi hlavnymi premennymi

Premenna 1 2 3 4 5 6

1. Identifikdcia s liberdlnou —

ideoldgiou

2. Identifikacia s konzervativnou ~ -.19*** —

ideoldgiou

3. Pocit hrozby zo strany -.50% 530

konzervativcov

4. Pocit hrozby zo strany liberlov .44 -250% 24 —

5. Postoje k LGBTQ+ komunite =530 AR o4~ 26% —

6. Postoje k zahrani¢no-politickej ~ —.49%%* 28¥%*  60*** 19+ 520+
orientdcii Slovenska

7. Postoje k cudzincom a uteCencom .44 - 260 —5200F [5Fr _540et 50

Poznamka: * p <.05; ** p <.01; *** p <.001.

5.2 Mediacné analyzy - identifikdcia s liberalizmom ako prediktor

Na testovanie predpokladanej medidcie boli vykonané tri sa-
mostatné mediacie pre kazdi dimenziu postojov zvlast (postoje
k LGBTQ+ komunite, cudzinci a utecenci, zahrani¢nopoliticka
orientacia Slovenska) pomocou softvéru Jamovi jAMM modulu.
Vsetky modely zahrnali identifikaciu s liberalnou ideolégiou ako
prediktor, pocit hrozby zo strany konzervativcov ako mediator
a jednotlivé typy postojov ako vyslednt premennu.

Vysledky pre postoj k LGBTQ+ komunite ukazali, Ze identifi-
kacia s liberalnou ideolégiou bola vyznamne negativne spojena
s vyhranenymi konzervativnymi postojmi (priama cesta: = -.49,
p <.001). Nepriamy efekt prostrednictvom pocitu hrozby zo strany
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konzervativcov nebol vyznamny (§ = -.02, p =.077). Pri postojoch
k zahrani¢no-politickej orientacii Slovenska bola priama cesta
rovnako vyznamnd, s vy$$ou identifikaciou s liberalizmom klesala
tendencia [udi orientovat sa smerom na vychodné krajiny/vystupit
z NATO alebo EU (B = -.46, p <.001), zatial ¢o nepriamy efekt cez
pocit hrozby nebol vyznamny (B <.00, p =.903). Rovnaky vzorec
sa prejavil aj pri postojoch k cudzincom a utecencom, kde priama
cesta identifikacie s liberalnou ideolégiou predikovala otvoreny
postoj (B =.41, p <.001), a nepriamy efekt cez pocit hrozby zo stra-
ny konzervativcov bol nesignifikantny ( = -.01, p =.329).

Celkovo tieto vysledky podporuju zaver, ze identifikdcia s libe-
ralnou ideoldgiou stvisi s vyhranenymi postojmi ludi ku vSetkym
trom sledovanym témam predovsetkym priamo, zatial ¢o media-
cia skrz pocit hrozby zo strany konzervativcov nebola preukazana.
Podrobné vysledky uvadzame v Tabulke 5.

Tabulka 5. Media¢né analyzy - identifikacia s liberalizmom

Typ efektu Cesta B SE 9% Bz p
[dolny, horny]

Postoje vo¢i LGBTQ+ komunite

Nepriamy ID_L= Hrozba K= LGBTQ+ -.03 .02 -.07.00 -.02 -1.77 .077

Priamy ID_L= LGBTQ+ -74 .04 -83,-.66 -49 -16.78 <.001

Celkovy ID_L = LGBTQ+ -78 .04 -86,-70 -.51 -19.43 <.001

Zahrani¢no-politickd orientacia Slovenska

Nepriamy ID_L= Hrozba_K= Orienticia —-.00 .02 -.04.03  -.00 -12  .903

Priamy ID_L = Orientacia -63 .04 -70,-55 -46 -15.58 <.001

Celkovy ID_L = Orientacia -63 .04 -70,-56 -.46 -17.32 <.001

Postoje voci cudzincom a utecencom

Nepriamy ID_L=Hrozba K= Cudzinci -.01 .01 -.0401  -.01 -98 .329

Priamy ID_L = Cudzinci 46 .03 4053 41 1374 <001

Celkovy ID_L = Cudzinci 45 .03 3951 40 1474 <001

Poznamka: ID_L - identifikacia s liberdlnou orientdciou; Hrozba_K - vnimana hrozba zo
strany konzervativcov; LGBTQ+ - postoje vo¢i LGBTQ+ komunite; Orientacia - postoje
k zahrani¢no-politickej orientacii Slovenska; Cudzinci - postoje voci cudzincom a utecencom.
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5.3 Mediacné analyzy - identifikdcia s konzervativizmom ako
prediktor

Analogicky sme realizovali tri samostatné medidcie pre identi-
fikaciu s konzervativizmom a jednotlivymi dimenziami postojov
(LGBTQ+ komunita, cudzinci a utecenci, zahrani¢no-politicka
orientacia Slovenska) s pouzitim Jamovi jAMM modulu. Identi-
fikacia s konzervativnou ideolégiou bola zahrnuta ako prediktor,
pocit hrozby zo strany liberalov ako mediator a jednotlivé typy po-
stojov ako vysledné premenné.

Vysledky pre postoje k LGBTQ+ komunite ukdzali, Ze iden-
tifikacia s konzervativnou ideoldgiou suvisela vyznamne s viac
konzervativnymi postojmi v tejto téme a to ako priamo (f =.1,
p <.001), tak aj nepriamo skrz pocit hrozby zo strany liberalov
(p =.31, p <.001), pricom nepriamy efekt bol vyrazne silnejsi. Tieto
zistenia naznacuju, ze pocit hrozby zo strany liberalov medioval
vztah medzi konzervativnou identifikdciou a vyhranenymi kon-
zervativnymi postojmi k LGBTQ+ komunite.

Podobny vzorec sa prejavil pri zahrani¢no-politickej orienta-
cii Slovenska, kde nepriamy efekt cez pocit hrozby bol vyznamny
(P =.32, p <.001) a priama cesta bola slaba, ale taktiez $tatisticky
vyznamna (B = -.06, p =.047) Identifikacia s konzervativizmom
teda suvisi s nazormi, Ze Slovensko by sa malo orientovat smerom
k vychodnym krajindm, pri¢om tento vztah bol mediovany vnima-
nym pocitom hrozby zo strany liberalov.

Pri postojoch k cudzincom a utecencom bol nepriamy mediac-
ny vztah skrz vnimany pocit hrozby opdt vyznamny (f = -.24,
p <.001), zatial ¢o priama cesta nebola vyznamna (f = -.01,
p =.874). Tieto vysledky naznacuju, Ze konzervativna identifikdcia
suvisi s niz§ou ochotou byt otvoreny voci cudzincom a ute¢encom,
pricom tento vztah je plne sprostredkovany vnimanym pocitom
hrozby zo strany liberalov.

Tieto vysledky podporuju zaver, ze konzervativna identifika-
cia vedie k vyhranenym postojom k sledovanym témam prevaz-
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ne prostrednictvom pocitu hrozby zo strany liberdlnych skupin,
pricom velkost mediovaného efektu a vyznamnost priamej cesty
sa lisi podla typu postojov. Podrobné vysledky media¢nych analyz
poskytuje Tabulka 6.

Tabulka 6. Media¢né analyzy - identifikacia s konzervativizmom

Typ efektu Cesta B SE  95%Cl[dolny, p  z p
horny]

Postoje vo¢i LGBTQ+ komunite

Nepriamy [D K= Hrozba L=LGBTQ+ 47 .03  .40.53 31 1422 <001

Priamy  ID_K= LGBTQ+ 16 .04 0725 10 367 <001

Celkovy  ID K= LGBTQ+ 60 .04 .52.69 39 1373 <001

Zahrani¢no-politicka orientacia Slovenska

Nepriamy [D K= Hrozba_L = Orienticia 43 .03 .37.49 32 1413 <001

Priamy  ID K= Orientacia -08 .04 -16,-00 -06 -198 .047

Celkovy  ID_K = Orientdcia 33 .04 2541 23 800 <001

Postoje voci cudzincom a utecencom
Nepriamy ID_ K= Hrozba_L = Cudzinci =27 .02 -32,-23 =24 -11.75 <.001

Priamy  ID_K = Cudzinci -01 .04 -.08.06 -01 -16 874
Celkovy  ID_K = Cudzinci -26 .03 -33,-20 -23 -7.89 <.001

Poznamka: ID_K - identifikdcia s konzervativnou orientdciou; Hrozba_L - vnimand hrozba zo
strany liberdlov; LGBTQ+ - postoje voci LGBTQ+ komunite; Orientacia - postoje k zahrani¢no-
politickej orientacii Slovenska; Cudzinci - postoje voci cudzincom a ute¢encom.

6 Diskusia

Vysledky tejto $tudie prinasaju dolezité poznatky o mechaniz-
moch, prostrednictvom ktorych mdze rast nazorova polarizacia
na Slovensku. Na zdklade roz$irenia modelu IVPM (van Zomeren
et al. 2024) sme testovali, ako identifikacia s politickou ideolégiou
konzervativizmus, resp. liberalizmus, suvisi s vnimanou hrozbou
zo strany opacnej skupiny a nasledne s vyhranenymi postojmi
v kultirno-etickych otazkach. Zistenia ukazali, Ze identifikacia
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s ideolégiou predstavuje klucovy faktor formovania polarizo-
vanych postojov, avSak mechanizmy tohto vztahu sa liSia medzi
liberdlnou a konzervativnou orientaciou. Stidia odhalila predo-
vSetkym dva zasadné a teoreticky vyznamné vzorce, ktoré umoz-
nuju hlbsie porozumiet psychologickym mechanizmom politicke;
polarizacie na Slovensku.

Odlisnd koherencia konzervativnej a liberdlnej identifikdcie

Nase zistenia naznacuju vyraznu asymetriu medzi liberalnou
a konzervativnou identifikaciou, pokial ide o vnimanu hrozbu
a nazorovu vyhranenost. Liberdlne identifikovani respondenti vy-
kazovali vyrazne silnejsi pocit hrozby zo strany konzervativcov nez
naopak, pricom ich ideologicka identifikacia podstatne silnejsie
suvisela s vyhranenymi postojmi v kultirno-etickych a spolocen-
skych otazkach. V kontraste s tym sa konzervativna identifikacia
javila ako menej konzistentna a menej uzko prepojena s vyhrane-
nymi postojmi a taktiez slabsie suvisela s pocitom hrozby zo strany
liberalov.

Tento vzorec zisteni mozno interpretovat v sulade s pracami,
ktoré tvrdia, Ze konzervativizmus nie je homogénnym ideologic-
kym ramcom, ale skor zastresuje ré6zne motivacné zaklady a psy-
chologické funkcie (Duckitt a Sibley 2010, 2016). Z perspektivy
tychto prac konzervativne presvedcenia casto sluzia dvom zaklad-
nym psychologickym ulohdm: (a) paliativnej (regulacnej) funkcii,
ktora zmiernuje uzkost, neistotu a potrebu kognitivnej stability
v case spolocenskych zmien, a (b) hegemonickej (normativno-
poriadkovej) funkcii, ktord upevnuje existencné a socialne hie-
rarchie a moze podporovat snahy o udrzanie ¢i obnovenie status
quo. Dolezité je, ze cast konzervativneho spektra si tato ideold-
giu ,,osvojuje” ako nastroj na zvladanie neistoty, zatial ¢o ina cast
ju vyuziva na udrziavanie ¢i posililovanie socidlnej dominancie.
Tieto dve odli$né formy zdroven vedud k odliSnym presvedc¢eniam
ohladom r6znych spolocenskych ¢i kultarno-etickych tém - palia-
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tivne orientovany konzervativizmus v porovnani s hegemonickym
suvisi s miernej$imi svetonazormi (napriklad pozitivnymi postoj-
mi vo¢i migrantom), ¢o potvrdzuje ako zahrani¢ny (Verkuyten et
al. 2022), tak aj domaci vyskum (Grezo et al. 2024). Mozno teda
interpretovat, Ze konzervativizmus predstavuje pluralitnu a vnu-
torne diferencovanu ideoldgiu, ktora sa u jednotlivcov prejavuje
roznymi psychologickymi funkciami a preto identifikdcia s touto
ideoldgiou suvisela s menej vyhranenymi ndzormi na polarizujtce
témy. Naproti tomu, vysledky pre liberalne orientovanych ucast-
nikov naznacuju vyssiu ideologicku koherenciu - ich postoje boli
konzistentne v stlade s hodnotami liberalizmu, ¢o poukazuje na
silnejdie a rigidnejsie ukotvenie v spolo¢nom hodnotovom ramci
a vys$$iu vnutornu konzistenciu liberalnej identity.

Pocit hrozby ako medidtor medzi ideologickou identifikdciou
a ndzormi na polarizujiice témy

Druhy klucovy vzorec, ktory poskytla tato $tudia, sa tyka roz-
dielneho mechanizmu medzi identifikaciou s ideolégiou, pocitom
hrozby a ndzormi na polarizujice témy u liberdlov a konzervativ-
cov. U liberalov sa preukazal priamy vztah medzi identifikdciou
a vyhranenymi nazormi, pricom k mediacii prostrednictvom po-
citovanej hrozby nedochddzalo. To naznacuje, Ze liberdlne posto-
je suvisia primarne vnutornou identifikaciou a hodnotovym pre-
sved¢enim, nie reaktivnhou odpovedou na vnimanu hrozbu. Inymi
slovami, Iudia, ktori sa identifikujui ako liberali, svoje nazory prav-
depodobne neadaptuju ako obrannu reakciu, ale priamo v dosled-
ku ich ideologického sebaponatia.

Naopak, u konzervativne orientovanych jednotlivcov sa vo
vSetkych troch oblastiach (postoje k LGBTQ+, cudzincom a ute-
¢encom, a zahrani¢no-politickej orientacii Slovenska) potvrdil
nepriamy efekt cez pocit hrozby, ¢o poukazuje na odlisny psycho-
logicky mechanizmus. V stlade s modelom IVPM (van Zomeren
et al. 2024) mozno tieto nepriame vztahy chapat ako prejav de-
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fenzivnej reakcie na ohrozenie socidlneho zakotvenia (angl. social
embeddedness). Ked konzervativne orientovani jednotlivci vni-
maju spolocenské zmeny ako ohrozenie svojich hodnot a identity,
reaguju posilnenim svojich ideologickych presvedceni a vyhrane-
nej$imi postojmi. Tento proces odrdza obrannu motivaciu chranit
hodnoty a socialny poriadok, ktoré st ustrednymi prvkami kon-
zervativneho myslenia.

Takato interpretacia je v zhode aj s tedriou Cultural Backlash
(Norris a Inglehart 2019), podla ktorej aktualny narast konzerva-
tivnych a autoritarskych postojov v zapadnych civilizaciach pred-
stavuje reakciu na liberalizujuce a progresivne spolocenské zme-
ny v oblasti kultury, moralky a politiky. Tieto zmeny moézu byt
konzervativne orientovanymi jednotlivcami vnimané ako utok na
tradi¢né hodnoty a spolocenské $truktiry, ¢o nasledne vyvolava
obranné posilnenie ideologickych pozicii. V tomto zmysle mozno
vyhranené postoje konzervativne identifikovanych jednotlivcov
chapat ako psychologicky mechanizmus zachovavania socidlnej
identity a stability v meniacom sa hodnotovom prostredi.

Teoretické a praktické prinosy stidie

Nasa studia poskytuje niekolko prinosov na teoretickej aj prak-
tickej urovni. Teoreticky rozsiruje model IVPM (van Zomeren et
al. 2024) o novy pohlad na mechanizmy polarizacie medzi liberal-
mi a konzervativcami, ¢im prispieva k hlbsiemu pochopeniu psy-
chologickych procesov, ktoré vedu k ideologickej polarizacii. Van
Zomeren et al. (2024) identifikuji vo svojom modeli pét $pecific-
kych defenzivnych reakcii, na ohrozenie svojich hodnét-hnev, po-
treba potrestania, zvySenie identifikdcie s vlastnou skupinou, mo-
ralizovanie svojich postojov, a kolektivna akcia. Nasa $tudia rozsi-
ruje tento zoznam a poukazuje, Ze pri ohrozeni vlastnych hodnot
moze dochadzat aj k vicSiemu vyhraneniu/utvrdeniu nazorov na
témy, ktoré polarizuju spoloc¢nost, ¢o na kolektivnej drovni moze
viest k vicsej nazorovej polarizacii v spolocnosti.
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V praktickej rovine nase zistenia naznacuju, Ze intervencie ale-
bo diskusie zamerané na zmiernenie polarizacie by mali byt pri-
sposobené Specifickym psychologickym mechanizmom jednotli-
vych skupin. Kym u liberdlne identifikovanych jednotlivcov moze
byt efektivnejsie v diskusii podporovat hodnotovu reflektovanost
prostrednictvom empatie voci druhej skupine (Muradova a Ar-
ceneaux 2022), u konzervativne identifikovanych ludi by mohlo
byt efektivnejsie zamerat sa na zmiernenie vnimaného ohrozenia,
zvysenie bezpecia socidlnej identity a facilitovanie dialégu napriec¢
ideologickymi hranicami.

Limity studie a navrhy na budiici vyskum

Prezentovand Stadia prirodzene obsahuje niekolko limitov. Po
prvé, vo vyskume sme vyuzili prierezovy dizajn, ¢o obmedzuje
moznost vyvodzovania kauzalnych zaverov. Napriek tomu, Ze vyu-
zity teoreticky model IVPM naznacuje, Ze pocit hrozby sprostred-
kava vztah medzi ideologickou identifikdciou a postojmi, z nasich
zisteni nemozno vylucit aj opacny smer, teda ze prave extrémnejsie
postoje mozu spitne posiliiovat vnimanu hrozbu alebo prehlbo-
vat ideologicku identifikaciu. Buduci vyskum by preto mal vyu-
zit longitudindlne alebo experimentdlny dizajn, ktoré by umoznili
preskiumat dynamiku tychto vztahov v case a overit ich kauzalne
smerovanie.

Po druhé, v modeli neboli zahrnuté klucové osobnostné a hod-
notové premenné, ktoré suvisia s ideologickymi presvedc¢eniami
a mozu vyznamne zasahovat do sledovanych vztahov. Medzi takeé-
to premenné patria najma pravicové a [avicové autoritarstvo, soci-
alna dominancia, pripadne dogmatizmus ¢i intelektualna pokora.
Tieto konstrukty by mohli pomdct rozlisit, ¢i su vyhranené postoje
skuto¢ne dosledkom silnej identifikdcie s ideologiou, alebo skor
odrazom S$ir$ich osobnostnych dispozicii a systémov presvedceni.
Buduce vyskumy by preto mali tieto premenné systematicky zahr-
nut ako moderatory alebo kovariaty, aby bolo mozné lepsie odlisit
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ideologicku identifikdciu od tychto uzsie prepojenych psycholo-
gickych konstruktov.

Po tretie, hoci nas model vychadzal z teoreticky robustného
IVPM ramca (van Zomeren et al. 2024), jeho validitu v sloven-
skom prostredi mozu ovplyvinovat Specifika stuvisiace s nasim po-
litickym systémom. Polarizacia sa totizZ formuje odliSne v dvojstra-
nickych a viacstranickych kontextoch - zatial ¢o v dvojstranickych
systémoch (napr. USA) ma casto podobu jasného konfliktu medzi
dvoma blokmi, vo viacstranickych systémoch je rozptylena medzi
viaceré ideologické prudy a skupiny. Ako ukazuju vyskumy (Reil-
jan 2020; Knudsen 2021; Wagner 2021), v tychto podmienkach m4
polarizacia odlisnu $truktaru aj intenzitu. Buduci vyskum by preto
mal porovnat krajiny s roznymi volebnymi systémami, aby ukazal,
ako typ stranickeho usporiadania ovplyviuje vztah medzi ideolo-
gickou identifikaciou, pocitom hrozby a polarizaciou nazorov.

Zaver

Nase zistenia poukazuju na to, ze politicka polarizacia na Sloven-
sku ma odlisné psychologické korene na opacnych stranach ide-
ologického spektra. Zatial ¢o liberalna polarizacia sa javi ako do-
sledok hodnotovej konzistencie a identity zakotvenej v principoch
rovnosti a autonémie, konzervativna polarizdcia je skor reaktivnou
odpovedou na vnimané spolocenské hrozby a snahou zachovat
status quo. Tieto rozdielne motivy naznacuju, Ze liberdlne a kon-
zervativne presvedcenia nepredstavuju len protikladné ideoldgie,
ale aj odlisné sposoby, akymi jednotlivci psychologicky reaguju na
spolocenské zmeny. Porozumenie tejto asymetrii moze byt klucom
k zmiernovaniu polarizacie a k hladaniu mostov medzi hodnotovo
vzdialenymi skupinami.
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KED VYCHOVAVA ALGORITMUS:
MANOSFERA A AKO NA NU V SKOLE

Raised by Algorithm:
Understanding the Manosphere and Responding in Schools

Abstract

Social media algorithms increasingly shape the upbringing of ad-
olescents. Many boys and young men encounter narratives about
masculinity, identity and relationships online, often unintention-
ally. These pathways can lead into the manosphere - a network
characterized by misogyny, anti-feminist discourse and ideologi-
cal radicalization. This paper explores the mechanisms and nar-
ratives of the manosphere, its influence on boys and its broader
implications for girls. It also offers practical approaches for educa-
tors to address this issue in classrooms and to help young people
identify and critically assess manipulative online content before it
becomes normalized.

Keywords
Algorithms, manosphere, online misogyny, influencers, media
and information literacy.

Uvod

Vychovno-vzdelavaci proces dnes prebieha v prostredi, ktoré
sa v poslednych desatrociach zasadne meni pod vplyvom réznych
faktorov, zvlast vSak digitdlnych technolégii a novych foriem ko-
munikacie. U¢itelstvo a praca s mladezou tak stoji pred permanent-
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nou vyzvou sledovat aktudlne trendy, platformy a obsah, ktorému
su mladi ludia na dennej baze vystavovani. Virtudlne prostredie
sa stalo priestorom nielen pre udrziavanie socialnych interakcii,
ale aj miestom, kde sa formuju hodnoty, postoje ¢i identity mla-
dych. Sucastou online priestoru su viak okrem mnohych rychlo
dostupnych, faktickych a uzito¢nych informdcii i také obsahy, kto-
ré — za predpokladu, ze ich mladi ludia konzumuju bez konfronta-
cie s inymi nazormi a pohladmi - mo6zu byt skor $kodlivymi a mat
negativny vplyv (nielen) na ich socio-emociondlny vyvin. Jednym
z takychto potencidlne skodlivych online fenoménov je i tzv. ma-
nosféra a jej hlavni predstavitelia, tzv. manfluenceri, ktori ¢astokrat
$iria nenavistné, antifeministické a mizogynne obsahy a ktori su
populdrni najmd u dospievajucich muzov. K tymto obsahom sa
v online prostredi mladi [udia dostavaju castokrat i bez toho, aby
ich cielene vyhladavali a to vdaka algoritmom socialnych sieti. Ich
popularita, témy a nazory, ktoré $iria, predstavuji novu vyzvu pre
oblast vzdeldvania o témach medidlnej a informacnej gramotnosti,
ako aj pre pedagogicku prax orientovanu na prevenciu nendvist-
nych prejavov a radikalizdcie v online prostredi.

1 Manosféra a mizogynia v online prostredi

Termin manosféra vznikol podla Buntzenovej (2023, 4) z po-
treby pomenovat $ir$i ekosystém existujicich online komunit,
tor, blogov, podcastov a influencerov, ktoré sa zaoberaju témami
maskulinity, vztahov, randenia, rodovych politik a sebarozvo-
ja. Prostrednictvom tychto réznorodych kanalov sa mladi Iudia
stretavaju s obsahmi, ktoré v sebe casto nesu odkaz o tom, ako sa
menti svet, predovSetkym tloha muZov v iom a rodové roly celko-
vo (equimundo.com). Viaceri odbornici a zdroje (napr. Buntzen
2023; Sugiura 2021; Ging 2019) sa zhoduji na tom, Ze manosféra
je neodmyslitelne spojend s propagaciou nenavistnych, anti-femi-
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nistickych a mizogynnych posolstiev. Mizogynne online obsahy st
podla Buntzenovej (2023, 8) charakteristické manifestovanim hl-
bokych vnuatornych predsudkov voci Zendm a marginalizovanym
rodovym identitam, velmi tzko sa tiez prepdjaju s rasizmom, anti-
semitizmom, islamofébiou ¢i nenavistou vo¢i LGBTQI+ komuni-
te. Zakladaju si na udrzani patriarchalnej spolo¢nosti, dodrziavani
»rodovych noriem” a nezriedka schvaluju i nasilie, v pripade, Ze by
toto dodrziavanie bolo ohrozené. Suigura (2021) v tejto suvislosti
tiez tvrdi, Ze témou rozsirenou naprie¢ manosférou je mizandria,
t.j. ze muzi sami seba vnimaju ako obete sveta, ktory je nespravod-
livo nakloneny Zenam.

Samotni muzi, ktori pravidelne sleduju zdroje z prostredia ma-
nosféry vak podla aktudlnej $tudie britského Ofcomu (2025, 19)
povazuju nalepku manosféry za prili§ negativnu a nesthlasia s tym,
ze ide o vyslovene mizogynny priestor. Obsah a ndzory v prostredi
tychto komunit sa podla spominanej studie pohybuju na Siroke;
skéle, od mainstreamovych ndzorov (,muzi by mali pracovat na
svojom mentalnom zdravi, aby boli dobrymi partnermi a manzel-
mi tieto nazory je mozné najst v sebarozvojovych komunitach),
az po nazory extrémneho charakteru (,Zeny si na tom mentalne
prirodzene horsie ako muzi“ - takéto nazory sa bezne vyskytuju
v komunitach incelov).

2 Subkultary manosféry

Ako vyplyva z textu vyssie, v sucasnosti dominuje vedecky kon-
senzus v tom, ze manosféra ma daleko od nejakej ucelenej komu-
nity ¢i ideoldgie, ide skor o fragmentovant siet online subkultur,
ktoré maju casto velmi odlisné nazory, hodnoty a perspektivy.
V slovenskom prostredi sa v poslednom obdobi diskutuje najma
o komunite tzv. incelov, je vSak dolezité poznamenat, ze zdaleka
nie st jedinou skupinou, ktora v prostredi manosféry existuje. Pre
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bliz$iu predstavu o tychto subkultirach uvadzame tie, s ktorymi je
mozné sa v prostredi manosféry stretnut najcastejsie:

« aktivisti za muzské prava (Men’s Rights Activists - MRA) -
sustredia sa na vnimanu diskrimindciu muzov, ¢asto ju kom-
binuju s hostilitou smerom k Zenskym otazkam;

« komunita ,,balicov® (Pick-Up Artists - PUA) - ponukaju
rady, ako randit so Zenami, ktoré su vsak casto zalozené na
manipulacii a kontrole;

» muzi iduci vlastnou cestou (Men Going Their Own Way -
MGTOW) - tvrdia, ze sa vyhybaju vztahom so Zenami, pre
ich udajnui manipulativnost a privilegovanost;

« inceli (Involuntary Celibates - INCEL) - vyjadruju frustra-
ciu z nedostatku sexudlnych vztahov, casto obvinuju Zeny,
pretoze nedostatoc¢ne ocenuju ich kvality;

« propagatori ,Cervenej a Ciernej pilulky“ - veria konspirac-
nej teorii, ktord hovori, Ze sticasna spolo¢nost neustale zvy-
hodnuje zeny na ukor muzov;

« manfluenceri - ponukaju , life-coaching®, ktory sa sustredi na
mizogynne vztahové rady, ¢i stratégie, ako zbohatnut a byt fit
(PSHE 2025).

Britsky Ofcom (2025, 10) k menovanym subkultiram este pri-
dava tzv. ,Jooksmaxxing“. Ide o online subkulttru, ktora je tema-
ticky zamerand najma na zlepsovanie fyzického vzhladu roznymi
metodami, najmad cvicenim, stravou ¢i kozmetickymi procedura-
mi. Tiez spomina skupiny muzov, ktoré sa venuju témam sebaroz-
voja, maskulinity a rodovych politik. Ide o online spolocenstva
so $irokym zaberom obsahu, podnecujuce diskusie o roznych as-
pektoch muzstva v modernom svete.

V prostredi tychto subkultur existuje $pecificky jazyk, pomeno-
vania a skratky, ktoré oznacuju spravidla urcité skupiny ¢i typy ludi
a ulahcuju tak jej clenom vzajomnu komunikdciu. Zaroven takyto
spolo¢ny jazyk a jeho porozumenie moéze podporovat pocit spolu-
patri¢nosti s danou skupinou. Pre ilustraciu a zakladnu orientaciu
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v tomto jazyku uvadzame niektoré z bezne pouzivanych symbolov
¢i pomenovani:

o Alfa. Ako alfa si oznacovani muzi, ktori maju prevahu nad
ostatnymi a mozu si vyberat svoje sexudlne partnerky.

« Beta. St protikladom muzov oznacovanych ako alfa. Tito muzi
su charakterizovani ako slabi, neatraktivni a submisivni.

« Sigma. Na rozdiel od muzov zo skupiny alfa a beta, sigma je
»osamely vlk®, ktory funguje mimo socialnych struktur.

« Chad. Zosobnuje idedl alfa muza, je hypermaskulinny, mocny
a predstavuje ideal pre Zeny.

« Stacy. Reprezentuje idealizovanu verziu feminity, podla $tan-
dardov manosféry. Stacy je charakterizovana ako velmi atrak-
tivna, ziadana a tiez promiskuitna, ale i prazdna. Je povazova-
na za nedosiahnutelnu pre kazdého, kto nie je Chad.

« Soyboi. Tymto vyrazom byvaju oznacovani muzi, ktori nie
st dostato¢ne maskulinni, nemaja dostatok typicky muzskych
vlastnosti, pripadne svoju muznost nedostatocne preukazuju
svojim spravanim (Nelson 2025).

o Pravidlo 80/20. V prostredi manosféry existuje presvedcenie
(tiez zname ako Paretov princip), ze 80 % zien ma zaujem len
o top 20 % muzov (Gilmour 2025).

Ako mo6zeme vyvodzovat z popisu niektorych subkultur ¢i §pe-
cifickych vyrazov pochadzajucich z jazyka typického pre manosfé-
ru, ide naozaj o ¢lenité prostredie r6znorodych online muzskych
spolocenstiev, z ktorych kazdé ma urcitua viziu a ciel. Tieto subkul-
tury sa vSak castokrat navzdjom prelinaju (z hladiska sympatizan-
tov, ale i tém) a nie vzdy je jednoduché niektorych vyznamnych
predstavitelov zaradit do konkrétnej z nich. Povazujeme preto za
dolezité popisat témy, s ktorymi je mozné sa v prostredi mano-
sféry stretnut najcastejsie a tiez niektorych z vyraznych svetovych
a slovenskych predstavitelov, ktorych si dovolime oznacit za man-
fluencerov.
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3 Hlavné témy manosféry a jej predstavitelia

Baker a kol. (2024, 28-31) identifikovali tri hlavné témy (vratane
mytov a dezinformadcii) v rdmci manosféry, na ktoré moézu dospie-
vajuci v prostredi socialnych sieti narazit:
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1.

Krizové narativy. Podobne ako to funguje pri dezinformdci-
ach, aj v prostredi manosféry je vytvaranie dojmu krizy, ktora
treba riesit, efektivnym prostriedkom na ziskanie pozornosti
uzivatelov. V tomto pripade hovorime najmi o téme krizy
maskulinity a tradi¢ného ,,muzstva® Toto ohrozenie podla
influencerov z prostredia manosféry spdsobuje feminizmus
a v $irSom meradle aj liberalne vlady. Dalej sa mozeme stret-
nut s umelo zvyrazinovanymi pripadmi falosnych obvineni
zo znasilnenia, tvrdeniami, Ze heteropatriarchalna rodina je
v ohrozeni (kvoli promiskuite Zien, dobrovolnej bezdetnosti,
rozvodovosti a tiez kvoli pravam LGBTQI+ komunity) a na-
priklad i s nazormi, ze chlapci, ktori vyrastaju bez otcov nie
su dostatocne maskulinni a existuje u nich vicsia pravdepo-
dobnost, Ze sa stant sexudlnymi ndsilnikmi, kriminalnikmi
a uzivatelmi drog. Naopak, dievcata, ktoré vyrastaju bez ot-
cov, sa skor stanu promiskuitnymi.

Motivacné scenare. Motiva¢ny obsah je pravdepodobne do-
vodom, pre¢co mnohi mladi muzi sympatizuju s predstavitel-
mi manosféry. Na prvy pohlad nemusi ist o rizikové obsahy,
motivacné posolstva so sebou nesu aj isti mieru rizika. Man-
fluenceri zvycajne spdjaju identitu muza s jeho ekonomickym
statusom a preto prezentuju myslienku, Ze tvrdou pracou a se-
badisciplinou mézu mladi muzi dosiahnut finan¢ny tspech
a dobré mentalne zdravie. Zaroven vsak ako klu¢ k muznosti
prezentuju potlacanie emocii (depresia je prezentovana ako
slabost, vysledok lenivosti ¢i nedostatku motivécie). Znova
sa v ramci tejto témy vyskytuje i kritika feminizmu, ktory
chce tdajne z muzov robit Zeny.



3. Vyvratené ,rodové tedrie“. Manfluenceri ¢asto povazuju
vedecké vyskumy o rodovej rovnosti za vymyslené, alebo
nerelevantné a prostrednictvom svojich kanalov $iria svoje
predstavy o tzv. tradi¢nych rolach. Medzi ne patri napriklad
prezentacia muzov ako bojovnikov, ochrancov a zivitelov ro-
diny, zatial ¢o ulohou Zien je najma reprodukcia, vychova a to
idedlne ako zeny v domacnosti. Podla nich akakolvek forma
zenskej sily vedie k oslabeniu muzov a v tomto prostredi st
intimne vztahy celkovo vnimané ako transakcia.

Tém, ktorym sa manfluenceri v online prostredi venuju, je viac

a ako sme uz spominali, mnohokrat byvaju zaloZené na réznych
mytoch a dezinformaciach. PSHE (2025) k takymto zaraduje na-
priklad i myty o body image - Zeny chcu ist na rande len s tzv.
alfami, preto je pre muzov potrebné splnat urcité vizualne $tan-
dardy. Manfluenceri viak nehovoria len o vztahoch medzi dvoma
pohlaviami, ale i o vztahoch medzi muzmi, kde vyzdvihuja skor
sutazivost a to, ze muzi medzi sebou nedokazu vytvarat zmyslupl-
né priatelstva zalozené na vzajomnej podpore.

Vyznamnu utlohu pri disemindcii tychto nazorov podla via-
cerych zdrojov (napr. Baker et al. 2024; PSHE 2025) zohravajua pra-
ve influenceri, ktori maju dosah na Siroké publikum a prispievaju
k Sireniu anti-feministickych, rasistickych, homofébnych a trans-
fébnych myslienok, pricom v§ak mozu posluzit i ako vstupnd bra-
na k ultrapravicovym nazorom.

Pravdepodobne najznamejsim svetovym manfluencerom je
byvaly kickboxer Andrew Tate, ktorého myslienky su v online
prostredi masivne $irené a je narocné ho zaradit do niektorej zo
subkultdr manosféry. Je znamy najma pre svoje vyroky o podria-
denosti zien, schvalovanie vyuzitia nasilia vo vztahu, ale tiez pre
obvinenia zo sexudlneho zneuzitia ¢i obchodovania s bielym ma-
som, pre ktoré sa dlhodobo ukryval v zahranici a isty ¢as stravil i vo
vdzeni. Konkrétne udaje o tom, aku popularitu ma Andrew Tate
v nasom prostredi aktualne nemame. Podla britského prieskumu
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na mladych muzoch vo veku 16 az 25 rokov (Hansom 2023), pri-
blizne tretina z nich ma na Tateove nazory na maskulinitu a vztahy
pozitivny nazor. V USA je to takmer polovica mladych muzov ge-
neracie Z, ktori sympatizuju s niektorou zo subkultur manosféry,
vratane nazorov Andrewa Tatea (Barker et al. 2023, 15).

Medzi dalSich zndmych zahrani¢nych influencerov $iriacich
najmd anti-feministické, mizogynne ¢i homofobne ndzory patri
i youtuber Sneako, podcaster Myron Gaines, ale i klinicky psycho-
16g Jordan Peterson ¢i americky prezident Donald Trump. V su-
sednej Ceskej republike je znamym byvaly europoslanec a suc¢asny
poslanec Filip Turek, ktorého prispevky na socialnych sietach st
nezriedka rasistické a homofdbne a celi tiez obvineniu z fyzické-
ho a psychického tyrania byvalej partnerky. Na Slovensku je vy-
raznym predstavitelom z prostredia manosféry Filip Sulik, ktory
sa preslavil ako CEO kontroverznej platformy Youdare, na ktorej
deti a teenageri pod prislubom finan¢nej odmeny plnili castokrat
ponizujuce a zdraviu skodlivé vyzvy. Znamy je vsak tiez pre svoje
verejné ponizovanie zien, narazky na ich fyzicky vzhlad, ¢i svoje
problematické nazory na ulohy muzov a Zien vo vztahu.

4 Mladi lIudia v prostredi online (manosféry)

Podla prieskumu Statnej Skolskej ingpekcie na 15850 Ziakoch
a ziackach zakladnych a strednych $kol, priblizne 65 % z nich travi
online viac ako 3 - 4 hodiny denne, pricom tento ¢as pocas viken-
du este stipa - viac ako 3 - 4 hodiny denne je online priblizne 85
% mladych Iudi. 30 % mladych je pocas vikendu online viac ako
sedem hodin za den. To predstavuje narast v porovnani s vyskuma-
mi z predoslych rokov (Kusé 2025, 9). Co sa tyka najéastejsich on-
line aktivit, okrem komunikacie s priatelmi a rodinou mladi ludia
ako najpopularnejsie aktivity uvadzaju sledovanie videi (83,7 %)
a travenie ¢asu na socialnych sietach (75 %) (Kusa 2025, 11).
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Podla prieskumu o pouzivani internetu (Jankova 2024, 16)
a s tym spojenymi rizikami az Stvrtina respondentov a responden-
tiek uvadza, ze ich rodicia sa nezaujimaju o to, o v ¢ase, ktory tra-
via online, robia. V tomto prieskume dievcata viac ako chlapci po-
vazovali za ohrozenie v online priestore kybersikanovanie (16,9 %
vs. 10,2 %), Sirenie nenavisti voci urc¢itym skupinam Tudi (8,3 %
vs. 2,8 %) a sexudlne obtazovanie (8,3 % vs. 3,2 %). Chlapci viac
ako dievcata povazovali za hrozbu LGBTQI+ komunitu (7,4 % vs.
0,3 %) (Jankova 2024, 25).

Aj ked tieto Statistické data o ¢ase travenom online ¢i miere ro-
di¢ovskej kontroly priamo nemapuju situdciu ohladom manostéry
v nasom prostredi, ponukaju nam dolezité kontextové suvislosti.
Mladi [udia st denne vystaveni obrovskému mnozstvu digitalne-
ho obsahu, pricom algoritmy socidlnych sieti funguju tak, aby ich
pozornost udrzali ¢o najdlhsie a to prostrednictvom atraktivneho
a Castokrat polarizujiceho obsahu (Germano, Gémez a Sobbrio
2025, 2). Ak sa k tymto skuto¢nostiam prida nizka uroven medi-
alnej gramotnosti a minimalny dohlad informovanych dospelych
0sob, vznikd prostredie, v ktorom sa rizikové obsahy a ideoldgie
mozu $irit nenapadne a rychlo.

Samozrejme, toto nie su jediné rizikové faktory, ktoré mozu
sposobovat inklindciu k myslienkam a ndzorom $irenym manflu-
encermi, je potrebné brat do uvahy i psychologické faktory, tykajua-
ce sa prezivania mladych ludi, v tomto pripade Specificky chlapcov
a dospievajucich muzov.

Prieskum organizacie IP¢ko (Madro, Kriglerovd a Juraneko-
va 2025) ukazal, Ze mladi Iudia sa v sucasnosti citia nevypocuti
a podcenovani zo strany dospelych. Maju dojem, ze ak povedia
nieco, ¢o by naznacovalo, ze maju psychické tazkosti, je to vnima-
né len ako vyhovorka, pripadne st pokladani za slabych. Podobny
trend je mozné sledovat i vo svete, napr. vyskum o muzoch gene-
rdacie Z v USA (Barker et al. 2023, 14-15) preukazal, Ze casto trpia
nizkym optimizmom, nizkou mierou socidlnej opory, maju pocit,
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ze ich nikto nepozna a nikto im nerozumie. Prave tieto skuto¢nos-
ti mozu viest k vyssej nachylnosti k sympatizovaniu s rizikovymi
online komunitami.

Tieto online komunity sa m6zu pre mladych stat zdrojom pod-
pory, ktorej v redlnom prostredi nepocituju dostatok. Je to najma
z dovodu, ze online komunita im mdze poskytnut socialnu opo-
ru (formou zdielania skusenosti, pribehov a stratégii na zvladanie
problémov) a tiez informa¢nu podporu (prostrednictvom pristu-
pu k zdrojom, faktom, odportc¢aniam literatary ¢i kurzom, ktoré
by mohli prispiet k rieseniu ich situacie) (Klaw, Huebsch a Hum-
phreys 2000).

5 Prvé strety s manosférou

Predpokladat, Ze mladi muzi pri vstupovani do online priestoru
uz disponuju preddefinovanou nenavistou voci zenam a umyselne
sa zameriavajui na komunity charakterizované toxickou maskulini-
tou, antifeminizmom a mizogyniou, by bolo velkym zjednoduse-
nim situdacie, ktora je ovela komplexnejsia. Hoci to pre niektorych
moze byt realitou, aktudlne vyskumy (napr. Ofcom 2025) nazna-
¢uju, ze sympatizacia s manosférou vychadza skor z frustracie, po-
treby najst svoju identitu, ¢i tuzby a potreby niekam patrit. Mizo-
gynne ¢i antifeministické presvedcenia sa u nich mozu prejavit az
neskor a to vdaka jednej zo zdkladnych charakteristik algoritmov
socialnych sieti, ktorou je postupné stupnovanie ponukaného ob-
sahu (popiSeme nizsie).

Chlapci a dospievajuci muzi viak mozu prichadzat do kontaktu
s manosférou a mizogynnymi obsahmi aj bez toho, aby ich ciele-
ne vyhladavali alebo o ne prejavili akykolvek prvotny zaujem. To
potvrdzuje i nedavny britsky prieskum (Global Action Plan 2024),
podla ktorého az 69 % chlapcov v teenagerskom veku videlo onli-
ne obsah propagujuci negativne ndzory na Zeny bez toho, aby ich
hladali.
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Tieto obsahy sa mladym muzom zobrazuju vdaka algoritmom
socialnych sieti. Podla Bakerovej a kol. (2024) je problémom, Ze
socidlne siete nezverejiuju, ako ich algoritmy funguji a na zékla-
de akych kritérii pontkaju svojim uzivatelom konkrétne obsahy.
Rovnaki autori realizovali vyskum zamerany na popisanie toho,
ako mladi muzi v skuto¢nosti vstupuju do toxického prostredia
online. Zamerali sa konkrétne na socialne siete YouTube a Tiktok,
ktoré su popularne medzi mladymi ludmi pre moznost sledovania
kratkych videi. Vytvorili pat falosnych profilov mladych muzov,
pricom do zakladnych informacii v profiloch pridali rozne prefe-
rencie, niektoré ponechali uplne bez preferencii. Zistili, ze YouTu-
be mladym muZom ponukal celkovo viac toxického obsahu (61,5
% celkového obsahu), na Tiktoku to bolo 34,7 %. Na YouTube sa
viac takéhoto obsahu zobrazovalo profilom, ktoré podobny obsah
uz vyhladavali, pri socidlnej sieti Tiktok bolo mnozstvo ponuka-
ného toxického obsahu nezavislé od vyhladavacich preferencii.
Generické profily 16-ro¢nych videli prvy toxicky prispevok cca po
deviatich minutach (Tiktok) a sedemnastich minutach (YouTube).
Profily so zdujmom o manosférny obsah videli toxicky prispevok
na Tiktoku po 6smich minuatach a na YouTube po desiatich mi-
natach. Dal$im vyznamnym zistenim tejto $tddie je to, Ze po cca
2-3 hodindch stravenych na tychto socidlnych sietach uz toxicky
obsah tvoril viac ako dve tretiny vSetkych prispevkov. V suvislosti
s nimi sa tymto profilom zacali nasledne objavovat aj ultrapravico-
vé a kongpiracné obsahy.

Zvy$ovanie mnozstva zobrazovaného toxického obsahu s na-
rastajucim ¢asom travenym na socialnych sietach potvrdila i dalsia
britska studia (Regehr et al. 2024, 17), ktora zistila, ze po piatich
dnoch pouzivania Tiktoku sa mnozstvo mizogynnych videi zobra-
zovanych mladym muzom zvysilo §tvornasobne. Prvotné témy,
s ktorymi sa pouzivatelia stretli, mali skor charakter sympatizacie
so socialnou inakostou, preskimavali témy samoty ¢i sebarozvoja.
Cim viac ¢asu véak pouZivatelia na socialnej sieti stravili, tym viac
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sa obsah ststredil skor na hnev, vinu a tému mizogynie. Casom
tiez pribudalo mnozstvo obsahu tykajice sa hypermaskulinity.

Spominané studie prinasaju klucové zistenia, ktoré nam umoz-
nuju lepsie uchopit a porozumiet tomu, ako (a tiez preco) sa chlap-
ci a mladi muzi mo6zu dostat do kontaktu s obsahmi v prostredi
manosféry. Niektori prichadzaju hladat odpovede na uz existujuce
otazky o svojej maskulinite, identite ¢i vztahoch, mnohym z nich
je vsak toxicky obsah pontkany algoritmami socialnych sieti bez
toho, aby vyvinuli iniciativu. Vyznamnu tlohu v tomto procese
mozu zohrat aj samotni manfluenceri. Ti si dokdZu prostrednic-
tvom vnimanej charizmy, atraktivneho a oslovujiceho obsahu zis-
kat sympatie svojho publika, v tomto pripade mladych muzov, pre
ktorych sa mozu stat role-modelmi, hodnymi nasledovania. Plati
vsak, Ze bez ohladu na to, ako s tymito obsahmi pridu do kontaktu,
ich mnozstvo, rovnako ako miera toxicity, s ¢asom narasta.

6 Preco je to problém? Vseobecné rizika a dopady
na prostredie $koly

Sirenie toxicky maskulinnych a mizogynnych obsahov v pro-
stredi socialnych sieti nie je len hypotetickym problémom. Najma
v obdobi poslednych troch rokov sa pozornost odbornej verejnosti
obracia prave tymto smerom a existuji uz pocetné vyskumy, ktoré
objasnuju, aké su realne dopady tychto obsahov na kazdodenné
zivoty mladych ludi, ich prezivanie, $kolské vztahy ¢i vztahy intim-
neho charakteru.

Povazujeme za nevyhnutné zdoraznit, Ze jednym z rizik, ktoré
s touto témou suvisia, je podpora diskriminacie a rodovych stere-
otypov, rovnako ako normalizacia nasilia a predsudkov. Zahranic-
né vyskumy tiez potvrdzuju, ze viaceré utoky na $kolach v USA,
Kanade ¢i Velkej Britanii boli aspon ¢iasto¢ne ovplyvnené online
mizogyniou (PSHE 2025).
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6.1 Rizikd tykajiice sa chlapcov

Body image. V prostredi manosféry byvaju prezentované ex-
trémne a nerealistické pohlady na to, ako ma vyzerat atraktivny
muz, vratane Specifik, akymi su tvar Celusti, vyska, svaly apod.
U chlapcov teda hrozi rozvoj dysmorfofdbie, t.j. naruseného vni-
mania vlastného tela (Infante 2024 in Nejedlova 2025, 9). Halpin
a kol. (2025) sa v ramci skimania vplyvu manosféry na body ima-
ge zamerali na analyzu uz predtym spominanej subkultiry ,,look-
smaxxing”. Chlapci a mladi muzi v tychto skupinach participu-
ju, pretoze hladaju v komunite rady, ako zdokonalit svoj vzhlad.
Castokrét sa ale stant objektmi tvrdej kritiky zaloZenej na nedo-
siahnutelnych idedloch, ¢o vedie k investicidm do zédkrokov, ktoré
mozu byt zdraviu Skodlivé, k poklesu sebavedomia a dokonca na-
rasta i riziko sebaposkodzovania.

Mentalny well-being. Ako sme uz naznacili, neustale porov-
navanie sa s idealmi v prostredi manosféry, ¢i kritika od komu-
nity mozu viest k negativnym dopadom na psychické prezivanie
chlapcov a mladych muzov (Baker et al. 2024, 33). Mozu prezivat
pocity zlyhania, vlastnej nedostato¢nosti, dochadza k poklesu se-
bavedomia. Vzhladom na to, Ze manfluenceri bezne povazuju psy-
chické problémy za slabost, pripadne ako Andrew Tate neuznavaju
existenciu depresie, u mladych muzov existuje riziko, ze v pripade
potreby nevyhladajui adekvatnu odbornt pomoc.

Financie. Ako uvadza Nejedlova (2025, 9), influenceri, ktori
preddvaju rozne sebarozvojové kurzy a kurzy zamerané na ziska-
vanie zien s roznymi nerealistickymi slubmi, m6zu mladych mu-
zov pripravit o nemalé financné prostriedky. Finan¢né investicie
sa tykaju i manfluencerov, ktorych obsah na socialnych sietach je
plateny.

Radikalizacia. Ako sme uZ spominali, mizogynne a antifemi-
nistické obsahy st casto uzko previazané s obsahmi, ktoré je moz-
né oznacit za radikalne ¢i ultrapravicové. Vznika tak riziko online
radikalizacie chlapcov a mladych muzov.
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6.2 Rizikd tykajiice sa dievcat

Vyskum Overovej a kol. (2025) preukdzal, Ze ucitelia si coraz
Castejsie vS§imaju, ze dievcata st v $kole obetami sexistickych ko-
mentarov a trpi tym ich psychickd pohoda, sebaticta a angazova-
nost v $kole. Okrem toho, ze diev¢atd a mladé Zeny sa Castejsie sta-
vaju obetami verbdlneho ¢i fyzického nasilia, mizogynia v online
i offline podobe maju dopady na ich mentéalny well-being.

Dalsim désledkom je tiez zniZenie participacie Zien ¢i uz onli-
ne, alebo v realnom zivote. Podla aktualneho prieskumu (Enock et
al. 2025, 12) dievcata a Zeny vyjadruju nizsiu ochotu participovat
online, vyjadrovat sa k spoloc¢enskym udalostiam, zdielat svoje fo-
tografie a informacie o sebe zo strachu, Ze sa stanu ter¢om nena-
vistnych prejavov.

7 Mana skola

Podla britského vyskumu (Over et al. 2025) realizovaného na
200 zakladnych a strednych skolach je 76 % ucitelov a uciteliek za-
kladnych a 60 % ucitelov a uciteliek strednych $kol znepokojenych
tym, ako online mizogynia ovplyviluje spravanie a zaZzitky ich Ziac-
tva.

V pripade strednych §kol sa znepokojenie tyka nasledovnych pre-
javov spravania:

o Chlapci maji mizogynne komentdre voci dievcatdm (tieto

prejavy zaznamenalo 30 % ucitelov a uciteliek).

o Chlapci vykazuju diskriminac¢né spravanie voci dievcatdm

a ucitelkam (tieto prejavy zaznamenalo 14 % ucitelov a uci-
teliek).

« Chlapci diskutuju o mizogynnych influenceroch ako Andrew

Tate, pripadne pouzivaju narativy z internetu na ospravedl-
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nenie ich konania (takéto prejavy zaznamenalo 26 % ucitelov
a uciteliek).

* 48 % ucitelov a uciteliek uz muselo zasahovat ¢i reagovat na
mizogynne komentdre medzi Ziakmi, 22 % uviedlo, Ze to
ovplyviuje aj ich psychicka pohodu, ¢as alebo vyucovacia ka-
pacitu.

Toxické online obsahy a z nich vyplyvajtuce presvedcenia viak
nemusia ovplyviiovat len vztahy medzi Ziactvom. Studenti, ktori
sympatizuji s manosférou, alebo su vystaveni jej obsahom, mézu
byt menej ochotni re$pektovat Zeny-ucitelky alebo Iudi patriacich
do LGBTQI+ komunity (PSHE 2025).

Na Slovensku relevantné a komplexné data ohladom vyskytu
mizogynie na $koldch nemdme k dispozicii, isty obraz ndm vsak
moze poskytnut aktudlne analyza anonymnych odkazov od mla-
dych Tudi (Madro, Kriglerova a Juranekova 2025), ktoré prostred-
nictvom néstroja VYFRUSTROVAC zozbierala organizécia IP&ko.
Z celkovo 847 zanechanych anonymnych odkazov sa 10,2 % tykalo
prave mizogynie, pricom i$lo najma o vypovede dievcat a mladych
zien, ktoré zdielali svoje skiisenosti s nerovnakym zaobchadzanim
na $kolach (a vo svojom okoli), znevazovanim ich ambicii ¢i sexis-
tickymi poznamkami. Viaceré pritom vyjadrovali frustraciu z nor-
malizacie stereotypov o Zenach.

Uvadzame niektoré z anonymnych prispevkov, ktoré sa tykaju
nielen spoluziakov, ale i ucitelstva, v ich doslovnom zneni, ako ich
v analyze uvadzaju Madro, Kriglerova a Juranekova (2025):

» ,Chalani ¢asto hovoria, ze zeny maju byt poslusné, inak su zlé

partnerky.”

« ,Spoluziak sa ¢asto vyjadruje o Zenach ako o spodine, tovare,
slazkach pre muzov.”

« ,Nenavist a extrémizmus st v $kole uplne bezné, ale ucitelia
to ignoruju.”
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« ,Ak sa ozvem proti sexistickym poznamkam, som hysterka.”

« ,Ked som povedala, Ze chcem byt vedkyna, ucitel ma len vy-
smial a povedal, Ze to nie je pre Zeny.”

« ,Ked som povedala, ze chcem byt programatorka, ucitel ma
len vysmial.”

« ,Ucitelia sa smeju sexistickym vtipom spoluziakov, ako sa po-
tom mame citit bezpe¢ne?“

« ,Niektori ucitelia maju rovnaké nazory ako radikali na inter-
nete.”

« ,Ked chalan povie sexisticky vtip alebo uraza spoluziacku,
ucitel sa len zasmeje.”

» ,Ako reagovat na ucitelov, ktori maji netolerantné a nere$pek-
tujuce ndzory na mensiny, LGBTI+ ludi, ale vlastne aj na nds
mladych?“

Ako uvadzaju Fuskova, Hargasova a Andrascikova (2017), cast
slovenskych stredoskolakov a ziakov druhého stupna zakladnych
skol vnima ulohu muzov a Zien silne stereotypne. Typicky ob-
raz zeny je ,matka“ a ,,gazdind" zatial ¢co muz md moc a zdroje.
Oslavuje sa predovsetkym Zenskd krasa a od muzov sa vyzaduje
sila, finan¢né zdroje, zruc¢nosti a sila, ale takisto i muzska agresi-
vita a vulgarnost. Podla dat zistenych Stdtnou $kolskou ingpekciou
(Kusa 2025) kazdy piaty chlapec na Slovensku spochybnuje zmysel
vysokoskolského vzdelania pre Zeny a 21 % chlapcov si mysli, ze
zZeny nie su schopné viest firmu ¢i krajinu.

Uvedené zistenia poukazujui na pretrvavanie rodovych stereo-
typov v slovenskom prostredi a to nielen medzi star§imi genera-
ciami (napr. v pedagogickej profesii), ale aj medzi mladymi fudmi,
pri¢om tieto stereotypy sa obsahovo vyrazne zhoduju s narativmi,
ktoré v online prostredi $iria predstavitelia manosféry. Vyssie uve-
dené anonymné vypovede dievcat a mladych Zien naznacuju, zZe
sa vo svojej kazdodennej realite stretavaju ako s mizogyniou, tak
i s predsudkami ¢i rodovo podmienenym podcenovanim. Znepo-
kojivé je, ze podpora, ktort by prirodzene mali nachadzat u svojich
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ucitelov a uciteliek, ¢asto chyba - v kritickych situaciach nedocha-
dza k potrebnej intervencii a v niektorych pripadoch sa prave pe-
dagogovia a pedagogicky spolupodielajui na tvorbe ¢i reprodukcii
tychto stereotypov.

8 Mozné riesenia

Stav popisany v predoslych castiach prispevku naznacuje po-
trebu riesit problematiku komplexne a zamerat sa na viaceré prob-
lematickeé faktory, ktoré prispievaju k inklinacii chlapcov a muzov
k manosfére a z toho vyplyvajacich dosledkov nielen pre nich sa-
mych, ale i pre dievcata a Zeny a spolo¢nost celkovo. To predsta-
vuje aktudlnu vyzvu v oblasti vychovy a vzdelavania pre rodicov,
skoly a tiez i pre pracovnikov a pracovnicky s mladezou.

Zakladnym kamenom pre akuikolvek intervenciu je podla
viacerych odbornikov vytvorenie bezpe¢ného prostredia. Rege-
hr a kol. (2024, 34) odportcaju v tejto suvislosti zabezpecit také
podmienky, v ktorych sa budt mladi [udia citit vypocuti a kde ich
problematické nazory alebo nazory vytvorené na zaklade zavadza-
jucich informacii mozu byt podrobené konstruktivnej kritike. Ba-
ker a kol. (2024, 35) dodavaju, ze rodicia a pracovnici/pracovnicky
s mladezou by mali s detmi komunikovat tak, aby deti nepocito-
vali strach z odstidenia alebo ponizenia. Pri komunikacii preferuju
edukativny pristup, ktory je efektivnejsi, nez punitivny. Komuni-
kacia by sa mala dotykat toho, preco ich pritahuju konkrétni in-
fluenceri, a tiez podporovat u nich snahu o vyhladavanie lepsich
zdrojov.

Stcasné pristupy k vzdelavaniu mladych Iudi o toxickych obsa-
hoch st povazované (Regehr et al. 2024, 34) za neefektivne, preto-
ze chlapcov z debaty skor vylucuju, pripadne este viac zvyraznuja
rozdiely medzi pohlaviami. Ako efektivne hodnotia rovesnicke
vzdelavanie, kde sa starsi ziaci stavaju lidrami a edukuji o prob-
lematike mladsich. Taktiez odporucaju do kurikula zaviest syste-
matické vzdelavanie o zdravom pouzivani technoldgii. Toto by sa
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malo tykat najmi kritického uvaZovania o digitdlnom priestore
a obsahu, ktory v ramci neho konzumuju, pochopenia toho, aky
maju technoldgie vplyv na mentalne a fyzické zdravie a tiez zapajat
mladych Iudi, aby sa spolupodielali na tvorbe etickych kédexov
pre konzumaciu online obsahu.

V Ceskej republike v tomto roku organizdcia Konsent vydala
prirucku, v ktorej sa okrem iného zamerala na odporucania pre
skoly, ako postupovat v pripade, Ze zaznamenaju u Ziactva negativ-
ne dosledky posobenia manosféry. Tieto st nasledovné:

1. Viest otvoreny dial6g bez odsudzovania. Namiesto odsu-
dzujucich komentarov (,,to je hlupost®) je vhodnejsie klast
otvorené otazky. Namiesto obrannej reakcie tak mame vac-
$iu $ancu odhalit skuto¢né pocity, frustracie alebo dosiahnut
reflexiu.

2. Posilnovatkriticka medialnu gramotnost. Pomoct student-
stvu porozumiet tomu, ako algoritmy ovplyviuju to, ¢o vidia
online (platformy ponukaju obsah, ktory publikum udrzi on-
line bez ohladu na to, ¢i je to uzito¢né).

3. Rozoberat manipulativne stratégie influencerov. Je vhodné
ukazat, ze manfluenceri ako Andrew Tate vyuzivaju neistoty
mladych ludi na to, aby zvysili vlastnt sledovanost a zisk.

4. Poskytovat pozitivne alternativne vzory. Mladym muzom
casto chybaju prave pozitivne vzory a preto nestaci len kriti-
zovat tie sicasné, ale tiez poskytnut relevantnti nahradu (Ne-
jedlova 2025, 11-12).

V nasom prostredi sa touto témou zaobera IPcko, ktoré v ramci
ochrany mladych pred mizogyniou a sexistickym obsahom na in-
ternete odporuca:

1. Vzdelavat o rodovej rovnosti a podporovat nulovu toleranciu
voci sexistickym prejavom v $kolach a vo verejnom priesto-
re.

2. Zaradit systematické vzdelavanie o rodovej rovnosti do skol-
skych kurikul, pricom je potrebné reflektovat realne skuse-
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nosti mladych Iudi a otvarat diskusie o stereotypoch, diskri-
mindcii a reSpekte.

3. Viest pedagogicky zbor k tomu, aby jeho clenovia a ¢lenky
rozpoznali a vedeli reagovat na sexistické spravanie, nepre-
hliadali ho a sami nepodporovali.

4. Zaviest nulovu toleranciu voci sexistickym vtipom a preja-
vom, ¢i uz zo strany mladeze alebo dospelych.

5. Podporovat sebavedomé a rovnocenné postavenie dievcat
v triede, v diskusidch, v oblasti vyberu profesie ¢i v spolocen-
skom diani (Madro, Kriglerova a Jurdanekova 2025).

Ako uz bolo spomenuté, jednym z hlavnych cielov edukacie
mladeze o manosfére a toxickych obsahoch na internete by mala
byt podpora ich kritického myslenia. Navod na podporu kritic-
kého uvazovania o tychto témach poskytuje prirucka pre ucitelov
a ucitelky (PSHE 2025), ktord odporuca diskutovat s mladezou na
zaklade nasledovnych otazok:

o Chcem vidiet tento obsah?

o Ako sa citim pri tom ¢o vidim/pocujem?

« Je tento obsah urceny pre moju vekovu kategoriu?

o« Aké st motivacie influencera pri zdielani konkrétnych mys-

lienok?

» Pomaha alebo $kodi obsah influencerovmu publiku?

« Poskytuje influencer dostato¢né dokazy k tomu, ¢o tvrdi?

« Aké mozu byt iné ndzory na tuto tému?

« Mam nejaké vlastné skusenosti, ktoré by mohli byt v rozpore

s tym, ¢o tvrdi influencer?

Zaver

Téma online manosféry a vyskytu toxickych obsahov v jej
prostredi je vysoko aktudlna a predstavuje vyznamnu vyzvu pre
oblast vychovy a vzdelédvania. Ide o problém, ktory sa tyka nielen
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rodicov, ale aj pedagogického personalu a odbornikov a odborni-
¢ok pracujucich s mladezou.

Ako sme na viacerych miestach v ramci prispevku zdoraznili,
algoritmy socidlnych sieti vyznamne prispievaji k neimyselnému
kontaktu chlapcov a mladych muzov s obsahmi pochadzajacimi
z online manosféry, ktoré su casto charakterizované mizogynny-
mi, sexistickymi ¢i nendvistnymi prvkami. Ucitelia a ucitelky vy-
jadruju znepokojenie nad tym, Ze dosledky online mizogynie sa
Coraz Castejsie prejavuju i v $kolskom prostredi, pricom v niekto-
rych pripadoch st nuteni aktivne zasahovat. Znepokojenie v tejto
suvislosti vyjadruju i dospievajuce dievcata, ktoré maju osobnu
skusenost s rodovo podmienenym ponizovanim, vysmechom ¢i
sexistickymi poznamkami - a to nielen zo strany spoluziakov, ale
i niektorych ¢lenov pedagogického zboru. Mladi muzi (ale i Zeny)
zaroven deklaruju pocity osamelosti a nepochopenia.

Tieto a mnohé dalsie zistenia poukazuji na potrebu systema-
tického rieSenia problematiky a zdoraznuju, ze efektivny pristup
musi byt viacurovnovy, multidisciplinarny a zahrnajuici ako rodin-
né, tak i Skolské a $irsie socialne prostredie.

V ramci $kolského prostredia preto odporti¢ame zamerat sa na
tri nasledovné oblasti:

1. Prevencia. Za dolezity prvok prevencie v tomto kontexte
vnimame najmé uz spominand tvorbu bezpecného prostre-
dia pre komunikaciu, budovanie pozitivheho a doéverného
vztahu ucitel/ka - ziak/ziacka a tiez prirodzené prejavovanie
zaujmu o online i offline Zivoty mladych Iudi. Existuje vyssia
pravdepodobnost, ze mladi ludia sa v problematickej situdcii
zdoveria, alebo si nechaju poradit prave vtedy, ak nevolime
redtriktivny, ale respektujici pristup prameniaci zo zaujmu
o ich prezivanie. Do oblasti prevencie odporicame zahrnuat
i prevenciu v oblasti predsudkov a rodovych stereotypov.

2. Edukacia. Systematickd edukdcia v oblasti medidlnej gra-
motnosti a podpora kritického myslenia su klucové v ram-
ci ochrany mladych Iudi pred negativnymi vplyvmi online
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prostredia. Mame za to, ze mlady c¢lovek menej pravdepo-
dobne podlahne mytom $irenym v prostredi manosféry, ak
rozumie fungovaniu socidlnych sieti, algoritmov, dokaze si
overit informacie aj v inych zdrojoch a kriticky analyzovat
obsahy z najroznejsich uhlov pohladu.

3. Intervencia. Toto odporucanie sa tyka najma pedagogického
personalu a pracovnikov/pracovni¢ok s mladezou. Jednym
zo spdsobov rieSenia vplyvu toxického a mizogynneho on-
line obsahu je v¢asna intervencia, pricom klu¢ovym je roz-
poznanie varovnych signalov u mladych Tudi. Ucitel/ka by
mal/a zasiahnut vzdy, ked v triednom kolektive zaznamena
prejavy urazok, nenavisti alebo stereotypného myslenia. Ta-
kato reakcia pomaha mladym ludom stanovit hranice a vy-
tvarat reSpektujuce prostredie, ale i pochopit, preco st takéto
prejavy problematické.
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RIZIKA A ILUZIE UMELE] INTELIGENCIE
V SKOLSKOM PROSTREDI

Risks and Illusions of Artificial Intelligence in the School Environment

Abstract

The development of artificial intelligence (AI) represents one of
the most significant technological shifts of our time and has a sub-
stantial impact on education. Generative models such as ChatGPT,
Gemini, Leonardo, or Midjourney enable the creation of text, im-
ages, audio, and video, influencing pedagogical practice, the pro-
duction of teaching materials, and teaching methods (UNESCO
2023). The potential of Al lies in the personalization of learning,
adaptive feedback, and the acceleration of creative processes. At
the same time, it brings risks in the form of hallucinations, bias,
the loss of critical thinking, and ethical dilemmas related to au-
thorship and data use. The aim of the article is to analyze the ben-
efits and limitations of artificial intelligence in the pedagogical
context, to present principles for its safe and ethical use, and to
outline a framework for the responsible integration of Al into the
academic environment. It also devotes part of its attention to the
issue of the ecological sustainability of Al

Keywords

Artificial intelligence, education, ethics, generative Al, hallucina-
tions, digital literacy, ecological aspects.
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Uvod

Umela inteligencia sa v poslednom desatroci z vyskumného
konceptu stala integralnou sucastou kazdodenného zivota. Zasad-
ne meni ekonomiku, vedu, kultiru a ¢oraz vyraznejsie vstupuje aj
do oblasti vzdelavania. V §kolach a univerzitach sa objavuju nové
nastroje, ktoré dokdzu generovat texty, obrazy, zvuky alebo analy-
zy — od systémov ChatGPT az po grafické platformy Midjourney
a Leonardo. Tieto technoldgie prinasaju nové moznosti pre uci-
telov aj edukantov: urychluju tvorbu ucebnych materialov, pod-
poruju personalizaciu vyucby a umoziuju nové formy interakcie
s poznanim (Russell a Norvig 2020).

Stcasne vsak vyvolavaju otazky dotykajtice sa pravdivosti, zod-
povednosti a ekonomicko-ekologickych dosledkov. Umela inteli-
gencia je technicky nastroj a zaroven kultarny a eticky fenomén,
ktory meni sposoby, akymi sa u¢ime, tvorime a overujeme poznat-
ky. Je preto nevyhnutné analyzovat ju v SirSom kontexte — jednak
z pohladu moznosti a dvojak z pohladu rizik, ktoré jej pouzivanie
prindsa.

Cielom tohto ¢lanku je predstavit prehlad hlavnych foriem ume-
lej inteligencie a jej vyuzitia vo vzdeldvani, identifikovat kltucové
rizika a etické otazky, a tiez formulovat zasady bezpecného, kri-
tického a udrzatelného pouzivania Ul v akademickom prostredi.
Text sa opiera o aktudlne odporucania medzinarodnych institucii
(UNESCO 2023) a o smernice Trnavskej univerzity, jej pedago-
gickej fakulty a Statnych organov, ktoré reaguju na prudky nastup
generativnych nastrojov v pedagogickej praxi.

1 Definicie

Pojem umeld inteligencia (UI) sa pouziva v réznych vyzna-
moch - od praktickych aplikacii az po filozofické alebo teoretické
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koncepcie inteligentného spravania strojov. Z didaktického a vy-
skumného hladiska sa v literattre (Russell a Norvig 2020; Bostrom
2014; Legg a Hutter 2007) bezne rozliduju tri zakladné kategorie:
»uzka umela inteligencia“ (angl. artificial narrow intelligence -
ANI), ,,vSeobecna umela inteligencia“ (angl. artificial general
intelligence - AGI) a ,,umela superinteligencia“ (angl. artificial
superintelligence — ASI).

1.1 Uzka (narrow) umeld inteligencia

Uzka, resp. ,,$pecializovand umeld inteligencia“ (angl. artificial
narrow intelligence - ANI, casto nazyvana aj weak Al), predstavuje
systém navrhnuty na rieenie jednej konkrétnej tilohy alebo tizke-
ho spektra uloh. Takyto systém dokaze vykonavat ¢innost, ktora
od cloveka (bez existencie AJ) vyzaduje vyuzivanie urcitych $pe-
cifickych kognitivnych funkcii - napriklad rozpoznavanie obrazu
(alebo aj tvoriva tvorba obrazov bez konkrétnej predlohy - na za-
klade predchadzajucich skusenosti alebo vlastnej tvorivosti), pre-
klad textu, tvorbu hudby alebo konverzaciu v prirodzenom jazyku.
Schopnosti uzkej umelej inteligencie su obmedzené na vopred ur-
¢enu doménu.

Priklady uzkej Ul zahfnaju jazykové modely (ChatGPT, Gemi-
ni), obrazové generatory (DALL E, Leonardo, Midjourney) alebo
asistencné systémy (Siri, Alexa). Tieto ndstroje disponuju vysokou
urovnou vykonnosti v Specifickom kontexte, no chyba im schop-
nost prenasat poznatky medzi doménami alebo rozumiet vlastnym
vystupom v [udskom zmysle slova.

1.2 Vseobecnd (general) umela inteligencia

»Vseobecna umela inteligencia“ (angl. artificial general intelli-
gence — AGI, alebo strong Al) je hypoteticky systém, ktory by do-
kazal pochopit, ucit sa a riesit ulohy naprie¢ ré6znymi oblastami
ludskej ¢innosti - s flexibilitou, adaptabilitou a tvorivostou porov-
natelnou s ¢lovekom.
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AGI by disponovala tzv. transferovym ucenim sa (schopnostou
prenasat poznatky z jednej oblasti do druhej) a mohla by si samo-
statne formulovat ciele, stratégie a hodnotit svoje vysledky.

Napriek intenzivnemu vyskumu zatial neexistuje realny systém,
ktory by tieto vlastnosti naplnil; vi¢sina dne$nych modelov patri
do kategdrie tizkej Ul Diskusia o AGI je preto prevazne teoretic-
ka a orientovana na otazky moznosti, rizik a etickych dosledkov
(Legg a Hutter 2007; Russell a Norvig 2020).

1.3 Umela superinteligencia

»~Umela superinteligencia® (angl. artificial superintelligence -
ASI) oznacuje teoreticku fazu vyvoja, v ktorej by inteligentné systé-
my vyrazne prevySovali kognitivne schopnosti ¢loveka vo vicsine
alebo vo vsetkych oblastiach - od vedeckej tvorivosti cez strategic-
ké planovanie az po socialne chapanie.

Podla Bostroma (2014) ide o ,intelekt, ktory by v takmer vietkych
oblastiach zaujmu omnoho presiahol kognitivny vykon ludi.“ Takyto
koncept je zatial Cisto Spekulativny, avsak sluzi ako dolezity ramec
na diskusiu o dlhodobych rizikach, probléme kontroly a o moz-
nostiach etického riadenia rozvoja UL

V akademickej debate sa superinteligencia chdpe na jednej stra-
ne ako technologicky a na druhej strane ako civiliza¢ny milnik -
otdzka, ¢i a ako by Iudia dokdzali udrzat kontrolu nad systémom,
ktory by ich intelektualne prevysil, patri medzi kluc¢ové témy filo-
zofie umelej inteligencie.

1.4 Zhrnutie a terminologické ramce

Z uvedenych definicii vyplyva, Ze dne$nd prax vzdelavacich
institacii pracuje vyhradne s izkou umelou inteligenciou, teda
so systémami, ktoré plnia presne urcené ulohy a nemaju vlastné
umysly, motivéciu ani hlbsie porozumenie.

Diskusia o AGI a ASI ma prevazne teoreticky charakter, no
pomaha nastavit etické, pravne a filozofické ramce, ktoré su rele-
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vantné uz dnes — napriklad pri otazkach zodpovednosti, autorstva
a miery Iudskej kontroly nad autondmnymi systémami.

2 Vyuzitie generativnej umelej inteligencie vo vzdela-
vani

Rozmach generativnej umelej inteligencie priniesol do vzdela-
vania novy rozmer tvorivosti, individualizacie a pristupu k pozna-
niu. Technolégie ako ChatGPT, Gemini, Leonardo alebo Mid-
journey dokazu generovat text, obraz, zvuk i video, ¢im zasadne
menia sposob, akym sa ucitelia pripravuji na vyucovanie a ako
edukanti ziskavaju a spractvaju informacie. Z hladiska pedago-
gickej praxe ide o nastroje, ktoré mozu urychlit tvorbu ucebnych
materialov, podporit diferenciaciu vyucby a poskytnut ucitelom aj
edukantom nové formy interaktivnej prace s obsahom.

Generativne systémy nachadzaju uplatnenie v mnohych fazach
edukacného procesu. Ucitel ich mdze vyuzit na pripravu ucebnych
textov, tvorbu testovych uloh, navrh diskusnych otazok alebo ako
zdroj inspiracie na vyucbu. Tieto systémy tiez dokazu pomadhat
pri personalizacii vyu¢ovania - na zdklade vstupov od edukan-
ta mozu generovat ulohy s primeranou ndro¢nostou, navrhovat
doplnkové studijné materialy alebo ponukat vysvetlenia prisposo-
bené individualnemu tempu ucenia sa. Tym sa otvara priestor na
adaptivne vyucovanie, ktoré zohladnuje rozmanité potreby edu-
kantov a podporuje inkluzivne vzdelavanie. V rovnakom duchu
mozu byt tieto systémy prinosné aj pre edukantov so $pecialnymi
vzdelavacimi potrebami — napriklad tym, ze pretransformuju text
na vizualne alebo zvukové formy obsahu.

Napriek tymto prinosom je nevyhnutné uvedomit si, Ze genera-
tivna Ul nie je zdrojom objektivnej pravdy. Modely ¢asto vytvaraja
presvedcivé, no fakticky nepresné vystupy, tzv. halucinacie. Ak takeé-
to vystupy nie su overované a kontrolované, mozu viest k Sireniu

61



omylov a strate doveryhodnosti akademického diskurzu. Dalsim
rizikom je zniZenie miery kritického myslenia - ak edukanti bez
overenia preberaju navrhy umelej inteligencie, postupne oslabuju
schopnost samostatne analyzovat a hodnotit informacie. Z prak-
tického hladiska preto musi byt vyuzivanie generativnej umelej
inteligencie vzdy spojené s kritickou reflexiou, overovanim zdro-
jov a pochopenim jej limitov.

Pri praci s umelou inteligenciou tiez nie je mozné obist etic-
ky rozmer prace s nou - jej vyuzivania. Kazdy vyskumnik, ucitel
alebo edukant je povinny pouzivat UI v sulade s moralnymi zasa-
dami a so zdkladnymi principmi akademickej integrity. Trnavska
univerzita v Trnave a jej fakulty v tomto smere prijali niekolko
dokumentov, ktoré stanovuju ramec etického a zodpovedného po-
uzivania umelej inteligencie. Celouniverzitny dokument Kdédex pre
vyskumnii integritu a etiku na Trnavskej univerzite v Trnave (2025)
nadvidzuje na celoslovensky ramec Kodex vyskumnej integrity a eti-
ky na Slovensku (2025), ktory definuje zasady cestnosti, dovery-
hodnosti, zodpovednosti a transparentnosti vo vede a vzdelavani.

Na urovni Pedagogickej fakulty Trnavskej univerzity tieto
principy konkretizuje Usmernenie ¢. 1/2025 (2025), ktoré urcuje,
v akych pripadoch je pouzitie UI pripustné (napr. pri jazykovej
uprave, sumarizacii alebo in$piracii) a kedy uz prekracuje hranice
akademickej etiky (napr. pri generovani celych textov bez prizna-
nia zdroja).

Eticky rozmer vyuzivania Ul je zaroven ukotveny aj na medzi-
narodnej urovni. Dokument UNESCO - Guidance for Generative
Al in Education and Research (2023) apeluje na zodpovedné zacle-
nenie tychto technolégii do vzdelavania prostrednictvom principu
human-in-command, t.j. Ze rozhodujucu ulohu musi vzdy zohravat
¢lovek. UNESCO odporuca, aby staty a univerzity vytvarali politi-
ku transparentného pouzivania UI, podporovali digitalnu gramot-
nost ucitelov a edukantov a zabezpecili rovnost pristupu k tech-
nolégiam. Tymto pristupom sa generativna inteligencia stava nie
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cielom, ale nastrojom, ktory sluzi na ucenie sa, vedecky vyskum,
tvorivu ¢innost a rozvoj spoloc¢nosti.

Z pedagogického hladiska mozeme konstatovat, Ze zodpoved-
né vyuzivanie Ul vo vzdelavani vyZaduje rovnovahu medzi otvo-
renostou voci inovaciam a kritickym pristupom k ich vysledkom.
Ucitelia by mali edukantov viest k experimentovaniu a tvorivému
vyuzivaniu U, no zdroven ich ucit etickému rozliSovaniu, uve-
domovaniu si rizik a zachovaniu autentickosti vlastnej prace. Iba
vtedy, ked sa UI stane spolupracovnikom, nie autoritou, moze
jej pritomnost v $kole skuto¢ne prispiet k rozvoju poznania, zod-
povednosti a kritického myslenia.

3 Rizika a ilazie umelej inteligencie

Ako sme uz uviedli, generativna umeld inteligencia predstavu-
je nastroj s mimoriadnym potencidlom na vzdeldvanie, tvorivost
a vedecké badanie. Zaroven vsak ide o technoldgiu, ktora prinasa
celt skalu novych rizik - od epistemologickych az po etické a spo-
locenské. Tieto rizika nevyplyvaju iba z nespravneho pouzivania,
ale aj z podstaty samotnych modelov, ktoré napodobnuju, ale ne-
chapu. Prave tu vznika napidtie medzi zdanlivym porozumenim
a skutocnou vedomostou a poznanim, ktoré mozeme oznacit ako
ilaziu inteligencie.

3.1 Halucindcie a presvedcivd nepravda

Jednym z najvyznamnejsich problémov generativnych mode-
lov st tzv. halucindcie - situdcie, ked systém vytvori vierohodne
znejucu, no fakticky nespravnu informdciu (ktord sa nenachddzala
v tréningovych tdajoch - ¢iZe nie je to nepravda, ktora by sa dala
ndjst v idajoch, na ktorych bol model trénovany - v takom pripa-
de by bola eliminacia halucinécii jednoduchsia). Ide o dosledok
Statistickej povahy modelu, ktory predpoveda pravdepodobnost

63



nasledujucich slov alebo generuje obrazy bez realneho porozume-
nia ich obsahu.

V kontexte vzdelavania sa tento jav stava obzvlast citlivym:
edukanti a ucitelia mézu nadobudnut dojem (iluziu) presnosti
a exaktnosti tam, kde ide iba o $tatistické zachovanie jazykovej
alebo vizudlnej plynulosti generovania vystupov. Nevyhodou je
narocnejsie rozpoznanie halucindcii, kedze je zachovany styl, vie-
rohodnost a urcita uhladenost alebo ,,dokonalost” vystupu, ktora
moze dostatoéne dobre zamaskovat jeho obsahovii nepresnost,
¢im sa vytvara riziko $irenia omylov (misinformadcif), pripadne aj
dezinformadcii (ak si je $iritel vedomy, Ze informadcie st falo$né, ale
napriek tomu ich $iri).

3.2 Predpojatost a reprodukcia stereotypov

Dal$im zdsadnym rizikom je predpojatost (bias) zakodovand
v trénovacich udajoch. Modely umelej inteligencie sa ucia zo §iro-
kého spektra verejne dostupnych textov a obrazov, ktoré odrazaju
spoloc¢enské nerovnovahy, stereotypy alebo kulturne skreslenia.

Tieto vzorce sa potom mozu reprodukovat vo vystupoch UI -
napriklad v preferencii urcitych jazykovych Stylov, rodovych
predstav alebo kultirnych kontextov. Takto sa zdanlivo neutralna
technologia stava zrkadlom ludskej predpojatosti. V prostredi
vzdelavania to moze viest k nezelanému posiliiovaniu stereotypov,
ktoré st v rozpore s principmi pedagogickej a akademickej etiky.

3.3 Prehnand dovera a strata kritického myslenia

Umela inteligencia ma tendenciu vystupovat s tonom autority.
Jazykové modely formuluju odpovede plynulo, sebaisto a bez va-
hania, ¢o moze u pouzivatela vyvolat klamlivy pocit istoty.

Ak edukant alebo ucitel neaplikuje primerant mieru kritické-
ho posudzovania, mdze sa zacat spoliehat na UI ako na ,,objektiv-
neho experta® V ddsledku toho sa znizuje potreba samostatného
hodnotenia, analyzy alebo overovania zdrojov. Tento jav nie je len
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technickym problémom, ale aj didaktickou vyzvou: tlohou vzde-
lavacich institucii je rozvijat schopnost rozpoznavat hranice medzi
pomocnikom a autoritou, medzi nastrojom a zdrojom hlbokého
poznania.

3.4 Zavislost a pasivita pouZivatela

V dlhodobom horizonte moze nadmerné spoliehanie sa na Ul
viest k kognitivnej pasivite. Ak systém neustale poskytuje odpo-
vede, formuluje texty alebo navrhuje rie$enia, pouzivatel straca
potrebu tvorit, experimentovat a ucit sa (aj prostrednictvom vlast-
nych chyb).

Z didaktického hladiska ide o riziko, ktoré sa dotyka podstaty
vyucovania: ucenie sa ako proces hladania a pochybovania moze
bytnahradené procesom nekritického prijimaniaa plochého repro-
dukovania. V tejto suvislosti je ulohou ucitela nielen vyuzivat Ul
ako nastroj, ale zaroven ju didakticky ,,ramcovat“ - pomahat edu-
kantom pochopit, Ze jej odpovede st navrhy, nie hotové pravdy.

3.5 Sutkromie, bezpecnost a digitdlna priepast

Z praktického hladiska je potrebné reflektovat aj otazky sukro-
mia a bezpecnosti udajov. Mnohé generativne systémy uchova-
vaju vstupné udaje pouzivatelov a mozu ich vyuzivat na dalSie tré-
novanie modelov. V akademickom prostredi, kde sa ¢asto pracuje
s citlivymi informaciami, to predstavuje vyznamné riziko. Preto
je dolezité uprednostnovat nastroje s transparentnou politikou
ochrany udajov a jasnym obmedzenim spracovania udajov.

Dal$im aspektom je digitalna priepast. Pristup k vykonnym
UI nastrojom nie je rovnomerny - zavisi od jazykovej podpory, fi-
nan¢nych moznosti alebo infrastruktary. Tym sa vytvara nové roz-
delenie medzi tymi, ktori m6zu UI plnohodnotne vyuzivat a tymi,
ktori ostavaju mimo jej dosahu. Tento problém, hoci ¢asto prehlia-
dany, ma hlboké spolocenské dosledky, pretoze nerovnost v pristu-
pe k technoldgiam vedie aj k nerovnosti v pristupe ku vzdelaniu.
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3.6 Ilizia vedomia a antropomorfizdacia UI

Jednou z najdiskutovanejsich ilazii spojenych s umelou inteli-
genciou je tendencia pripisovat jej fudské vlastnosti (Bostrom
2014). Pouzivatelia maju sklon interpretovat jazykové modely ako
mysliace bytosti, ktoré rozumeju svetu, majua umysly alebo nazory.
V skutocnosti vsak UI nema vedomie (nevieme o tom, Ze by mala),
emocie ani moralne rozhodovanie - jej ,odpovede® st vysledkom
pravdepodobnostného spracovania textovych vzorov.

Tato antropomorfizacia moze viest k nepochopeniu skutocnej
povahy Ul a k strate ostrazitosti voci jej limitom. Z pedagogického
hladiska je preto dolezité viest edukantov k uvedomeniu si toho, Ze
Ul simuluje poznanie, ale nevie a nepozna; napodobnuje rozho-
vor, ale nerozumie mu. Ako uz bolo naznacené v predchadzajticej
kapitole, klti¢om je pristup, v ktorom ¢lovek ostava aktivnym hod-
notitefom a pouzivatelom, nie pasivnym konzumentom jej vystu-
pov.

Sumdrne mozeme povedat, Ze rizika a iluzie umelej inteligen-
cie pramenia najma z rozdielu medzi jej formalnou brilantnos-
tou a obsahovym (ne)porozumenim. Vzdelavanie by nemalo Ul
odmietat, ale ucit sa s nou zit - rozpoznavat jej limity, vyuzivat jej
silné stranky a neprestavat si klast spravne otazky. V tejto schop-
nosti pochybovat a kriticky mysliet spociva najlepsia obrana pred
iluziou toho, Ze inteligencia stroja je ekvivalentom inteligencie ¢lo-
veka.

4 Ako pouzivat umeld inteligenciu bezpec¢ne

Bezpecnost prace s umelou inteligenciou sa na jednej stra-
ne dotyka rozpoznania presnosti jej vystupov a na druhej strane
ochrany udajov, ktoré jej zverujeme. V case, ked sa konverzacné
modely stali kazdodennym pracovnym ndstrojom je nevyhnutné
uvedomit si, ze kazda informacia vlozena (nami) do systému UI
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sa moze stat sucastou SirsSieho informac¢ného priestoru — podobne
ako prispevok zverejneny na socialnej sieti.

4.1 Co sa deje s tidajmi, ktoré zaddvame UI

Kazdy vstup - otdzka, text, dokument, obrazok alebo nahrav-
ka - prechadza spracovanim na vzdialenych serveroch. Z technic-
kého hladiska teda pouzivatel odovzdava tieto udaje tretej strane.

Niektoré systémy tieto udaje docasne uchovavaju s cielom
»zlepsenia modelu® alebo diagnostiky prevadzky. To znamena, ze
ich mozu precitat alebo analyzovat ludia - tzv. ,,kontroldri kva-
lity“ (angl. human reviewers). Aj ked ide o procesy so zmluvne
viazanou mlc¢anlivostou, neda sa vylucit, ze obsah zadany pouziva-
telom sa stane pristupnym Sirsiemu okruhu pracovnikov.

V tomto zmysle je konverzacia s Ul verejnejsia, nez sa zda.
Hoci pouzivatel sedi osamote pred obrazovkou, jeho slova precha-
dzaju sietou serverov, kontrolnych systémov a algoritmov. Kazdé
zadané meno, ¢islo, osobny udaj, subor alebo interna informacia
moze byt teoreticky dohladatelna, analyzovana alebo - v zriedka-
vych pripadoch - aj spdtne identifikovatelnd. Preto mézeme pove-
dat, ze cokolvek ,,poviem™ umelej inteligencii, hovorim to v podstate
ako keby ,,nahlas na verejnosti®.

4.2 Riziko ,,digitdlnej pamdte“ a budiiceho zverejnenia

Moderné modely sa sice ucia na anonymizovanych udajoch, no
ich digitalna pamit je dlhodobd. Ak pouzivatel zveri UI doverné
alebo interné informacie, nie je mozné uplne zarucit, Ze sa tieto
udaje v nejakej podobe neobjavia vo verejnych modeloch buduc-
nosti.

Z kratkej historie vyvoja Ul pozname pripady, ked firmy museli
odstranovat citlivé udaje, ktoré sa do tréningovych stuborov do-
stali omylom (napr. interné materialy spolo¢nosti, vyskumné uda-
je alebo sikromna korespondencia; pricom treba podotknut, ze
z natrénovaného modelu sa tieto tidaje dostat von uz nedaju - bud
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musi byt trénovanie zacaté odznova, alebo je potrebné sa vratit do
nejakého bodu obnovy, ¢o predrazuje proces trénovania modelu;
jestvuje sice nova oblast vyskumu nazyvana ,,machine unlearning®,
ale je to zatial v $tadiach vyskumu a v praxi sa nepouziva). Aj preto
je odporucané pristupovat ku konverzacii s UI s rovnakou opatr-
nostou, aku by sme uplatnili pri verejnom vysttipeni alebo publi-
kovani (vasa ziadost o spdtnu extrakciu vami zadanych udajov uz
nemusi byt technicky zrealizovatelna - v pripade, ze boli pouzité
na trénovanie modelu).

Zasady bezpecného pouzivania:

Nezadavajte osobné udaje — mena, adresy, emaily, rodné cisla,
hesla, zdravotné alebo finan¢né informacie.

Nezverejnujte interné a projektové materialy, ktoré nie st urce-
né na verejnu distribuciu (napr. pracovné dokumenty, navrhy
grantov, nepublikované clanky).

Neposielajte Ziacke/Studentské prace, testy alebo hodnotenia,
ktoré obsahuju mend alebo identifikovatelné udaje - ide o po-
rusenie GDPR aj etickych zasad $koly/univerzity.

Overte si, aky reZim pouzivania mate aktivny - niektoré sluzby
umoznuju vypnut ukladanie histérie alebo spracovanie udajov
na trénovanie modelu.

Moznosti a nastavenia ochrany sukromia v beznych systémoch

(pozri Tabulku 1):

ChatGPT (OpenAl) - umoziuje vypnut ,zdielanie trénigovych
udajov” (angl. training data sharing) v nastaveniach (,,Data con-
trols > Improve the model for everyone®). Pri zapnutej histo-
rii vSak konverzacie zostavaju ulozené na serveroch. OpenAl
deklaruje, Ze obsah sukromnych konverzdcii nie je vyuzivany
na trénovanie, ak pouzivatel tento rezim neaktivuje (OpenAl
2024).
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Google Gemini - v ramci uc¢tov Google Workspace je mozné ak-
tivovat tzv. restricted mode, ktory zabranuje pouzivaniu udajov
z Cetu na zlepSovanie modelu. Google zaroven uvadza, ze ob-
sah moze byt docasne kontrolovany fudmi na tcely bezpecnosti
(Google 2024).

Microsoft Copilot - pri pouziti cez osobny ucet mozu byt uda-
je analyzované, pri pouziti vo firemnom alebo univerzitnom
prostredi su spracované podla zasad Microsoft 365 compliance,
ktoré umoznuju uplné oddelenie internych tdajov od verejné-
ho trénovania (Microsoft 2024).

Anthropic Claude — model so silnym dérazom na sukromie; podla
vyhlasenia spolo¢nosti sa konverzacie neukladaju na dlhodobé
trénovanie a su priebezne anonymizované (Anthropic 2024).

Perplexity AI - kombinuje vyhladavanie s generativhymi odpove-
dami; véetky otazky su logované, no bez identifikacie pouziva-
tela; histéria sa da kedykolvek odstranit (Perplexity Al 2024).

Pouzivatel by mal poznat tieto moznosti a prisposobit im sposob,
akym so systémom pracuje. Ak nie je mozné overit, kde a ako sa
udaje ukladaju, je najbezpecnejsim rieSenim neposkytovat nic,
¢o by sme neboli ochotni zverejnit.

4.3 Zodpovednost pouzivatela

Bezpecnost pri praci s Ul je otazkou osobnej zodpovednosti.
Nastavenia systému nevedia nahradit zdravy usudok pouzivate-
la. Kazdy akademik, ucitel alebo edukant by mal rozliSovat medzi
tym, ¢o mozeme s Ul otvorene zdielat a tym, ¢o patri do vnutor-
ného a doverného prostredia. V kontexte univerzity by mala byt
UI chapana ako verejny priestor, v ktorom je potrebné zachovat
rovnaké etické spravanie ako pri publikovani textov, v prezenta-
ciach alebo na prednaskach.
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Tabulka 1. Porovnanie nastaveni ochrany sikromia vo vybranych
systémoch umelej inteligencie podla oficialnych vyhlaseni poskytova-
telov sluzieb (OpenAl, Google, Microsoft, Anthropic, Perplexity Al

2024)

Systém/ Ukladanie Vyuiitie idajovna Moznost vypnit Poznamka pre

Model historie a idajov trénovanie modelu zdielanie idajov akademické

prostredie

ChatGPT  Histéria Udaje z konverzacii  Ano - Odporida sa

(OpenAl) konverzdciisa ~ moZubytpouZité na vnastaveniach  vypnut zdielanie
ukladd lokalne aj  zlepSovanie modelu, ,Data Controls  wdajova pouzivat
na serveroch (pri  ak to pouivatel > Improve anonymizované
zapnutej funkcii  nezakaze. the model for vstupy.
chat history). everyone.”

Google Udaje st docasne  Mozu byt vyuzité ~ Ano - rezim Vhodné pre

Gemini uchovivané na  nazlepSenie modelu, restricted mode  univerzity
tcely prevadzky;  ak nie je aktivovany  blokuje s Google
pri uctoch Google obmedzeny rezim  spracovanie Workspace, ak
Workspace (restricted mode). ~ idajov na maju centralne
podliehaju trénovanie. spravované
internym nastavenia.
politikam ochrany.

Microsoft ~ Udaje sa ukladajii Firemnéauniver-  Automaticky Bezpecna

Copilot v ramci Microsoft zitné G¢ty st chra-  aktivne pre volba pre
365 prostredia.  nené politikou senterprise” ucty; instituciondlne

»10 training v osobnych tctoch prostredie
on your data.” obmedzené. s Microsoft 365
licenciou.

Anthropic ~ Konverzaciesi  Udaje sa Nie je potrebné - Vysoka troven

Claude uchovavanélen  nepouZivaju na model nepouziva  sukromia,
docasne a st trénovanie, iba tidaje pouzivatelov vhodna na pracu
anonymizované. na technicku na trénovanie. s citlivym textom.

diagnostiku.

Perplexity AT Vietky otdzky si  NepouZiva tidaje  Ciastocne - Vhodné len na
logované na ticely na trénovanie pouzivatel moze  verejné dopyty;
vyhladdvania, ale  jazykového vymazat histériu  neodporuca
bez identifikicie modelu. vyhladavania. sa pre interné
pouzivatela. materidly.
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5 Ako spravne vnimat umelu inteligenciu

Vnimanie umelej inteligencie v spolo¢nosti osciluje medzi fas-
cinaciou a obavami. Celkovo vsak, obzvlast v $kolskom a akade-
mickom prostredi, treba pristupovat k Ul s rozvahou a skor ako
k pomocnikovi, nie ako k autorite. Umela inteligencia moze ulah-
¢it proces ucenia sa, pomoct so spracovanim textov, sumarizaciou
alebo vizualizaciou informacii, ale kone¢né rozhodnutia a inter-
pretacie musia zostat v rukach c¢loveka. Ul totiz, ako sme viackrat
zdodraznili, nema porozumenie, iba napodobinuje jeho jazykovu
formu.

Najvacsi prinos Ul sa prejavuje vo vyucovani s vysokou mie-
rou interakcie a spdtnej viazby. Adaptivne systémy dokazu sle-
dovat tempo ucenia sa, reagovat na individualne chyby a ponukat
prisposobené tlohy. V kombinacii s ucitelovou odbornou skuse-
nostou sa tak mozu stat nastrojom, ktory podpori personalizaciu
vyucby a motivaciu edukantov. Rovnako zmysluplné je vyuzitie UI
pri spitnej viazbe - napriklad pri rychlej analyze textov, odhade
urovne argumentdcie alebo identifikacii formalnych chyb. Takéto
vyuzitie nenahradza hodnotenie ucitela, ale rozsiruje jeho moz-
nosti.

Zaroven je vsak potrebné zachovat (seba)kriticky pristup
a rovnovahu medzi pomocou a zavislostou. Ak sa Ul stane hlav-
nym zdrojom odpovedi, straca sa zmysel vzdeldvania ako procesu
objavovania. Ucitel by mal preto viest seba aj edukantov k tomu,
aby UI vyuzivali ako partnera, ktory odpoveda na kladené otazky,
nie ako autoritu, ktora dava definitivne a vzdy spravne odpovede.

Osobitny prinoso pre akademické prostredie mézu mat rozne
pilotné projekty a experimentalne aktivity, ktoré overuju moz-
nosti UI v konkrétnych podmienkach. Kratkodobé experimenty -
napriklad zapojenie UI do vybranych seminarov, tvorby cviceni
alebo analyzy textov - pomahaju odhalit redlne prinosy i limity
tejto technoldgie. Takéto skusenosti si neocenitelné a mozu byt
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vyuzité na buducu tvorbu smernic, metodik a etickych odporuca-
ni.

Umelu inteligenciu neodpori¢am vnimat ani ako hrozbu, ani
ako spasu. Je to technologicky partner, ktory rozsiruje horizonty,
no zaroven odhaluje slabiny Iudskej nepozornosti, netrpezlivosti
a nachylnosti verit jednoduchym odpovediam. Ak ju budeme cha-
pat ako nastroj, ktory nam ma pomahat, nie nas nahradzat, tak
moze byt (a bude) jej pritomnost v $kolstve bezpe¢na a obohacu-
juca (UNESCO 2023).

6 Kontrola UI a environmentalne dosledky UI

V stcasnosti prebiehaju diskusie o tom, do akej miery mame
umelu inteligenciu skuto¢ne pod kontrolou a ¢i je vobec mozné
ju v kritickej situdcii ,,vypnut®. Tato otdzka ma technicky aj civili-
za¢ny rozmer. Na technickej urovni sa kazdé zariadenie da odpojit
od elektriny alebo pocitacovej siete. No v spolo¢enskom zmysle
je vypnutie umelej inteligencie coraz menej realistické, pretoze jej
pritomnost je rozptylena naprie¢ infrastruktirou, ekonomikou
a komunikaciou. Ul sa stala sucastou systémov, ktoré riadia dopra-
vu, zdravotnictvo, energetiku alebo vzdelavanie. ,.Vypnut UI“ by
tak znamenalo narusit samotné fungovanie modernej spolo¢nos-
ti — podobne ako by bolo nemozné ,vypnut internet” bez kolapsu
znacnej Casti sluzieb, ktoré su na iom postavené.

Z civiliza¢ného pohladu preto nejde o otazku, ¢i sa UI da stop-
nut, ale ako ju regulovat a riadit. Téma kontroly umelej inteligen-
cie sa v odbornej literature objavuje opakovane - od tivah o zodpo-
vednosti vyvojarov aZ po obavy z autondmnych systémov, ktoré by
mohli konat mimo ramca ludského zamerania (alignment). Filozof
Nick Bostrom (2014) vo svojej praci Superintelligence : Paths, Dan-
gers, Strategies opisuje situdciu, v ktorej fudstvo vytvori inteligen-
ciu schopnu samostatného rozhodovania s cielmi, ktoré sa nemu-
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sia zhodovat s [udskymi hodnotami. Tento ,,problém kontroly*
prirovnava k otvoreniu Pandorinej skrinky - raz spusteny proces
sa moze stat nevratnym.

Bostrom upozornuje, ze ani dokonalé naprogramovanie pravi-
diel nemusi stacit, pretoze superinteligentny systém by mohol re-
interpretovat povodné ciele podla vlastnej logiky. Z tohto pohladu
nie je nebezpecenstvom samotna inteligencia, ale asymetria moci
medzi tvorcom a tvorenym. Tieto uvahy sice zatial ostavaju pre-
vazne teoretické, no maju praktické dosledky — vyzaduju dosledne
eticki medzinarodnu regulaciu vyvoja a transparentnost algorit-
mov. V akademickom prostredi sa preto otazka kontroly UI ne-
dotyka len hardvéru alebo softvéru, ale aj kontroly interpretacie,
hodnotenia a sposobu vyuzitia.

Okrem filozoficko - etického rozmeru ma kontrola UI aj en-
vironmentalny rozmer, ktory byva casto prehliadany. Moderné
modely umelej inteligencie vyzaduju obrovské mnozstvo vypocto-
vého vykonu, a tym aj energie. Kazdé trénovanie velkého jazykové-
ho modelu predstavuje spotrebu elektrickej energie porovnatelna
s energetickymi ndrokmi mensieho mesta. Strubell, Ganesh a Mc-
Callum (2019) upozornili na to, Ze trénovanie jedného modelu na
spracovanie prirodzeného jazyka moze vyprodukovat viac ako 280
ton CO,, ¢o je priblizne patnasobok emisii priemernej zivotnosti
jedného automobilu. O rok neskor Schwartz et al. (2020) zaviedli
pojem ,zelena UI, ktorym oznacili asilie znizit ekologicku stopu
vypoctovo naro¢nych systémov prostrednictvom efektivnejsich
algoritmov, optimalizacie hardvéru a vicSej transparentnosti spot-
reby energie.

Otazka energetickej naro¢nosti UI je technickou zalezitostou
aj moralnou dilemou. Ak ma byt umeld inteligencia ndstrojom
vedeckého a vzdelavacieho pokroku, musi byt aj ekologicky udrza-
telna. V opacnom pripade sa dostavame do paradoxu, zZe systém,
ktory ma podporovat poznanie a spolocenské dobro, zaroven pri-
spieva k environmentalnym $koddm. Diskusia o ,,zelenej UI* tak
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presahuje technologické hranice a dotyka sa hodnotovych otazok
toho, do akej miery je rozumné investovat energiu a hmotné zdro-
je do modelov, ktoré sluzia skor na komfort, nez na nevyhnutné
potreby spolo¢nosti.

Na tento problém uz pred rokmi obrazne upozornil fyzik Mi-
chio Kaku. V knihach Physics of the Future (2011) a The Future of
the Mind (2014) opisuje predstavu ,pocitaca velkého ako Man-
hattan®, ktory by bol schopny simulovat Tudsky mozog. Tento
obraz bol povodne mysleny ako metafora obrovskej energetickej
a materialovej naroc¢nosti takejto technoldgie — ,stroj, ktory by
musela chladit rieka,“ ako Kaku poznamenava. Hoci sa odvtedy
technologie optimalizovali, samotny princip ostava rovnaky: kaz-
dy krok smerom k vys$sej inteligencii UI vyzaduje exponencialne
viac energie.

Ked teda hovorime o kontrole umelej inteligencie, tak ide nie-
len o riadenie jej spravania, ale aj o regulaciu jej ekologickej stopy.
Reguldcia a vyskum by mali smerovat k zodpovednému vyuziva-
niu zdrojov — od vyberu energeticky uspornych udajovych centier
az po preferenciu modelov s niz§ou uhlikovou stopou. V tejto su-
vislosti sa ¢oraz castejsie spomina potreba vytvorit index environ-
mentalnej ucinnosti UL, ktory by umoznil porovnavat energetické
néaroky réznych modelov podobne, ako dnes porovnavame vykon
procesorov alebo kvalitu algoritmov.

Kontrola umelej inteligencie teda nie je len otazkou etiky a bez-
pecnosti, ale aj udrzatelnosti. Skutoc¢ne , inteligentna® Ul nie je ta,
ktora dokaze spracovat viac udajov ako clovek, ale ta, ktora to do-
kaze urobit s mensou spotrebou energie a s vi¢Sou zodpoved-
nostou voci budicnosti. A mozno prave v tom spociva nova de-
finicia pokroku - v rovnovahe medzi poznanim, mocou a mierou,
ktoru si dokdzeme sami stanovit a ustrazit.
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Zaver

Umeld inteligencia sa stala neoddelitelnou sucastou stucasného
vzdelavacieho a spolo¢enského prostredia. Prinasa nové moznosti
v oblasti personalizacie vyucovania, ucenia sa, tvorivosti a efek-
tivity, no zaroven kladie déraz na zodpovednost, etiku a kritické
myslenie. Ako sme ukazali, jej prinosy nie je mozné oddelit od ri-
zik - od halucinacii a predpojatosti az po environmentalne a spo-
lo¢enské dosledky.

Podstatou bezpecného a zmysluplného vyuzivania Ul je rovnova-
ha medzi inovaciou a rozvahou. Technoldgie by mali podporovat
¢loveka, nie ho nahradzat; mali by rozsirovat moznosti jeho po-
znania, nie urcovat jeho hranice. Vzdeldvanie preto musi zostat
miestom, kde sa umela inteligencia pouziva s porozumenim, kon-
trolou a uvedomovanim si jej limitov.

Zda sa, ze buducnost Ul (aj vo vzdelavani) nebude uré¢ovana vyko-
nom algoritmov, ale mierou ludskej prozretelnosti, s akou tieto
algoritmy zaradime do Zivota (Skoly a spoloc¢nosti).
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RIZIKOVE SPOLOCENSTVA V KONTEXTE
SPOLOCENSKYCH KRIZ A PREVENTIVNE]
PRAXE

Risk Communities in the Context of Societal Crises
and Preventive Practice

Abstract

This study examines the influence of ideological and spiritual com-
munities within the context of current societal crises character-
ized by heightened uncertainty, polarization, and declining trust
in public institutions. It focuses on the dynamics of their appeal to
children and youth, identifies risk factors linked to manipulative
and radicalizing groups, and analyses systemic gaps in prevention
that limit the capacity of professionals in education and helping
professions. Integrating psychological, sociological, and security
perspectives, the study formulates recommendations for strength-
ening critical thinking, emotional literacy, and safe social bonds as
essential protective factors among young people.

Keywords
Prevention, radicalization, manipulative groups, ideological com-
munities, youth, social psychology, digital risks.

Uvod

Stcasna spoloc¢nost ¢eli mnohovrstvovym a navzajom prepo-
jenym krizam, ktoré zasadne formuju socialne prostredie, indivi-
dudlne spravanie a mechanizmy, prostrednictvom ktorych ludia
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vyhladavaju oporu v skupinach. Pandemicka a postpandemicka si-
tudcia po ochoreni COVID-19 zvyraznila zranitelnost modernych
spolo¢nosti, oslabenie tradi¢nych socialnych vizieb a narast nedo-
very vodi institicidm (Cavojova 2021). Pandémia zéroven urych-
lila digitalizaciu socidlnych kontaktov, ¢im vystavila jednotlivcov
vacsiemu riziku posobenia dezinformadcii a manipulativnych on-
line spolocenstiev.

Okrem zdravotnych a spolocenskych dosledkov pandémie na-
rastd tlak environmentdlnych hrozieb, predovietkym klimatickych
zmien, ktoré su sprevadzané vysokou mierou neistoty a uzkosti
v populacii. Vyskumy ukazuju, Ze environmentalna neistota nie-
len zvysuje psychologicky stres, ale tiez podporuje orientaciu jed-
notlivcov na skupiny ¢i hnutia, ktoré poskytuju jednoduché vy-
svetlenia alebo radikdlne rieSenia zlozZitych problémov (Clayton
2020; Stanley et al. 2021). Sucasné geopolitické napitie, vratane
ozbrojenych konfliktov na Ukrajine a v oblasti Blizkeho Vychodu,
dalej zosilnuje socidlnu neistotu, polarizaciu verejnej mienky a in-
formacné operacie zamerané na oslabenie spolocenskej sudrznosti
(Jowett a O’Donnell 2022).

V tomto komplexnom a dynamickom prostredi sa rozsiruje
priestor pre posobenie réznych svetonazorovych a duchovnych
spolocenstiev. Ich ciele, organizacné $truktuiry a stratégie mozu byt
velmi rozdielne: od legitimnych komunitnych a podpornych ini-
ciativ az po uzavreté, hierarchické, manipulativne alebo potenci-
alne rizikové zoskupenia (Richardson 1997; Beckford 1985). Soci-
ologicky a psychologicky vyskum opakovane ukazuje, Ze obdobia
spolocenskej neistoty zvysuju pritazlivost skupin, ktoré poskytuju
jasnu identitu, silni vnutornu kohéziu a pocit vynimocnosti jed-
notlivca v rdmci komunity (Bilewicz a Kruglanski 2020).

Tieto prvky su zvlast vyrazné u mladych ludi, ktori celia kom-
bindcii oslabenych socialnych vézieb, vysokého online vystavenia
a nestabilného hodnotového prostredia. Empirické studie nazna-
¢uju, Ze adolescenti a mladi dospeli st nachylnejsi na vstup do sku-
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pin, ktoré poskytuji jednoduché vysvetlenia komplexnych problé-
mov, emocionalnu podporu alebo pocit spolupatri¢nosti — ¢asto
aj v pripadoch, ked tieto skupiny vyuzivaju manipulativne alebo
presvedcovacie techniky (Koomen a Van der Pligt 2020).

V takto konitituovanom prostredi nadobuida mimoriadny
vyznam systematickd preventivna prax. Prevencia nie je len otdz-
kou ochrany pred rizikovymi skupinami, ale predovietkym bu-
dovanim kompetencii jednotlivcov a komunitnych vazieb, ktoré
zvy$uju odolnost voc¢i manipuldcii, radikalizacii a psychologické-
mu natlaku. Jej ciefom je posilnovat schopnost kriticky hodnotit
informacie, rozpoznavat potencialne rizikové prvky spolocenstiev,
podporovat bezpecné socidlne vizby a systematicky budovat odol-
nost mladej populdcie. Sti¢asne zohrava prevencia klic¢ova ulohu
pri podpore dusevného zdravia, rozvoji emocionalnej gramotnosti
a navigovani mladych Iudi v komplexnom a ¢asto informacne pre-
tazenom socialnom prostredi.

1 Teoretické vychodiska

1.1 Svetondzorové a duchovné spolocenstvd

Svetonazorové a duchovné spolocenstva predstavuju hetero-
génnu kategdriu organizovanych aj neformalnych usporiadani,
ktoré zdielaju spolo¢ny hodnotovy, nabozensky, ideologicky alebo
filozoficky ramec. Patria sem tradi¢né nabozenské instittcie, nové
nabozenské hnutia, medita¢né a sebarozvojové skupiny, ideologic-
ké iniciativy, ako aj hybridné formy komunit, ktoré funguju pre-
vazne v digitdlnom prostredi. Ich diverzita zahfna od legitimnych,
komunitne orientovanych skupin az po uzavreté alebo manipula-
tivne $truktirované zoskupenia, ktoré mézu predstavovat potenci-
alne riziko pre ¢lenov (Berger a Luckmann 1991; Beyer 2019).

Stucasny vyskum zdoraznuje, Ze tieto spolocenstva plnia viacero
psychologickych, socialnych a existencialnych funkcii. Poskytu-

81



ju jednotlivcom jasnu identitu, $trukturu kazdodenného zivota,
emocionalnu podporu, zmysel a orientaciu v komplexnom a rych-
lo sa meniacom socidlnom prostredi (Berger & Luckmann 1991;
Beyer 2019). Kym tradi¢na socioldgia ndboZenstva predpokladala,
ze modernizacia povedie k oslabovaniu religiozity a duchovnych
vazieb, sucasna pluralizdcia hodnot a digitalizdcia komunikacie
umoznila prehlbenie rozmanitosti foriem duchovného vyjadrenia
a komunity (Casanova 2009; Lynch 2012).

Vyvoj digitalnych technoldgii a socialnych sieti zasadne trans-
formoval sposoby zakladania a udrziavania tychto komunit. Di-
gitalne prostredie umoznuje vznik sietovo orientovanych spolo-
Censtiev, ktoré funguju nezavisle od fyzickej infrastruktary alebo
priameho kontaktu medzi ¢lenmi (Campbell 2013; O’Leary 2021).
Online platformy podporuju intenzivne emocionalne prepojenie,
rychle $irenie obsahu a formovanie uzavretych informacnych eko-
systémov. Tento fenomén umoznuje vznik echo komor, kde st na-
zory a presvedcenia posiliiované algoritmickym vyberom obsahu
a vysokou mierou anonymity, ¢o moze potencialne podporovat
manipulativne, radikalizacné alebo ideologicky extrémne praktiky
(Sunstein 2018; Zuckerman 2020).

1.2 Krizové situdcie a psychologicka zranitelnost

Krizové situacie — vratane zdravotnych, environmentalnych,
ekonomickych a geopolitickych kriz - vyznamne ovplyvinuju psy-
chologicku stabilitu jednotlivcov, ich socidlne spravanie a schop-
nost adaptovat sa na nové okolnosti. Vyskumy v oblasti socialnej
psycholégie a behavioralnych vied ukazuju, ze obdobia neisto-
ty zvysSuju potrebu kognitivnej istoty, socidlnej opory a orienta-
cie v prostredi, ¢im rastie atraktivita skupin poskytujucich jasné
pravidla, pevné normy a jednoznacne definovanu identitu (Hogg
2014).

V prostredi socidlnej a existencialnej neistoty sa zvysuje tenden-
cia vyhladavat spolocenstva, ktoré ponukajui jednoduché interpre-
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tacie komplexnych javov, emocionalnu podporu a pocit vynimoc-
nosti. Tieto potreby mozu byt naplnené adaptivnym spdsobom -
napriklad v podpornych komunitnych skupinach, sebarozvojo-
vych iniciativach alebo tradi¢nych nabozenskych organizaciach -,
no zaroven poskytuju priestor aj pre pésobenie manipulativnych,
radikaliza¢nych alebo dezinformacnych spolocenstiev, ktoré ciele-
ne vyuzivaju psychologicku zranitelnost jednotlivcov na naplnanie
vlastnych cielov (Kruglanski et al. 2017; Moghaddam 2021).

Analyzy DEKK Institatu (2025) poukazuju na to, Ze kombinacia
systémovej nedovery, prehlbujicej sa polarizacie a narusenej spo-
locenskej sudrznosti vytvara prostredie, v ktorom su jednotlivci
nachylnejsi na vstup do skupin poskytujtcich pocit bezpecia, vy-
nimocnosti alebo privilegovaného poznania. Krizy taktiez zvysSuju
dopyt po jednoznac¢nych interpretaciach a radikalnych rieSeniach
komplexnych problémov, ¢o mdze viest k zvysenej akceptacii ide-
ologicky extrémnych alebo manipulativnych struktur.

Stcasny vyskum radikalizdcie zdoraznuje, Ze psychologicka
zranitelnost jednotlivcov nie je determinovana len osobnostny-
mi charakteristikami, ale predovsetkym komplexnou interakciou
socidlneho kontextu, narusenej identity, pocitov nespravodlivosti,
izolacie a oslabenych socidlnych vizieb (Doosje et al. 2016). Kri-
zové obdobia tak vytvaraju podmienky, v ktorych sa jednotlivci
stavaju Iah$im cielom ndborovych stratégii réznych rizikovych
spolocenstiev, a to nezavisle od veku, vzdelania alebo socioekono-
mického statusu.

Tato teoreticka perspektiva naznacuje, ze efektivna preventivna
intervencia musi kombinovat viactrovnovy pristup - od individu-
alneho rozvoja kritického myslenia a emocnej odolnosti po posil-
novanie komunitnych vézieb a socialneho kapitalu, ktory chrani
pred psychologickym a socialnym tlakom rizikovych spolocen-
stiev.
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2 Rizikové faktory posobenia svetonazorovych
spolocenstiev

Svetonazorové spolocenstva maju v spolo¢nosti rozmanité
funkcie - poskytuju identitu, podporu, raimec hodnotového orien-
tovania ¢i prislusnost (Stark a Bainbridge 1985; Beckford 2003).
V kontexte spoloc¢enskych kriz vsak mézu niektoré skupiny vyka-
zovat problematické vzorce posobenia, najma ak pracuju s mecha-
nizmami socidlnej manipuldcie, polarizacie alebo uzatvérania sa
do ideovych ,,bublin®. M6Zeme identifikovat tri skupiny rizikovych
faktorov, ktoré sa najcastejsie spajaju so zvysenou zranitelnostou
jednotlivcov a s potencialom toxickej dynamiky v spoloc¢enstvach.

2.1 Vyuzivanie spolocenskych napiiti a neistot

V obdobi socialnej a ekonomickej nestability rastie potreba [udi
po predvidatelnosti, bezpeci a zmysluplnej identite. Mnohé sku-
piny na tieto potreby reaguju legitimnym spdsobom, no v niekto-
rych pripadoch sa neistota stava nastrojom mobilizacie a kontroly
(Lifton 1999; Lalich 2004). Manipulativne skupiny ¢asto pracuju
s narativmi ohrozenia, ktoré posiliuju pocit izolacie od ,vac¢sino-
vej spoloc¢nosti® a zaroven prehlbuju zavazok ¢lena voci skupine.

V literature je tento proces popisany ako exploatacia kogni-
tivnej a socidlnej zranitelnosti (Taylor 2015). Skupiny moézu for-
mulovat jednoduché a emocionalne silné vysvetlenia komplex-
nych javov, ¢im posiliuju polarizaciu a vytvaraju antagonisticky
obraz voci inakosti. Takéto stratégie sa ¢asto objavuju v kontexte
dezinformacii, konspira¢nych teorii ¢i ideologickej radikalizacie
(Douglas et al. 2019).

Niektoré spolocenstva zaroven aktivne vstupuju do verejného
priestoru prostrednictvom politicky motivovanej mobilizacie ale-
bo $irenia polariza¢nych narativov. Kym ide o legitimne uplatio-
vanie obcianskych prav, nepredstavuje to problém. Riziko nastava
vtedy, ked st tieto aktivity sprevadzané manipuldciou, vntutornym
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tlakom na ¢lenov, ¢i koordinovanou kampanou na $irenie neove-
renych alebo zavadzajucich tvrdeni (Richardson a Introvigne 2001;
Blee 2017).

2.2 Digitdlne prostredie a nové formy pdésobenia

Digitalne platformy zasadne menia dynamiku vytvarania a fun-
govania svetonazorovych spolocenstiev. Online prostredie ulah-
¢uje vznik uzavretych skupin, ktoré mozu fungovat s minimalnou
kontrolou a velkou mierou anonymity. Vyskumy ukazuj, ze inter-
net urychluje proces radikalizacie tym, zZe poskytuje priestory pre
homogénne diskusie a posilnovanie extrémnych nazorov (Sunste-
in 2017; O’'Hara a Stevens 2015).

Algoritmy socidlnych sieti uprednostnuju emotivny, polarizu-
juci alebo konfliktne ladeny obsah, ¢o mdze viest k neimyselné-
mu $ireniu radikalizacnych materialov (Tufekci 2015). Zaroven st
digitalne platformy vhodnym priestorom pre naborové stratégie
zamerané najma na mladych ludi, ktori prirodzene experimentuju
s identitou a hladaji nové formy prislusnosti (Awan 2017).

Internetové spolocenstvda mozu fungovat ako tzv. ,akcelera-
tory identity“ — poskytuju intenzivnejsie a rychlejsie prezivanie
prislusnosti, pricom zaroven znizuju prah medzi beznym zauj-
mom a aktivnym zapojenim do radikalnych ideologickych ramcov
(Conway 2017).

2.3 Zmeny sprdvania a riziko radikalizdcie

Radikalizacia je komplexny proces, ktory zriedkavo nastava
z jediného dovodu. Vyskumy v oblasti prevencie ukazuju, ze zme-
ny spravania moézu byt indikdtorom nielen rizikového posobenia
skupiny, ale aj $irokého spektra psychologickych, socialnych ¢i vy-
vinovych faktorov (Horgan 2008; Borum 2011). Preto je potrebné
posudzovat ich opatrne a kontextualne.
Medzi rizikové signdly patria podla Petra Neumanna (2013) naj-
ma:
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« nahla zmena hodnotovych orientacii a prijimanie rigidného,
binarneho videnia sveta,
« vyrazné obmedzovanie socidlnych kontaktov mimo skupiny,
« narast tajnostkarstva, izolacie ¢i konfliktnosti,
o preberanie jazykovych ¢i symbolickych znakov typickych pre
radikaliza¢né komunity.
Zasadné je, aby hodnotenie tychto zmien prebiehalo v interdis-
ciplinarnom kontexte a s reSpektom k individualite pripadu. Pred-
¢asna stigmatizacia moze viest k odcudzeniu a paradoxne zvysit
zranitelnost jednotlivca. Prevencia orientovand na posilnovanie
kritického myslenia, otvorenej komunikacie a bezpe¢nych vazieb
je preto efektivnejsia nez represivne alebo konfronta¢né pristupy
(Feddes a Jonas 2021).

3 Vyzvy pre prevenciu

Preventivna prax zamerana na pracu s detmi a mladezou sa
dnes odohrava v prostredi komplexnych spoloc¢enskych zmien,
hybridnych hrozieb, informacného pretazenia a znizenej schop-
nosti kriticky hodnotit doveryhodnost zdrojov. Dynamika moder-
ného socialneho a digitalneho prostredia vyznamne zvySuje na-
roky na preventivnu prax a odhaluje systémové limity tradicnych
pristupov. Identifikacia klucovych vyziev je preto nevyhnutna pre
formulaciu efektivnej stratégie preventivnej intervencie.

3.1 Nedostatok odbornych kapacit a persondlne pretaZenie

Jednou z najvyznamnejsich systémovych bariér je nedostatocny
pocet kvalifikovanych odbornikov v $kolach a komunitnych zaria-
deniach. Skolski psycholégovia, socialni pedagégovia, vychovni
poradcovia a dalsi experti casto pracuju s vysokym poctom Ziakov,
¢o obmedzuje ich schopnost identifikovat jemné zmeny v spravani
alebo dlhodobo pracovat s rizikovymi pripadmi (Koomen a Van
der Pligt 2020).
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Personalne normy reflektujuce potrebu systematickej prace
s triednymi kolektivmi st v slovenskom kontexte stale poddimen-
zované, ¢o vedie k nerovnomernému pristupu k prevencii. Ne-
dostatok supervizie a kontinualneho profesijného rozvoja navyse
zvysuje variability v kvalite intervencii medzi jednotlivymi $kola-
mi a regiéonmi. Z hladiska vedeckej literatury je jasné, ze udrza-
telna a ucinna prevencia si vyzaduje systematicky ramec podpory
odbornikov, zahfnajtci pravidelna superviziu, mentoring, peer-
learning a kontinudlne vzdeldvanie zaloZené na empirickych do-
kazoch (Moghaddam 2021; DEKK Institat 2025).

3.2 Nekonzistentnost akreditacnych a kontrolnych mechanizmov

Stcasny systém akreditacie preventivnych programov v skolach
¢asto neposudzuje ich vedecku relevanciu, metodicka doslednost
ani etické $tandardy realizatorov. Tento nedostatok konzistencie
umoznuje pdsobenie organizacii, ktoré pontkaju obsah bez od-
bornej opory alebo presadzuju ideologicky motivované témy. Ta-
kato situacia komplikuje pedagégom rozhodovanie o tom, ktoré
programy su pre ziakov prospesné, a znizuje doveru v efektivitu
preventivnych opatreni (Hogg 2007; Bilewicz a Kruglanski 2020).

Odportcanou stratégiou je vytvorenie jednotnych Standardov
akreditacie a evaludcie preventivnych programov, ktoré by zahr-
nali: metodicka konzistenciu, overitelnti uc¢innost, etické princi-
py a prisposobenie cielovej populdcii. Takyto pristup by zaroven
umoznil leps$iu spatna vdzbu a systematické zlepsovanie kvality
preventivnych intervencii.

3.3 Stigmatizdcia témy manipulativnych a radikalizacnych skupin

Diskusia o rizikovych spolocenstvach vo verejnom priestore
byva casto zjednodusena, politizovana alebo emocionalne nabita.
Pre odbornikov to znamena zvysené riziko konfliktov s rodi¢mi
alebo komunitami, ktoré sa mozu citit nespravodlivo oznacené.
V dosledku toho niektoré skoly alebo pedagogovia témy radsej ob-
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chadzaju, hoci prax ukazuje, Ze otvoreny a reSpektujuci dialdg je
klucovy pre ucinnu prevenciu (DEKK 2025; Doosje et al. 2016).

Vedecka literatira odporica vyuzivat participativnhe metddy,
ktoré zahrnaju ziakov, rodi¢ov a komunitu, pricom klada doéraz
na kritické myslenie, reflektivny pristup a rozvoj empatie. Takéto
metddy znizuju stigmatizaciu a umoznuju konstruktivnu diskusiu
o rizikovych javoch bez moralneho alebo ideologického zataze-
nia.

3.4 Nedostatok kompetencii v oblasti digitdlnej prevencie

Digitalne prostredie predstavuje $pecificka vyzvu pre moderna
prevenciu, kedze mladi Iudia st vystaveni intenzivnemu posobe-
niu algoritmickych odporucani, online subkultur, digitalnych ma-
nipuldcii a radikaliza¢nych obsahov (Sunstein 2018; Zuckerman
2020). Mnohi odbornici vsak stdle nedisponuju dostatoénymi
kompetenciami na to, aby dokazali efektivne pracovat s digitdlnou
prevenciou, analyzovat mechanizmy online radikalizacie alebo
viest mladez k bezpe¢nému a kritickému pouzivaniu internetu.

Rozvoj digitdlnej gramotnosti u odbornikov by mal zahrnat:
porozumenie algoritmickym mechanizmom, schopnost analyzo-
vat dezinforma¢né a manipulativne ramce, identifikovat rizikové
online komunity a navrhovat cielené preventivne stratégie. Integ-
racia tychto kompetencii do profesionalneho rozvoja by mala byt
sucastou komplexného modelu prevencie, ktory reflektuje digital-
ne prostredie ako klucovy faktor formujuci psychologicku a soci-
alnu zranitelnost mladych ludi.

3.5 Odporicané strategické pristupy
Na zaklade analyzy vyssie uvedenych vyziev je mozné identifi-
kovat niekolko strategickych pristupov, ktoré by mohli zvysit efek-
tivitu preventivnej prace:
1. Systematické posilnovanie odbornych kapacit - pravidelna
supervizia, mentoring, kontinudlne vzdelavanie a peer-lear-
ning pre odbornikov v $koldch a komunitach.
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2. Standardizécia akreditéicie preventivnych programov - za-
vedenie jednotnych kritérii hodnotenia metodickej, vedeckej
a etickej kvality programov.

3. Participativny a inkluzivny pristup - aktivne zapojenie Zia-
kov, rodi¢ov a komunity do prevencie, ¢o znizuje stigmatiza-
ciu a podporuje kritické myslenie.

4. Digitalna prevencia a gramotnost odbornikov - rozvoj
schopnosti analyzovat online rizika, algoritmy a manipula-
tivne praktiky s cielom efektivnej prevencie.

5. Multidisciplinarna spolupraca - prepojenie psycholégov,
socialnych pracovnikov, pedagdgov, IT expertov a odborni-
kov na medialnu gramotnost pre koordinované preventivne
stratégie.

Takyto systematicky, multidimenzionalny pristup umoznu-
je nielen znizovat riziko zapojenia mladeze do manipulativnych
alebo radikaliza¢nych spolocenstiev, ale zaroven podporuje ich
socialny, emoc¢ny a kognitivny rozvoj v komplexnom a digitalne
prepojenom prostredi.

4 Odporucania pre prax

Na zdklade identifikovanych systémovych a kontextudlnych
vyziev je mozné formulovat viaciroviiové odporucania, ktoré sa
tykaju jednotlivcov, $kol, komunitnych aktérov a $tatnej spravy.
Ich ciefom je podporit odolnost mladeze voci manipulativnym,
radikaliza¢nym a dezinformacnym praktikdm a zdroven posilnit
efektivitu preventivnych intervencii.

4.1 Posiliiovanie kritického, medidlneho a informacného myslenia

Jednym z klucovych pilierov prevencie nie je eliminacia riziko-
vych skupin, ale rozvoj schopnosti jednotlivcov kriticky reflektovat
informacie a prostredie, v ktorom sa nachadzaju. Tieto schopnosti
zahfnaju:
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« systematické overovanie informadcii z viacerych, nezavislych

zdrojov,

« identifikdciu manipulativnych, presvedcovacich a ideologic-

kych technik,

« schopnost pracovat s vlastnymi emdciami pri kontakte s kon-

fliktnym alebo provokativhym obsahom,

« porozumenie fungovaniu algoritmickych odportcani a social-

nych bublin a ich dopadom na rozhodovanie.

Preventivne programy v tejto oblasti by mali byt sticastou konti-
nualneho vzdeldvania a integrované do skolskych osnov, namiesto
jednorazovych workshopov alebo kampani, ¢im sa zabezpeci dl-
hodoba udrzatelnost rozvoja kritickych kompetencii.

4.2 Profesiondlna priprava odbornikov a pedagogov

Stucasné spolocenské a digitalne krizové prostredie si vyzaduje
posilnenie odbornych zruc¢nosti profesionalov pracujtcich s mla-
dezou. Klucové oblasti zahrnaju:

« rozpoznavanie skorych prejavov radikalizacie,

« analyzu a podporu skupinovych procesov,

« zvladanie konfliktov a komunikaciu v naro¢nych situaciach,

« vedenie konstruktivnych diskusii o kontroverznych témach,

o spolupracu s rodinou a komunitou pri podpore socidlnej

odolnosti.

Neoddelitelnou stucastou profesionalneho rozvoja by mala byt
povinna supervizia, ktord zniZuje riziko emociondlneho vyhore-
nia, podporuje reflexivnu prax a zvysuje kvalitu poskytovanych
intervencii (Moghaddam 2021; DEKK 2025).

4.3 Interdisciplindrna a medzirezortnd spoluprdca

Efektivna prevencia si vyzaduje koordinovanu spolupracu me-
dzi $kolami, socidlnymi sluzbami, mlddeznickymi organizaciami,
zdravotnickymi zariadeniami, komunitnymi lidrami a bezpec-
nostnymi zlozkami. Rizikové javy zvycajne presahuji ramec jednej
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oblasti, a preto ich rieSenie musi byt multidisciplinarne a medzire-
zortné. Koordindcia by mala zahfnat vymenu informadcii, spolo¢né
hodnotenie rizik a planovanie preventivnych intervencii na miest-
nej aj regiondlnej drovni.

4.4 Rozvoj emociondlnej odolnosti a sebakontroly

Vyskumy ukazuju, Ze schopnost zvladat frustraciu, neistotu
a konflikt vyznamne zniZuje ndchylnost mladych Tudi prijimat
jednoduché ideologické odpovede na komplexné otazky (Hogg
2007; Bilewicz a Kruglanski 2020). Programy zamerané na rozvoj
emocionalnej inteligencie, sebauvedomenia, socialnych zruc¢nosti
a zosietovanych podpornych systémov posilnuji vnutornu stabi-
litu mladej generacie a podporuju jej schopnost kriticky hodnotit
socidlne, medidlne a digitalne stimuly.

4.5 Udrziavanie otvorenych vztahovych mostov

Empirické studie a prax ukazuju, ze odchod z manipulativneho
alebo radikalizacného spolocenstva je proces, ktory si vyzaduje za-
chované a bezpecné vztahy s doveryhodnymi dospelymi. Prevencia
by preto mala klast doraz na reSpektujuce sprevadzanie a podporu,
nie na stigmatizdciu alebo trestanie odliSnych nazorov. Budovanie
a udrziavanie bezpecnych vztahovych mostov medzi mladezou
a kompetentnymi dospelymi predstavuje jeden z najefektivnejsich
ochrannych faktorov vo¢i manipulacii a radikalizacii.

Zaver

Svetonazorové a duchovné spolocenstva v obdobi spolocen-
skych kriz predstavuju komplexny a dvojse¢ny fenomén. Na jed-
nej strane tieto spolocenstva poskytuju jednotlivcom psychologic-
ka podporu, pocit identity, komunitnu integraciu a existencialnu
orientaciu v neistom a premenlivom prostredi. Ponukaju $truktiru
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a zmysel, ktoré mozu zmiernit uc¢inky socidlnej izolacie, neistoty
a demoralizacie. Na strane druhej vSak existuje potencialne riziko,
ze uzavreté alebo manipulativne orientované formy spolocenstiev
mozu vyvolavat procesy izolacie, psychologickej manipuldcie ¢i
ideologickej radikalizacie ¢lenov, najmi v pripade mladych Iudi so
slabsie vybudovanou socialnou oporou alebo kritickymi kompe-
tenciami (Kruglanski et al. 2017; Doosje et al. 2016).

Prevencia v tomto kontexte nemoze spocivat iba v stigmatizdcii
alebo demonizacii urcitych skupin. Efektivna prevencia vyzaduje
strategicky pristup zamerany na rozvoj kompetencii jednotlivcov
a posilnovanie bezpe¢nych komunitnych vazieb, ktoré umoznuju
rozliSovat medzi zdravymi a rizikovymi prvkami socidlneho, na-
bozenského a digitalneho prostredia. Klu¢ovymi ochrannymi prv-
kami st preto rozvoj kritického myslenia, medialnej a informacne;
gramotnosti, emociondlnej odolnosti a schopnosti reflektovat so-
cidlne interakcie a obsah v online prostredi (Sunstein 2018; Zuc-
kerman 2020).

Nezastupitelni ulohu v tomto procese zohravaju odbornici,
predovsetkym pedagogovia, skolski psychologovia, socialni peda-
gogovia a dalsi profesionali v pomahajucich profesiach. Ich kon-
tinudlne vzdeldvanie, supervizia, mentoring a interdisciplindrna
spolupraca su rozhodujtce pre dlhodobu uc¢innost preventivnych
programov. Systematicka podpora odbornikov zabezpecuje nielen
kvalitu intervencii, ale aj schopnost adaptovat preventivne pri-
stupy na nové rizikové prostredia, vratane digitdlneho priestoru
a socialnych sieti.

Prikladom mdze byt pomocka pre implementdciu preventivne;
praxe je metodicko-informacna prirucka Ako rozpoznat bezpecné
spolocenstvo v online a offline prostredi, ktoru pripravili Cirkevny
odbor Ministerstva kultury SR, Narodné osvetové centrum v spo-
lupraci s Narodnym koordina¢nym strediskom pre rieSenie prob-
lematiky nasilia na detoch pri Ministerstve prace, socialnych veci
a rodiny SR. Prirucka poskytuje kritéria a indikatory bezpe¢nych
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i rizikovych spolocenstiev, a zdroven ponuka interaktivne meto-
diky pre pracu s mladezou. Integracia odporucani z prirucky do
skolskych programov, komunitnych centier a primarnej prevencie
vyznamne posiliiuje schopnost mladych ludi orientovat sa v rizi-
kovom svetonazorovom prostredi a kriticky hodnotit obsah, s kto-
rym prichadzaji do kontaktu.

Prevencia v tomto $irSom kontexte nie je otazkou izolovaného
zasahu proti ,nebezpeénym skupinam® Ide o strategicku investi-
ciu do socidlnej stability, demokratickej kultury, rozvoja kritického
myslenia a zdravého psychosocidlneho rastu mladych generacii.
Systematicka prevencia zvysuje odolnost spolo¢nosti vo¢i mani-
pulativhym a radikalizacnym praktikam, podporuje inkluzivne
a participativne formy obcianskej angazovanosti a prispieva k dl-
hodobej udrzatelnosti demokratickych hodnét v podmienkach
sucasnych a buducich spoloc¢enskych kriz (DEKK Institut 2025;
Moghaddam 2021).

V prevencii aj intervenciach sa ako klucové ukazuje respektu-
juce sprevadzanie, aktivne poctivanie a ochota reflektovat vlast-
né predpoklady. Prax ukazuje, Ze unahlené hodnotenie moze byt
rovnako $kodlivé ako podcenenie rizika. Ovela u¢innejsi pristup
spociva v hladani odpovedi na otazky, o danému mladému ¢love-
ku spolocenstvo poskytuje, aké potreby mu napliia, ¢o mu chyba
v jeho beznom socidlnom prostredi a aké ma aktualne ocakavania
¢i frustracie. Empatia, otvorenost a sebapoznanie na strane dospe-
lych aj mladych Iudi st zdkladnymi predpokladmi ti¢innej preven-
cie manipulacie.

Empiricka prax potvrdzuje, ze odolnost voci rizikovym spolo-
¢enstvam nezvysuje iba informovanost alebo vysoky inteligencny
kvocient (IQ). Naopak, rozhodujtcu tlohu zohrava emocionalna
inteligencia (EQ), schopnost regulovat vlastné prezivanie, rozliso-
vat medzi zdravymi a rizikovymi socidlnymi vdzbami a rozpozna-
vat manipulativne stratégie. Systematické posilnovanie socialnych
a emocionalnych kompetencii je preto jednym z najicinnejsich
ndstrojov prevencie.
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Peter Lengyel

PREVENCIA JE NADEJOU NA LEPSI PRIBEH:
HLADAJME SPOSOBY AKO POMOCT DETOM
V DIGITALNOM SVETE

Prevention as Hope for a Better Story:
Exploring Ways to Support Children in the Digital World

Abstract

This paper explores prevention as a key element of building a safe
and supportive school environment in the digital era. It examines
how teachers and professionals can help children face online chal-
lenges and emotional risks through education, communication,
and trust. Drawing on research and practical experience, the study
highlights that prevention is not limited to experts or technical
knowledge - every adult can play a preventive role by being pres-
ent, empathetic, and attentive. The paper emphasizes the impor-
tance of digital literacy, cooperation among schools, families, and
communities, and the human dimension of prevention as hope
for a better story.

Keywords
Prevention, digital environment, education, emotional support,
safe community.

Pri praci odbornych zamestnancov v $koldch sa casto stretdva-
me s opakujuicimi sa, neraz bolestnymi pribehmi deti - v r6znych
podobach, no s podobnymi korenmi. Spolo¢nym menovatelom
byva naruseny sebaobraz, potreba kompenzacie, prezivanie nasilia,
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vzdoru ¢i pocitu prazdna a nepochopenia. Mladi Iudia prichadza-
ju za odbornymi zamestnancami §kol, poradcami, psychologmi ¢i
do roznych centier, aby nasli odpovede na otazky, ako porozumiet
sebe a svojim blizkym. Hladaju sposoby, ako zosuladit svoje potre-
by s narokmi, ktoré su na nich kladené, a zaroven hladaju ,,maja-
ky*, ktoré by im mohli pomoct vybudovat pevné body v rozbure-
nom mori emdcii, vztahov a technologickych moznosti.

Dnesné deti a mladi ludia Ziju v prostredi, ktoré je pre nich na-
ro¢né nielen svojimi vysokymi ocakdvaniami zo strany rodicov
a dospelych, ale aj tlakmi zo socialnych sieti a rovesnickych sku-
pin. Online svet ¢asto zosiliuje pocity porovnavania, nedostatoc-
nosti a potrebu potvrdenia vlastnej hodnoty. Mnohé z tychto rizik
sa vSak daju zmiernit - zdujmom o zivot mladych, podporou ich
autentického prezivania a odstranovanim bariér, ktoré si medzi se-
bou stavaju generacie deti, rodicov, ucitelov a vychovavatelov.

Vztahy v spolo¢nosti a prezivanie mladych nemozno opisat jed-
noducho, ani urcit jednoznac¢né faktory zmien a vplyvov. S istotou
v$ak mozno povedat, Ze kvalitna a personalizovana prevencia — ¢i
uz v oblasti duSevného zdravia, socidlnych zruc¢nosti alebo digital-
nej gramotnosti — predstavuje nadej na lepsi pribeh. V skolskom
prostredi sa dnes, nastastie, ovela castejsie hovori o potrebe tvor-
by preventivnych stratégii a o dolezitosti vytvarania priestoru pre
samotnu prevenciu, rozhovory s detmi a scitlivovanie mladych na
rozne témy.

Spolo¢nost aj veda stoja pred vyzvou, ako premenit skoly na
prostredie nielen vzdelavacie, ale aj ochranné a podporné - ako
zmiernit negativne dopady ,bezbrehého online sveta a zaroven
posilnit zru¢nosti tych, ktori denne pracuju s detmi. Tento prispe-
vok sa zameriava na pohlad na prevenciu v digitalnom prostredi
ako na jeden z pilierov bezpe¢ného spolocenstva.

Digitalny priestor je dnes neoddelitelnou sucastou Zivota nielen
mladych Iudi, ale vSetkych vekovych kategoérii. Technicko-infor-
macna zrucnost dava mladym znacnu vyhodu v prispésobovani
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sa rychlo sa meniacim moznostiam virtualneho prostredia. Vyvoj
technickych, ale aj psychologickych obrannych mechanizmov voci
nastraham internetu vSak nedokaze plne reflektovat prudky po-
krok digitdlnych technoldgii. U generdcii ludi v pomdhajucich pro-
tesiach je znalost zmien v digitalnom priestore prirodzene onesko-
rena, ¢o vytvara urcita disproporciu. Star$ia generacia je v oblasti
digitalnych zru¢nosti spravidla menej skuisend, a preto niekedy len
tazko rozumie tazkostiam deti a mladych v online prostredi.

Vyskum ,,pouzivanie internetu a rizika s tym spojené u ziakov
zakladnych a strednych $kol, ktory v roku 2024 realizovalo Cen-
trum vedecko-technickych informadcii Slovenskej republiky (CVTI
2024), ukazal, ze viac nez 82 % ziakov pouziva internet denne viac
ako tri hodiny a takmer kazdy siedmy (14 %) sa v poslednom roku
stretol s kybersikanovanim. Podla vysledkov spravy ziaci vnimaju
ako najcastejsie online rizikd zastradovanie, vyhrdzanie, $irenie po-
nizujucich fotografii alebo videi a urdZanie v komentdroch. Z ich
odpovedi vyplyva, ze internet je v ich Zivotoch hlavhym zdrojom
zébavy aj socidlnej interakcie, no zdroven prinasa situdcie, ktoré
mozu mat negativny dopad na ich psychicka pohodu a pocit bez-
pecia (CVTI 2024, 18-21).

Prevencia v Skolskom prostredi md zdsadny vyznam nielen
z hladiska predchadzania rizikovému spravaniu, ale aj ako forma
systematickej podpory dusevného zdravia deti a mladeze. Potvr-
dzuje to aj vSeobecne zndmy fakt, Ze dieta travi v $kole polovicu -
niekedy aj vd¢sinu svojho denného casu.

V sucasnosti sa zameranie a obsah prevencie rozsiruje o nové
oblasti, ktoré prindsa digitdlna doba - online komunikdcia, pou-
zivanie socialnych sieti, zdielanie osobnych udajov ¢i spravanie
v kyberpriestore. Ale tiez kontakt a pouzivanie umelej inteligencie,
ktora je vzhladom na vSeobecné moznosti velkou vyzvou nielen
pre svet deti, ale aj dospelych.

Ako uvadza OECD (2021), digitalne prostredie prinasa Styri
zakladné skupiny rizik - content, contact, conduct a contract,
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ktoré mozu viest k emociondlnym, socidlnym aj psychologickym
tazkostiam. Ulohou $koly je v tomto prostredi pdsobit ako ochran-
ny faktor a vytvarat podmienky na rozvoj digitalnej gramotnosti,
zodpovednosti a sebareflexie ziakov.

Pri prevencii v §kolach ¢asto zabudaju realizatori na dve zaklad-
né roviny prevencie: eduka¢nu a vztahovu. Edukac¢na rovina zaht-
na rozvoj digitdlnych kompetencii, kritického myslenia a porozu-
menia rizikam, ktoré moézu online prostredie prinasat. Teda akési
zvedomovanie dosledkov rizikového spravania. Ako upozornuje
Livingstone (2019), deti ¢asto nedokazu samostatne identifikovat
vSetky situdcie ohrozujtce ich sukromie alebo bezpec¢nost, preto je
nevyhnutné viest ich k porozumeniu, ako funguju digitalne plat-
formy a ako sa chranit pred manipulaciou ¢i zneuzitim osobnych
udajov a tiez zneuzitim pri fenoménoch ako je napr. grooming.

Vztahova rovina prevencie sa zameriava na komunikaciu a pod-
poru medzi detmi, ucitelmi, rodi¢mi a odbornikmi. Ako sa vyjad-
rila Rita Pierson (2013): ,,deti sa nebudui ucit od ludi, ktorych ne-
maji rady®. Vztah preventistu a dietata je klucovym faktorom pri
akejkolvek preventivnej praci. Jang (2023) v ramci konceptu ,,4Cs
risk framework® zdoraziuje, ze prave dospeli v skolskom prostredi
maju nezastupitelna ulohu v sprievode deti — nie ako kontroldri,
ale ako sprievodcovia, ktori pomahaju porozumiet suvislostiam,
pomenovat rizikové situacie a hladat rieSenia. Prevencia teda nie
jelen o informovani, ale o vytvarani bezpecnych vztahov a dovery,
vdaka ktorym sa deti odvazia hovorit o svojich skusenostiach. Tie-
to myslienky mozeme potvrdit aj praxou, kedy sa uspe$nymi pre-
ventistami stavaju fundovani Iudia so schopnostou deti pocuvat,
vnimat ich uhly pohladu, no zaroven s talentom detom autenticky
prepajat dosledky zivotnych a spolocenskych rozhodnuti.

Prakticky ramec pomoci pontuka napriklad model PROTECT,
ktory opisuju Freed a kol. (2025). Tento ramec vyzdvihuje sedem
principov prevencie: pripravenost (angl. Preparedness), reak-
ciu (angl. Response), otvoreni komunikaciu (angl. Openness),
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tréning (angl. Training), empatiu (angl. Empathy), spolupracu
(angl. Collaboration) a doveru (angl. Trust). Ucitelia, skolski
psycholégovia ¢i poradcovia, ktori tieto principy aplikuju, dokazu
lepsie reagovat na digitalne rizika, podporovat odolnost deti a bu-
dovat atmosféru respektu a bezpecia.

Dolezitym predpokladom efektivnej prevencie je aj systematic-
ka spolupraca medzi skolou, rodinou a komunitou. Tento trojuhol-
nik bol s jednym zo zakladnych pilierov Skolskej socidlnej prace,
ktora sa v slovenskych podmienkach pouziva len velmi okrajovo.
Sprava ,,Children’s Safety in the Digital Environment® (D41 2024)
uvadza, ze deti, ktoré maju moznost diskutovat o online skuse-
nostiach s dospelymi, maji vyznamne nizs§iu mieru ohrozenia ky-
bersikanovanim ¢i sextingom. Prevencia preto musi byt sucastou
kazdodennej prace $koly - nielen prostrednictvom jednorazovych
prednasok, ale ako dlhodoby proces scitlivovania a budovania di-
gitdlnej odolnosti.

Kvalitna prevencia v skolach je teda kombinaciou odbornych
poznatkov, empatie a kontinualnej prace s detmi aj dospelymi.
Ako upozornuje Jang (2023), nestaci len informovat o rizikach -
deti potrebuju zazit bezpecie, doveru a prijatie, aby dokazali v di-
gitalnom prostredi fungovat zodpovedne. Prevencia tak nadobu-
da rozmer vychovy k zodpovednému Zzivotu online, kde skolské
prostredie moze byt oporou, nie sankénym miestom.

Presunme sa ale trochu do praxe. Legitimnou diskusiou pri re-
alizacii prevencie zaznieva obava preventistov a pedagdgov, ze ne-
dokazu podla vlastnych predstav nadvdzovat vztahy s detmi do tej
urovne, aby si medzi sebou doverovali. Mnohi ucitelia vzhladom
na pedagogické prostredie, v ktorom ziju, predpokladaju, ze pre-
vencia sa da realizovat vylu¢ne prostrednictvom sprostredkovania
informacii frontalnym spésobom tym, Ze detom o nastrahach roz-
pravaju. Mnohi tiez predpokladaju, Ze deti sa budu chciet vyhnut
nasledkom ako su zdravotné komplikacie, poruchy spanku, riziko
trestného stihania, strata motivacie a podobne. Tento predpoklad
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trochu ignoruje zistenia mnohych Tudi z prostredia prevencie, ze
takzvané socialno-patologické javy su sekundarnym prejavom
a dieta sa rizikovo sprava napriklad aj preto, Ze je to sprievodny
jav saturacie vlastnych potrieb na socidlnej sieti. Dobrym ilustrac-
nym prikladom moze byt problematika groomingu. Je to spdsob
zneuzitia dietata alebo mladého cloveka, ked s nim rovesnik alebo
dospely clovek za¢ne nadvdzovat naoko uprimny vztah, ktorého
skuto¢nym cielom je ziskat od dietata alebo mladého cloveka se-
xualny obsah, pripadne peniaze prostrednictvom vydierania za
sexudlny obsah. Racionalne su mnohé deti edukované a aj pri roz-
hovoroch s preventistami vykazuju znalost tejto problematiky, ale
v Case akutnej osamelosti, pripadne frustracie z najblizsich vztahov
daju prednost saturdcii potreby prijatia hocikym aj za cenu rizika,
ze moze ist o ¢loveka s manipulativnym spravanim a pochybnymi
cielmi.

Rovnako to plati aj pri inych témach ako je internetova por-
nografia, hry vo virtudlnej realite, rolové hry na internete, ale aj
pri problematike kybarsikanovania ako takej, ¢i experimentovania
s omamnymi latkami.

Samotni preventisti si zva¢sa uvedomuju, Ze ak majui detom po-
moct s tymito témami, je potrebné sa v nich vzdelavat a edukovat,
av8ak coskoro si uvedomia svoje ¢asové a kapacitné limity, nakol-
ko kazda s problematik je mimoriadne rozsiahla a navyse vzdy
prebieha v kontexte nejakého dietata, takze dochddza aj k r6znym
kombinaciam problémov, ktoré stazuju preventivnu aj intervencnu
pracu. Ak sa mySlienkami vratime k rovindm prevencie a konkrét-
ne k vztahovej rovine, mdZeme si uvedomit, Ze aj napriek nedoko-
nalym znalostiam virtualneho priestoru, mozu byt dospeli preven-
tisti prinosni aj s deficitom konkrétnych znalosti online sveta.

Prevencia totiz nema len odborny charakter alebo sibor meto-
dickych postupov. V praxi sa ¢asto ukazuje, Ze jej najdolezitejsim
prvkom je pritomnost ¢loveka — dospelého, ktory je dietatu na-
blizku, ked preziva neistotu, zlyhanie alebo strach. A na toto maju
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mnohi uc¢itelia a ucitelky - ¢asto ako matky, prirodzené schopnos-
ti. Aj pedagog, ktory nerozumie vSetkym zdkutiam socidlnych sie-
ti, moze byt pre dieta oporou, ak mu ponukne pozornost, prijatie
a Cas. V case krizy totiz deti nie vzdy hladaju technické riesenie
alebo presnu odpoved, ale skor istotu, ze niekto stoji pri nich.

V skolskom prostredi je preto dolezité vnimat prevenciu nie-
len ako odbornu ¢innost, ale ako vztahovu pritomnost. Ucitel, vy-
chovavatel ¢i asistent pedagoga, ktory si vS§imne zmenu v spravani
ziaka, ponukne rozhovor alebo tichu chvilu zaujmu, uz tym vyko-
nava preventivnu pracu. Dieta, ktoré citi doveru a bezpecie, ma
ovela vacsiu Sancu hovorit o problémoch, ktorym celi - ¢i uz ide
o konflikty v online priestore, alebo o vnutorné pocity zlyhania
a nepochopenia.

Freed a kol. (2025) upozornuju, ze efektivna prevencia stoji na
principoch empatie, otvorenosti a dovery. Tieto principy doka-
7e napliat kazdy dospely, bez ohladu na technické znalosti. Byt
»kotvou alebo majakom” - ¢lovekom, ktory zostava pokojny a pri-
tomny, aj ked dieta nevie pomenovat, ¢o sa deje - je neraz ucin-
nejsie nez akykolvek odborny zasah. Takato forma podpory moze
mat zdsadny vplyv na to, ako dieta situdciu zvladne a ¢i si zachova
pocit vlastnej hodnoty.

Pristup reflektujuci vztah posilnuje odolnost deti a zaroven vy-
tvara atmosféru, v ktorej sa mozu citit bezpecne aj v case, ked on-
line svet prinasa tlak a neistotu. Prevencia preto nemusi znamenat
vediet vSetko; ¢asto staci byt ¢lovekom, ktory pontkne to, ¢o ma -
svoju pritomnost, zaujem a doveru.

Z uvedenych téz, vyskumov a samozrejme samotnej praxe vy-
plyva, Ze pomoc nepotrebuju len deti a Studenti, ale aj pracovnici
s detmi a preventisti, ktorych tiez niekto upokoji, doda im odvahu
na pracu s naro¢nym detskym klientom alebo skupinou a bude ich
sprevadzat touto pomocou. Je preto velmi dolezité pracovnikom
s detmi neustale pripominat a uistovat ich, ze ,klenoty, ktorymi
mozu byt prospesni pre deti mnohi maju davno v sebe. Ide najma
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o schopnost mat urcity nadhlad, posobit ako stabilny bod v okoli
dietata, byt posluchac¢om, byt tym, kto dieta povzbudzuje, ale aj
ten, kto vie davat spravne otazky, ktorymi si dieta na svoje uvahy
odpovie samo.

Prevencia v kontexte bezpecného spolocenstva je v rukach
celej spolo¢nosti. Rodicov, ktori idu prikladom detom od naro-
denia a vytvdraju zdkladné piliere, na ktorych bude dieta stat pri
uspechoch, netspechoch, v zlozitych situaciach ¢i pri etickych
dilemach. Ale tiez ucitelov, ktori maju jedine¢ni moznost vply-
vat na dieta priemerne az Sest hodin denne. V $kolach nam sedi
v laviciach takmer kazdé skolopovinné dieta navyse v spolo¢nosti
rovesnikov a je velkou zodpovednostou skoly narabat s tymto ca-
som a skupinovou dynamikou tak, aby boli deti nielen vzdelané,
ale aj odolné a schopné uvazovat nad tym co C¢itaju, vidia a citia
nielen v $kole, ale aj v otvorenom prostredi okolo seba alebo v on-
linesvete, ktory je pre ne v sticasnosti tak velmi dolezity. Prevencia
je v rukdch aj samotnych preventistov, ktori sa neuspokoja len so
zatraSovanim a zvedomovanim ndasledkov, ale hladaju efektivne
sposoby ako u deti vytvorit prirodzeny instinkt pre odliSenie riz-
kovych situdcii, ,¢ervenych ¢iar®, ktoré mozno zneju ldkavo, ale sa
za nimi skryva kybersikanovanie, ¢i iny jav. Prevencia je v rukach
aj verejnosti — kazdy post, kazdé replika, kazdy prispevok na so-
cidlnej sieti si Citaju aj deti. Nevnimaju len obsah, ale aj to, o je
medzi riadkami skryté v emocidch, frustricii ¢i $tyle komunikacie.
Ak chceme mat zdravé spolocenstvo, musime ho byt sami ochotni
liecit.
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RADIKALIZACIA MLADEZE
A AKO JEJ PREDCHADZAT

Youth Radicalization and Its Prevention

Abstract

This paper focuses on youth radicalization as an individual, men-
tal, and emotional process influenced by multiple interrelated
factors. For selecting appropriate interventions, it is essential to
understand the personal motives of young people and the degree
of their involvement in radicalized behavior. The aim is to support
young people in meeting their psychological and social needs in
a safe way. The paper also presents available primary and selective
prevention programs developed by the Research Institute of Child
Psychology and Pathopsychology (VUDPaP), which are acces-
sible to professionals via portal ePoradenstvo.

Keywords
Radicalization, individual needs, typology, level of involvement,
preventive programs.

Uvod

Pojem radikalizdcia predstavuje proces, v ramci ktorého do-
chadza k narastu prijimania ideologie a presvedceni, ktoré su
v rozpore s demokratickymi hodnotami. Ide o osobnt, mentalnu
aj emocionalnu cestu jednotlivca, ktora ho pripravuje a motivuje
k porusovaniu spolocenskych noriem, ¢i k nasilnému spravaniu
(Borum 2012, 10). Pocas obdobia dospievania prechadza mlady
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¢lovek mnohymi zmenami, je to obdobie formovania postojov
a nazorov, snahy najst si svoje miesto v spoloc¢nosti, ¢i hladania si
vlastnej identity. Ide o legitimne potreby mladého ¢loveka, ktoré
si véak v kontexte radikalizacie a nasilného extrémizmu, napliia
nelegitimnym spdsobom (Kévérova 2021, 2). Naplitanie tychto
individualnych potrieb sa deje pod vplyvom prostredia, ktoré je
situované v Specifickych spoloc¢ensko-kultirnych a politickych
podmienkach. Do procesu radikalizacie vstupuje mnoho faktorov,
ktoré sa navzajom ovplyviuju a rozne kombinuju, a preto nie je
mozné charakterizovat typicky model radikalizacie (Ministerstvo
vnutra SR 2023, 9).

V kontexte prevencie sa pozornost orientuje na individudlne
faktory, na ktoré je mozné pdsobit v $kolskom, poradenskom, ci
neformalnom prostredi. Cielom je podpora mladych ludi v nacha-
dzani alternatfvnych a bezpeénych spdsobov napliania ich indivi-
dualnych potrieb. Ako priklady je mozné uviest potrebu niekam
patrit, hladanie si vlastnej identity, tizbu po dobrodruzstve, ¢i pocit
nedostatku zmyslu v Zivote, zazitd trauma, pocity krivdy, ohrozenia
a strachu atd. (Koévérova 2021, 2). Clenstvo v radikalnej skupine
(offline alebo online) mdze mladému cloveku napomahat si tieto
potreby sytit. Odbornici pracujuci s mladezou ohrozenou radika-
lizaciou by v8ak nemali klast doraz na rizikové spravanie samotné,
ale venovat pozornost ucelu tohto spravania, aka ulohu plni v zZivo-
te jednotlivca a aké potreby mu naplita (Henrich 2025). Poznanie
motivacie k zapojeniu sa do radikalizovaného spravania slizi na
volbu vhodnych preventivnych a interven¢nych postupov.

1 Delenie podla motivacie k zapojeniu do radikalizo-
vaného spravania

Norsky expert na nasilny extrémizmus Tore Bjorgo (2011), za-
definoval pit idealnych typov z hladiska motivacie k zapojeniu
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sa do radikalizovaného spravania. Prvym typom su ideologicki/é
aktivisti/tky alebo vodcovia/kyne, ktori stupuju do radikalnych
skupin z mocenskych, ¢isto ideologickych a intelektualnych dovo-
dov. Maju silne vyvinuty zmysel pre spravodlivost, casto ide o na-
danych a idealistickych jednotlivcov, ktori by mohli byt uspesni
v akejkolvek inej socidlnej oblasti. Druhym typom st nasledovni-
ci/cky, u ktorych dominuje tizba niekam patrit, byt akceptovanym
a prijatym skupinou alebo lidrom, no taktiez moze ist o potrebu
ochrany zo strany radikalnej skupiny. Socidlne frustrovani pred-
stavuju tretiu skupinu. Ziji v uréitom type socidlnej deprivacie
a prezivaju tzv. socidlnu krivdu. Casto pochadzaju z problematic-
kého rodinného prostredia, zazivaju tazkosti v oblasti vzdelavania,
¢i zamestnania. Neraz maju za sebou traumatické zazitky, stretli sa
s diskriminaciou a socidlnym vylicenim, ¢i maju skdsenosti s na-
silim a kriminélnou ¢&innostou. Stvrty typ tvoria dobrodruhovia,
ktori si saturuju potrebu adrenalinového zazitku a tizbu po dob-
rodruzstve. Poslednou, piatou skupinou su tzv. tradicionalisti/tky,
ktori vyrastali v rodinach, kde st zakorenené extrémistické nazory
a postoje, pripadne ich rodinny/¢é prislusnici/cky su za nasilny ex-
trémizmus odsudeni/é. St socializovani v tychto skupinach a maja
s jej clenmi blizke vazby (Kovérova 2025).

2 Delenie podla miery zapojenosti

Pre efektivnu volbu preventivnych postupov je uzitocné pozna-
nie, kde sa prave mlady clovek alebo skupina nachddza na pomy-
selnej $kale radikalizacie. Miera zapojenosti definuje cielova sku-
pinu v ramci Urovni prevencie.

Na najniZsom stupni zapojenosti do nasilne radikalizovaného
spravania su neutrdlni mladi ludia, ktori nevykazuju Ziadne zndm-
ky rizika ndsilne radikalizovaného sprdvania a nemaju nijak vy-
hranené nazory v rozpore so socidlne akceptovanymi normami.
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Dalej sem patria mladi ludia ohrozeni radikalizdciou a ndsilnym
extrémizmom (tzv. nerozhodnuti), ktori sa ocitaju v situdciach,
kde sa realizuje nejaky typ radikalizovaného spravania (napriklad
tutbalovy zapas, online platformy, nacisticky pochod), no aktivne
sa do neho nezapajaju a este nekonajui nasilne. Na tomto najniz-
$om stupni zapojenosti sa vyuziva univerzalna prevencia, ktorej
cielom je rozvijanie roznorodych zru¢nosti, ktoré si potrebné pre
rezilienciu voci ndsilnej radikalizacii. Ide o r6zne sebapoznavacie
zrucnosti, socidlne zrucnosti, kritické myslenie a pod. (Kovérova
2025).

Na strednom stupni zapojenosti si mladi ludia nachddzajiici
sa v situdcidch radikalizovaného spravania, napriklad na réznych
platformach, pouzivaju extrémisticki symboliku, su verbalne
nasilni alebo nenavistni voci urcitym skupinam ludi. Z hladiska
vy$sie spominaného delenia ide o nasledovnikov/cky, u ktorych je
pritomné nasilie a prejavy nenavistnej ideoldgie. Z aspektu trovni
prevencie ide o selektivnu prevenciu, ktorej cielom je vytvorenie
priestoru na diskusiu a ziskavanie informacii o radikalizacii a ex-
trémizme, o rozmanitosti, predsudkoch, demokracii a Iudskych
pravach, ¢i legislativnych dosledkoch extrémistickych ¢inov (Ko-
vérova 2025).

Najvyssi stupeni zapojenosti je u vodcov/kyn, u ktorych je uz
pritomné verbalne i fyzické nasilie a ideoldgia vo forme planova-
nia protistatneho konania. Diskrimina¢nym kritériom je antisys-
témovost, kedy jednotlivec vyjadruje nespokojnost s platnym fun-
govanim spoloc¢nosti a systémom. V tychto pripadoch sa aplikuje
indikovana prevencia, ktorej cielom je zniZovanie rizik nenavist-
ného narativu a pldnovaného teroristického konania. S mladym
¢lovekom sa pracuje individualne v spolupraci viacerych odborni-
kov/¢ok (Kovérova 2025).
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3 Preventivne programy v internetovej aplikacii ePo-
radenstvo

Vyskumny ustav detskej psycholégie a patopsycholégie vytvo-
ril v ramci narodného projektu Dusevné zdravie a prevencia in-
ternetovu aplikaciu ePoradenstvo, ktora je urcena pre odbornych
zamestnancov a Skolskych $pecidlnych pedagégov v skolach, za-
riadeniach poradenstva a prevencie a v Specialnych vychovnych
zariadeniach. Portal podporuje vykon odbornych ¢innosti v oblas-
ti diagnostiky, poradenstva a prevencie. Odbornici a odbornicky
v nom najdu testy, diagnostické a skriningové ndstroje s moznos-
fou archivicie klientov. Dalej ponuka videometodiky, ktoré obsa-
huji metodické instruktdze k diagnostike a poradenstvu. Modul
prevencia poskytuje preventivne programy, metodiky a kniznicu
dal$ich podpornych dokumentov (ePoradenstvo 2025).

V kontexte prevencie radikalizacie je dostupnych niekolko pre-
ventivnych programov na drovni primarnej prevencie pre Ziakov
a ziacky zdkladnych az strednych $kol. V dalsej casti prispevku
budu predstavené niektoré vybrané programy, ktoré su zamerané
na rozvoj zrucnosti, ktoré pdsobia ako ochranné faktory podporu-
juce rezilienciu voci radikalizacii.

3.1 Rozmanitost ludi (autor Mgr. Matej Almasi, PhD.)
Preventivny program ,Rozmanitost ludi je program univer-
zalnej prevencie rasizmu, xenofdbie, radikalizacie a extrémizmu
pre ziakov 7. az 9. ro¢nik ZS. Realizatormi programu st odborni
zamestnanci Centier poradenstva a prevencie (CPP) a pedago-
gicki alebo odborni zamestnanci v $kolskych podpornych timoch
(SPT). Hlavnym cielom programu je rozvijanie empatie a re$pektu
voci ¢lenom roznych socialnych skupin a odbtiravanie predsudkov
a stereotypov. Zamerom programu je prostrednictvom rozvijania
zrucnosti, ako su vedenie dialdgu, prezentovanie a obhdjenie si
vlastného nazoru/postoja, identifikacia predsudkov a stereotypov,
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ich zdrojov a dosledkov a schopnost empatie, vplyvat na zmenu
postojov. Pracuje sa so stereotypmi a predsudkami ziakov, ktoré
si pri¢inami vzniku alebo Zivnou pddou vybraného rizikového
spravania (rasizmus, xenofdbia, radikalizacia a extrémizmus). Pri
praci so skupinou sa vyuzivajui informativne a interaktivne metody
prace. K rozvoju empatie a re$pektu u ziakov prispievaju aj story-
tellingové aktivity (ePoradenstvo 2025).

3.2 Preventivny program zamerany na extrémizmus a vplyv dez-
informdcii (autori Mgr. Lubomir Morbacher, PhD.; Mgr. Martin
Slavik)

Ide o program univerzalnej prevencie urceny pre ziakov v star-
$om $kolskom veku - II. stupnia ZS a $tudentov SS vo veku od 14 do
20 rokov. Program mozu vykonavat ucitelia dejepisu, obc¢ianskej
nduky, etickej vychovy a aj ucitelia inych Specializacii, ¢i pedago-
gicki/odborni zamestnanci, ktori maju vedomosti z problematiky
totalitnych rezimov v 20. storoci na Slovensku. Hlavnym cielom
programu je rozvoj kluc¢ovych kompetencii Ziakov veducich k do-
siahnutiu posilnenia demokratickych hodnét a postojov, deradi-
kalizacii a zniZovaniu miery extrémizmu a vplyvu dezinformadcii.
Zamerom je predstavit ziakom demokraticky hodnotovy ,kom-
pas“ zalozeny na historicky overenych zdrojoch, ktory respektuje
slobodu, Iudska dostojnost a pluralitu ndzorov a rozvija u Ziakov
kompetenciu byt demokratickym obc¢anom (bude zverejnené na
ePoradenstve).

3.3 Preventivny program zamerany na radikalizdciu a ndsilny
extrémizmus (autorka Mgr. Estera Kovérovd, PhD.)

Program sa pohybuje v rozmedzi univerzélnej a selektivnej pre-
vencie. Cielovou skupinou st Ziaci 8. a 9. ro¢nika ZS a SS ohrozeni
radikalizaciou a nasilnym extrémizmom na prvom stupni zapoje-
nosti do radikalizovaného spravania. To znamend, Ze nie su eSte
plne stotozneni s ideoldgiou krajnej pravice, iba preberaju niektoré
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prvky jej narativu. Hlavnym ciefom programu je ponuknut mla-
dym Tudom bezpelnejsie alternativy napliania emocionalnych
a kognitivnych potrieb nez je participacia na radikalizovanom
spravani veducom k ndsilnému extrémizmu. Ciele programu stvi-
sia s motivaciou mladych Iudi zapojit sa do radikalizovaného spra-
vania (bude zverejnené na ePoradenstve).

3.4 Pozitivna klima skoly (autori Mgr. David Chmeldar; Mgr. Mi-
chaela Sycova)

Komplexny preventivny program na urovni univerzalnej pre-
vencie uréeny pre ziakov 3. az 9. ro¢nika ZS. Odporti¢anymi reali-
zatormi su odborni zamestnanci skoly alebo zamestnanci CPP za
pritomnosti triedneho ucitela, pripadne pedagogického asistenta.
Preventivny program sa prioritne zameriava na rozvoj zivotnych
zruc¢nosti, na podporu vztahov v triede, sebaregulacie a na preven-
ciu nasilného spravania. V programe st zahrnuté aj dalSie oblasti
rizikového spravania - zaskolactvo, radikalizmus a extrémizmus,
uzivanie navykovych latok. Vo vyssich ro¢nikoch je program dopl-
neny o prevenciu zameranu na podporu dusevného zdravia a tému
vztahovej vychovy a prevenciu rizikového sexudlneho spravania
(ePoradenstvo 2025).

3.5 Rozvoj empatie a podpornych vztahov v triednom kolektive
(autor Mgr. Tomds Simicek)

Program univerzélnej prevencie uréeny pre ziakov 2. stupia ZS
a 1. ro¢nika SS. Hlavnym cielom preventivneho programu je rozvi-
jat empatiu, budovat podporné vztahy ziakov v triednom kolektive
a posilnovat vybrané zivotné zrucnosti v oblasti prevencie nasilné-
ho spravania. Program je urceny pre pracu s celym triednym kolek-
tivom priamo v prostredi $koly. Realizuji ho odborni zamestnanci
so skusenostami s facilitdciou skupin. Zdmerom jednotlivych ak-
tivit programu je podporit schopnost Ziakov rozpoznat a porozu-
miet vlastnym emocidm a potrebam. Zaroven rozvija schopnost
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porozumiet eméciam a potrebam svojich spoluziakov. Aktivity su
navrhnuté tak, aby vytvdrali prileZitosti rozvijat aktivne pocuva-
nie, komunikdciu a vzajomnu spolupracu. Schopnost komuniko-
vat a budovat vztahy s ostatnymi moze pomoct defom a mladym
ludom efektivne riesit konfliktné situacie a problémy. Podporou
a posilnovanim zivotnych zruc¢nosti program zaroven prispieva
k prevencii nasilného spravania a podporuje psychologické bezpe-
¢ie v triednom kolektive (ePoradenstvo 2025).

3.6 Odolnejsi (autorky PhDr. Zuzana Cmelikovd; Mgr. Nadezda
Bero; Mgr. Rendta Zdkovicova)

Preventivny program na drovni univerzélnej prevencie ur-
¢eny pre ziakov SS. Cielom programu je budovanie reziliencie
prostrednictvom rozvoja vybranych styroch klucovych kompe-
tencii reziliencie — sebauvedomenia, sebaregulacie, manazmentu
energie a budovania zdravych vztahov. V ramci programu si zZiaci
rozvijaju lepsie porozumenie sebe, ucia sa techniky na zvladanie
stresu, zlepSuji manazment svojej energie a podporuju vytvara-
nie zdravych vztahov. Interaktivne aktivity su navrhnuté tak, aby
prispievali k celkovej podpore dusevného zdravia stredoskola-
kov, umoznili ziakom v kazdodennom zivote lepSie zvladat vyzvy
a zaroven posilnili ich osobny rast a spokojnost (ePoradenstvo
2025).
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INFORMATIKA 2.0:
ROZVO]J DIGITALNYCH ZRUCNOSTI ZIAKOV
NIELEN NA INFORMATIKE

Informatics 2.0:
Development of Digital Skills of Pupils Beyond CS Classes

Abstract

This paper delineates the educational activities of the Informatika
2.0 initiative. The impact on the educational system in Slovakia is
analyzed using quantitative data.
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Digital skills, CS lesson plans, CS education, teacher support.

Uvod

Viaceré medzinarodné dokumenty, stanoviska, prijaté narodné
stratégie a akéné plany (Rada EU 2023; Ministerstvo investicii, re-
giondlneho rozvoja a informatizacie 2019) identifikujua ako prio-
ritu rozvoj digitalnych zrucnosti ucitelov a Ziakov na zakladnych
a strednych gkolach. Realita ukazuje, Ze medzi najvicsie prekazky
patri nedostatok metodickej podpory, chybajuce materialy, nedo-
statok kvalifikovanych ucitelov informatiky a zastarané technické
vybavenie (Nadacia Pontis 2020, 37-38).

Informatika 2.0 (INF2.0) vznikla s cieflom zmiernit tato situ-
4ciu prostrednictvom bezplatnych ucebnych materidlov pre ZS
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a SS (vratane adaptécie pre Ziakov zo socidlne znevyhodneného
prostredia, testov digitalnych zru¢nosti a komunitnej podpory. Za
Styri roky existencie ma iniciativa v databaze 9500 ucitelov, viac
ako 800 materialov, ktoré si stiahli ucitelia viac ako 220 tisickrat
a testom preslo vyse 52 tisic ziakov.

1 Dovody vzniku Informatika 2.0

Informatika 2.0 vznikla v roku 2021 ako reakcia na niekolko

klacovych vyziev:

« vysoky podiel neodborne vyucovanej informatiky (vyse 40 %
7S na Slovensku je bez kvalifikovaného ucitela informatiky;
Statna $kolska in$pekcia 2025);

« chybajuce u¢ebné materialy a metodicka podpora;

« absencia podpory pre ucitelov ziakov zo socidlne znevyhod-
neného prostredia;

« potreba rozvijat digitalne zru¢nosti naprie¢ predmetmi.

V skolskom roku 2024/2025 sa organizacia zamerala na pilotova-
nie viacerych noviniek a roz$irovanie posobnosti za hranice tra-
di¢nej informatiky, v sulade s presvedcenim, Ze digitalne zrucnosti
su klucové kompetencie 21. storocia, ktoré by sa mali rozvijat na-
prie¢ celym vyucovacim procesom.

Tento prispevok predstavuje viziu a misiu INF2.0, sumarizuje jej
hlavné aktivity a kvantitativne vysledky za uplynuly $kolsky rok.
Detailne popisuje klucové riesenia, ktoré organizacia ponuka: od
didaktickych materialov a diagnostickych nastrojov, az po vzdela-
vacie programy pre ucitelov a komunitni podporu. Sucastou pri-
spevku je prakticka analyza spitnej vazby od ucitelov (cez online
dotaznik a cez zber spétnej vazby na dvoch konferenciach vr.2025),
ktora odhaluje ich vnimanie prinosu materialov a identifikuje pre-
trvavajlce vyzvy v slovenskom $kolstve.
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2 Cinnost iniciativy INF2.0

2.1 Vizia a misia

Primdrne usilie iniciativy Informatika 2.0 sa koncentruje do
zlepdenia vyucby informatiky na Slovensku prostrednictvom pod-
pory ucitelov informatiky na zakladnych a strednych $kolach.
Tymto spésobom sa organizdcia snazi zlepsit digitdlne zrucnosti
ziakov a ziacok, pricom ucitelstvo je cielova skupina s potenci-
dlom multiplika¢ného efektu. Sirsia a zastre$ujiica misia INF2.0
znie: pomdhame ucitelom zlepsovat digitdlne zrucnosti vietkych deti
na Slovensku. Kym doteraz organizdcia napliala tito misiu najma
cez podporu ucitelov informatiky, v roku 2024 strategicky rozsiri-
la svoju cielova skupinu na ucitelov aj neinformatickych predme-
tov. Digitalne zrucnosti su dnes totiz nevyhnutné v kazdej profesii
a mali by sa rozvijat komplexne, nie len na hodinach informatiky.

2.2 Hlavné aktivity

Hlavné ¢innosti INF2.0 st stustredené okolo troch pilierov:

1. Tvorba a zveladovanie bezplatnych, komplexnych a moder-
nych materidlov na vyucbu informatiky pre zdkladné $koly (vra-
tane $kol so ziakmi zo socialne znevyhodneného prostredia) a pre
stredné $koly. Tieto materidly maju ucitefom usetrit hodiny pri-
prav.

2. Poskytovanie diagnostického nastroja - testu digitdlnych
zrucnosti (TDZ), ktory pomaha ucitelom merat troven zruc¢nosti
a vedomosti ziakov a sledovat ich pokrok pocas skolského roka
(kedZe testovanie uskuto¢nuje organizacia dvakrat v Skolskom
roku na jeho zaciatku a konci).

3. Realizacia $koleni na pracu s materialmi a, po novom, reali-
zacia vzdelavacich programov na integraciu digitalnych néstrojov
do vyucby roznych predmetov (programy DigiShift - posun v di-
gitalnych zruc¢nostiach pre ucitelov zakladnych §kdl a strednych
odbornych $kol).
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Okrem toho sa INF2.0 oficidlne stala inovéciou a je sucastou
Katalégu inovécii MSVVM a ¢lenom Aliancie inovatorov vo vzde-

lavani pod zastitou EduValue.

3 Kvantitativny prehlad ¢innosti INF2.0

Za skolsky rok 2024/2025 dosiahla Informatika 2.0 niekolko
vyznamnych milnikov, ktoré sumarizuje Tabulka 1.

Tabulka 1. Kvalitativny prehlad ¢innosti INF2.0

Kategoria Cislo

Pozniamka

Pocet otestovanych ziakov 45236

Celkovy pocet otestovanych Ziakov
a $tudentov na zadiatku $kolského roka.

Priemerny posun digitalnych 3,74
zrucnosti Ziakov
bodov

Priemerné zlep$enie véetkych testovanych

percentudlnych Ziakov a $tudentov (porovnanie priemeru

zaciatku $kolského roka a konca skolského
roka).

Pocet vyskolenych ucitelov 141

V ramci 27 $koleni. Celkovo od vzniku
INF2.0 viac ako 3500 u¢itelov. V minulosti
robila organizacia viac masovych $koleni.

S pilotovanim DigiShift programov sme
navysili pocet na seba nadvazujucich $koleni
a testovali programy s men$im po¢tom
ucitelov.

Pocet stiahnutych planov 67532x
hodin

Celkovo od vzniku INF2.0 bolo stiahnutych
viac nez 220 tisfc krét.

Narast sebavedomia ucitelov 87 %

Percento opytanych v prieskume na

konci $kolského roka 2024/2025. Ucitelia
vykazujuci narast sebavedomia pri vyucovani
s nasimi materialmi.

Pocet registrovanych ucitelov 9500

Stav k 10. 11. 2025.

Pocet dostupnych planov 838
hodin

Celkovy pocet pre ZS, ZS SZP, SS na
informatiku (zdarma) a DigiShift (platené).
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V ramci TDZ, Ziaci ZS dosiahli priemerné zlepsenie o 6 percen-
tudlnych bodov, $tudenti SS o 2,8 percentudlnych bodov a Ziaci ZS
SZP o 2,3 percentudlnych bodov. Vsetky tri skupiny zaznamenali
len nepatrny narast sebavedomia. Napriek tomu, data naznacuju,
ze dochadza k signifikantnému zlep$eniu vo vi¢sine modulov, pri-
¢om najvicsie zlepsenia boli na urovni 10 percentualnych bodov
u ZS a SS ziakov.

4 KlIacové rieSenia

Iniciativa Informatika 2.0 poskytuje niekolko vzajomne prepo-
jenych rieSeni na systémovu zmenu vo vyucbe digitalnych zruc-
nosti.

4.1 Kvalitné, aktudlne a dostupné materidly na informatiku

Tvorba komplexnych bezplatnych modernych materialov na
informatiku je hlavnou ¢innostou organizacie. Tieto materidly st
k dispozicii pre uéitelov informatiky na ZS, ZS SZP a SS. Materialy
su k dispozicii zdarma po zaregistrovani sa a maju formu power-
pointovej prezentdcie, ktora je stavand na 45 minut vyucovacej ho-
diny a obsahuje metodické usmernenia pre ucitelov v poznamkach
pod snimkami. Plany hodin st ¢lenené na otvorenie hodiny, pred-
stavenie nového uciva a cielov, spolo¢ného precvi¢ovania, samo-
statnej prace a zaverecnej diskusie/reflexie. K tymto materidlom
INF2.0 pontka aj online videoskolenie, ktoré si ucitelia mézu uro-
bit, kedy chcu a ktoré ich pouzivanim INF2.0 materidlov prevedu.
Po uspesnom vyplneni kvizu tiez ziskaju automaticky generovany
certifikat.

Dostupnost materidlov chape organizacia dvojako: jednak v ich
bezplatnosti, jednak v ich diferencidcii. Kazdy pldn hodiny totiz
obsahuje naroc¢nejsie aj jednoduchsie ciele, aby ucitel mohol roz-
vijat zaciato¢nickych aj pokrocilejsich ziakov paralelne v jednej
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triede. Adaptacia na potreby ziakov zo SZP tiez prispieva k vyssej
dostupnosti, resp. pouzitelnosti v triedach, v ktorych maju ziaci
rozne Specialne potreby.

V uplynulom $kolskom roku sa portfélio materidlov vyrazne
rozsirilo, pricom bolo vytvorenych takmer 200 novych materialov,
¢im sa celkovy pocet planov hodin zvysil na 838. Plany hodin pre
ZS v 3. ro¢niku st zaroven aktualizované tak, aby splnali standardy
novej kurikuldrnej reformy. V nasledujtcich rokoch pldnuje orga-
nizécia upravit materidly vo vietkych ZS roé¢nikoch tak, aby $tan-
dardy KR spliiali a pomohli tak k jednoduchsej implementacii KR
standardov do vyucby.

K vyznamnym novinkdm patrilo rozsirenie ZS materiélov na in-
formatiku o tému umelej inteligencie (24 planov hodin), ktoré boli
po pilotnom testovani s ucitelmi aktualizované a zverejnené v au-
guste 2025. Taktiez boli spristupnené moduly Minecraft a Scratch
vhodné pre ZS. INF2.0 nadalej prehlbuje spolupracu s americkou
neziskovou organiziciou Code.org a za Slovensko je INF2.0 jedi-
nym medzindrodnym partnerom pre Code.org

Ucitelia si v uplynulom s$kolskom roku stiahli plany hodin
67532-krat. Data o stahovani potvrdzuju, Ze INF2.0 je dominant-
nd najma na zdkladnych skoldch, odkial tieZ pochddza najviac no-
vych registracif ucitelov (1112 novych ZS uéitelov v $kolskom roku
2024/2025). V buducnosti sa organizacia planuje Specialne zame-
rat na aktualizaciu SS materidlov a tvorbu novych planov hodin,
aby rozsirila svoje povedomie na stredné skoly.

4.2 Diagnosticky test digitdlnych zrucnosti

Test digitalnych zruc¢nosti (TDZ) slazi na testovanie Ziakov
a Studentov na zaciatku a konci $kolského roka, pricom ucitelia
dostavaju reporty s vysledkami. Po ukoncenti testovania sa v repor-
toch objavi aj tzv. ruzovd krivka, ktora ukazuje, aky bol v ramci
rovnakého ro¢nika priemer ziakov v inych gkolach po celom Slo-
vensku.
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V ramci ZS testu (ktory ma tri varianty pre rdozne ro¢niky) sa na
zadiatku $kolského roka 2024/2025 zt&astnilo 43743 Ziakov. Ziaci
ZS sa najviac zlepsili v témach text a kldvesnica. Naopak, v téme
prdca s informdciami zaznamenali pokles skore.

Pre stredné $koly (SS) bol test pontikany v jednotnej podobe
bez moznosti vyberat si z modulov testu, ¢o viedlo k slabej navrat-
nosti (z 1333 $tudentov na zacdiatku, len 250 na konci). V SS teste
dosiahli studenti najvacsi posun v téme algoritmy. Studenti si vak
pohorsili v témach hladanie vzorcov a prdca s videom.

INF2.0 reaguje na tieto vyzvy vyvojom novej aplikicie na TDZ,
ktord umozni ucitefom SS navolit si len tie moduly, ktoré planuju
v $kolskom roku vyucovat. Ocakavalo sa, ze modularita zvysi pocet
testovanych a navratnost a k novembru 2025 sa tieto ocakavania
potvrdili: otestovanych $tudentov je o 1000 viac, nez v minulom
skolskom roku.

4.3 Vzdelavacie programy DigiShift

INF2.0 rozsirila svoju posobnost o vzdelavanie ucitelov inych
predmetov ako informatika, pretoze digitalne zrucnosti ziakov je
potrebné rozvijat komplexne. Pilotovali sa dva niekolkomesacné
programy:
1. DigiShift SOS. Program pre 25 ucitelov strednych odbornych
skol zamerany na integraciu digitalnych nastrojov do vyucby.
Program viedol k hlbsej zmene od ,,spestrenia hodin® k strategic-
kému vyuzivaniu technolégii.
2. DigiShift ZS. Pilotny program pre 42 ucitelov roznych predme-
tov (napr. geografia, jazyky, matematika), zamerany na vyuziva-
nie digitalnych nastrojov cez tri moduly: ddta a Al ddta a grafika,
a ddta a programovanie.

Déta potvrdili vyznam mentoringu. Mentorovani ucitelia
v programe DigiShift ZS preukdzali vyssiu kvalitu pripravy hodin,
lepsie formulovali ciele a zmysluplnejsie integrovali digitalne tech-
nologie.
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Od buduceho skolského roka sa oba programy $kaluju ako ino-
vacné vzdelavanie a zameriavaju sa na tri moduly: Al grafika a in-
teraktivne a programovacie ndstroje.

5 Percepcia ucitelov (analyza prieskumov)

Na konci $kolského roka 2024/2025 INF2.0 realizovala prieskum
medzi ucitelmi informatiky (93 odpovedi). Zistenia potvrdili vy-
sokd mieru vyuzivania materialov a ich pozitivny dopad na peda-
gogicku prax.

Frekvencia vyuzitia: 54,5 % ucitelov pouziva materialy INF2.0
na kazdej hodine informatiky, pricom dalsich 31,8 % ich vyuziva
parkrat do mesiaca.

Vplyv na sebavedomie: 71,6 % ucitelov uviedlo, Ze sa ich se-
bavedomie pri vyucbe zvysilo, pricom dalsich 16 % zaznamenalo
signifikantné zvy3enie sebavedomia.

Vplyv na ziakov: 82,7 % ucitelov pozorovalo vyssi zaujem Zia-
kov o diskusiu a aktivity na hodinach informatiky vdaka materia-
lom INF2. 0.

Prinos materialov: ucitelia najviac ocenuju metodicku opo-
ru a vypracované materidly, ktoré ulahcuju pripravu na hodinu.
Zdoraznuju, ze materialy su spracované ,,zaujimavou a hlavne zro-
zumitelnou formou aj pre neinformatika“ a pomahaja drzat krok
s rychlym vyvojom v IT.

5.1 Odpovede na vyzvy v rozvoji digitdlnych zrucnosti

Prieskumy (realizované v auguste a oktdbri 2025 na dvoch live-
konferenciach prostrednictvom platformy Sli.do) sa zameriavali aj
na identifikdciu prekdzok, ktoré ucitelom brania v rozvoji digital-
nych zru¢nosti ich Ziakov.

Ucitelia by najviac uvitali:

o viac ¢asu/viac hodin informatiky v rozvrhu (tento bod bol
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opakovane uvaddzany ako klucovy faktor),

o funk¢na a dostupna technika/lepsie vybavenie a internetové

pripojenie,

« prepojenie s inymi predmetmi a vyuzivanie digitalnych na-

strojov aj mimo hodin informatiky,

« kompetentny a motivovany ucitel/vzdelavanie ucitelov (Infor-

matika 2.02025b, 2025c).

Vzhladom na fakt, ze 100 % opytanych v inom prieskume po-
tvrdilo, Ze Informatika 2.0 nie je len pre ucitelov informatiky, je
roz$irovanie pdsobnosti cez program DigiShift logickou odpove-
dou na volanie po medzipredmetovom prepojeni digitalnych zruc-
nosti.

6 Zaver a vyzvy do buducnosti

Iniciativa Informatika 2.0 v skolskom roku 2024/2025 potvrdila
svoj zasadny prinos pre slovenskych ucitelov a ziakov. Priemer-
ny posun v digitdlnych zruc¢nostiach Ziakov o 3,74 percentudlnych
bodov a vyrazny narast sebavedomia u ucitelov (87 %) su meratel-
nymi dokazmi dopadu.

Najvacsou vyzvou pre INF2.0 zostava rozsirenie pdsobnosti na
stredné skoly. S cielom tato vyzvu prekonat, organizacia zavadza
moduldrny test digitalnych zru¢nosti pre SS a posiliuje tvorbu SS
materidlov.

V buducnosti sa INF2.0 bude okrem aktualizacie materialov pre
kurikularnu reformu na ZS intenzivne venovat $kalovaniu progra-
mu DigiShift s dorazom na mentoring a spustaniu komunitného
tora priamo na webe INF2.0 pre takmer 10 tisic ucitelov v databa-
ze INF2. 0. Tieto kroky potvrdzuju strategicky zavazok organizacie
rozvijat digitdlne kompetencie komplexne, nielen prostrednictvom
informatiky, ale napriec¢ celym vzdeldvacim systémom.
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